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[bookmark: _Toc438209341]ATTACHMENT 1 – TEMPLATE FOR QUESTION SUBMITTAL
(This Attachment provides the format for which a bidder shall submit questions regarding this IFB and is not required to be submitted with your IFB response.)
Bidders are requested to use this form when submitting questions to the Procurement Official listed in Section 1.6. Instructions are as follows:
Name of Bidder – Provide the name of the Bidding firm
Contact Person – Provide the name of the person to contact if the State needs clarification about the question.
Contact Email and Phone # – Provide the email and phone number (including area code) for the listed contact person.
Q # – Sequentially number each question, always starting at one (1) for each submission.
Document(s) – Identify the document(s) the question pertains to, such as, Exhibit XX.
Section # – Identify the section number(s) that the question pertains to.
Question – Write the question in this column.
Expand or reduce the number of rows to accommodate the number of questions of each submission.
Table‑1 Question Submittal Form
	IFB Bidder Question Form

	Name of Bidder: 

	Contact Person: 

	Contact Email and Phone Number: 

	Q #
	Document(s)
	Section #
	Question

	1
	
	
	

	2
	
	
	

	3
	
	
	

	4
	
	
	

	5
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Bidders are requested to use this form when submitting request for changes to the Procurement Official listed in Section 1.6. Instructions are as follows:
Name of Bidder – Provide the name of the Bidding firm
Contact Person – Provide the name of the person to contact if the State needs clarification about the request for change.
Contact Email and Phone # – Provide the email and phone number (including area code) for the listed contact person.
Ch # – Sequentially number each change, always starting at one (1) for each submission.
Document(s) – Identify the document(s) the request pertains to, such as, IFB; Section 6, Business; Functional and Technical Requirements. 
Section # – Identify the section number(s) that the change pertains to.
Proposed Change – Write the requested change in this column. The Bidder shall apply tracked changes to ensure the change is evident. 
Expand or reduce the number of rows to accommodate the number of questions of each submission.
Table‑2  Bidder Request for Change Form
	IFB Bidder Request for Change Form

	Name of Bidder: 

	Contact Person: 

	Contact Email and Phone Number: 

	Ch #
	Document(s)
	Section #
	Proposed Change (redlined)
	Bidder’s Rationale

	1
	
	
	
	

	2
	
	
	
	

	3
	
	
	
	

	4
	
	
	
	

	5
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(This Attachment is not required to be submitted with your IFB response.)

Has your firm submitted the following pre-bid information?
|_|	Exhibit 1, Intent to Bid form
|_|	Exhibit 2, Confidentiality Statement
Does your Final Bid follow the format specified in IFB Section 8?
|_|	Packaged and labeled as identified in Section 8.
|_|	Provided in the number of copies and formatted as identified in Section 8.
|_|	No cost data provided in any volumes, except Volume 3.
Is your Final Bid provided in the following order, as identified in IFB Section 8?

Volume 1 – Response to Administrative, Business, Functional and Technical Requirements
|_|	Cover letter with original signature and information specified in Section 5.1.1
|_|	Exhibit 3: Response to Administrative Requirements 
|_|	Exhibit 4: Workers’ Compensation Certification
|_|	Exhibit 7: Payee Data Record 
|_|	Exhibit 8: Certification for Use Tax for Seller’s Permit
|_|	Exhibit 9: Secretary of State Certification
|_|       Exhibit 10: Iran Contracting Act of 2010   
|_|	Exhibit 11: Bidding Preferences and Incentives
|_|	Exhibit 12:  GSPD 05-105 Bidder Declaration
|_|        Exhibit 13: DVBE Declarations 
|_|	Exhibit 17: Commercially Useful Function Certification 
|_|	Exhibit 19.1 through 19.2, Bidder’s Qualifications Form(s) and Bidder’s Reference Form(s)
|_|	Exhibit 20: Business Functional and Technical Requirements
Preference/Incentive Exhibits (required only as indicated)
|_|	Exhibit 14: STD 830, TACPA Preference Request (required if claiming TACPA preference)


Volume 2 – STD 213, Standard Agreement with Statement of Work attached 
|_|	 Exhibit 15: STD 213, Standard Agreement (4 originally signed copies)with Statement of Work, ATTACHED 

|_|	 Appendix A: Statement of Work

Volume 3 – Cost Information – Exhibit 16
|_|	Total Cost Summary Worksheet (Tab -1)
|_|	Bidder Software Costs Worksheet (Tab -2)
|_|	Hosting Costs Worksheet (Tab -3)
|_|	Bidder Implementation Costs Worksheet (Tab -4)
|_|	Bidder Support Costs Worksheet (Tab -5)
|_|	Bidder Labor Rates Worksheet (Tab -6)
The State makes no warranty that the checklist is a full and comprehensive listing of every requirement specified in the solicitation. Checking off the items on the checklist does not establish your firm’s intent nor does it constitute responsiveness to the requirements. The checklist is only a tool to assist participating Bidders in compiling the Final Bid response. Bidders are encouraged to carefully read the entire solicitation. The need to verify all documentation and responses prior to the submission of Final Bids cannot be over emphasized.
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(This Attachment is not required to be submitted with your IFB response.)
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Chapter 5. Procedures for Conducting Protests under the Alternative Protest Process
Article 1. General Provisions
§1400. Purpose; Scope of Chapter.
Protests under the Alternative Protest Pilot Project (AB 1159, Chapter 762 of 1997 Statutes, Public Contract Code Division 2, Part 2, Chapter 3.6 (sections 12125-12130)) shall be resolved by arbitration as defined and established by this chapter.

Authority cited: Section 12126, Public Contract Code. Reference: Sections 12125-12130, Public Contract Code.

1. New chapter 5 (articles 1-3), article 1 (sections 1400-1404) and section filed 8-18-98; operative 8-18-98 pursuant to Government Code section 11343.4(d) (Register 98, No. 34).
§1402. Definitions.
(a)	Arbitration, as used in this chapter, means a dispute resolution procedure in which the Department of General Services, Office of Administrative Hearings provides a neutral third party who decides the merits of a protest and issues a binding decision to the Parties.
(b)	Awardee includes Proposed Awardee and means the person or entity that was a successful Bidder to a Solicitation and has been, or is intended to be, awarded the contract.
(c)	Close of Business, as used in this chapter, means 5 p.m. Pacific Standard Time (PST) or Pacific Daylight Time (PDT), as applicable.
(d)	Contracting Department means either Procurement or the department which has applied and been approved by the Department of General Services to conduct the Solicitation under the Alternative Protest Pilot Project (Public Contract Code sections 12125-12130.).
(e)	Coordinator means the person designated as the Alternative Protest Pilot Project Coordinator by the Department of General Services, Procurement Division, to coordinate all aspects of the Solicitation under the Alternative Protest Pilot Project (Public Contract Code sections 12125-12130).
(f)	Estimated Contract Value means the value of Protestant's bid.
(g)	Frivolous means a protest with any or all of the following characteristics:
 (1) It is wholly without merit.
 (2) It is insufficient on its face.
 (3) The Protestant has not submitted a rational argument based upon the evidence or law which supports the protest.
 (4) The protest is based on grounds other than those specified in section 1410.
(h)	Major Information Technology Acquisition means the purchase of goods or services, or both, by a state agency, through contract, from non-governmental sources, that has significant mission criticality, risk, impact, complexity, or value attributes or characteristics. Pursuant to subdivision (e) of Section 11702 of the Government Code, these purchases shall include, but not be limited to, all electronic technology systems and services, automated information handling, system design and analysis, conversion of data, computer programming, information storage and retrieval, telecommunications that include voice, video, and data communications, requisite system controls, simulation, electronic commerce, and all related interactions between people and machines.
(i)	OAH means the Department of General Services, Office of Administrative Hearings.
(j)	Party means the Procurement Division of the Department of General Services, the Contracting Department, the Awardee, and Protestant(s).
(k)	Procurement means the Procurement Division of the Department of General Services.
(l)	Protestant means a person or entity that was an unsuccessful Bidder to a Solicitation under the Alternative Protest Pilot Project (Public Contract Code sections 12125-12130) and that protests the award.
(m)	Small Business means a Certified California Small Business, pursuant to Government Code Division 3, Part 5.5, Chapter 6.5 (commencing with section 14835) and Title 2, California Code of Regulations, section 1896.
(n)	Solicitation means the document that describes the goods or services to be purchased, details the contract terms and conditions under which the goods or services are to be purchased, and establishes the method of evaluation and selection.
(o)	Solicitation File means the Solicitation and the documents used by the Contracting Department in the Solicitation process, including documents used to evaluate Bidders and select a Proposed Awardee. The Solicitation File shall remain available to the public except information that is confidential or proprietary.

Authority cited: Section 12126, Public Contract Code. Reference: Section 11702, Government Code; and Sections 12125-12130, Public Contract Code.

1. New section filed 8-18-98; operative 8-18-98 pursuant to Government Code section 11343.4(d) (Register 98, No. 34).
§1404. Notice of Intent to Award Contract.
The Contracting Department shall post a Notice of Intent to Award Contract in a public place specified in the Solicitation, send rejection facsimiles to rejected Bidders, and send Notice of Intent to Award Contract facsimiles to any Bidder who made a written request for notice and provided a facsimile number. The Contracting Department shall indicate that the Solicitation File is available for inspection. The Contracting Department has the discretion to award a contract immediately, upon approval by the Director of the Department of General Services and, if the Solicitation was for a Major Information Technology Acquisition, the Director of the Department of Information Technology.

Authority cited: Section 12126, Public Contract Code. Reference: Sections 12125-12130, Public Contract Code.

1. New section filed 8-18-98; operative 8-18-98 pursuant to Government Code section 11343.4(d) (Register 98, No. 34).


Article 2. Protest Procedure
§1406. Notice of Intent to Protest; Service List.
(a)	An unsuccessful Bidder who intends to protest the awarded contract pursuant to this chapter must inform the Coordinator. The Notice of Intent to Protest must be in writing and must reach the Coordinator within the number of days specified in the Solicitation, which shall be not less than 1 working day and not more than 5 working days after the posting of the Notice of Intent to Award Contract, as specified in the Solicitation. Failure to give written notice by Close of Business on that day shall waive the right to protest.
(b)	On the day after the final day to submit a Notice of Intent to Protest, the Coordinator shall make a service list consisting of those Bidders who did submit a Notice of Intent to Protest, the Awardee, and the Contracting Department. The Coordinator shall include addresses and facsimile numbers on this list and shall forward this service list to those Bidders who submitted a Notice of Intent to Protest.

Authority cited: Section 12126, Public Contract Code. Reference: Sections 12125-12130, Public Contract Code.

1. New article 2 (sections 1406-1418) and section filed 8-18-98; operative 8-18-98 pursuant to Government Code section 11343.4(d) (Register 98, No. 34).
§1408. Filing a Protest.
(a)	A protest is filed by the submission of: the Detailed Written Statement of Protest and any exhibits specified in section 1412; a check or money order made payable to the Office of Administrative Hearings for the OAH filing fee of $50; and the arbitration deposit as specified in subsection (c) or (d) to the Coordinator by the Close of Business on the 7th working day after the time specified in the Solicitation for written Notice of Intent to Protest under section 1406. A copy of the Detailed Written Statement of Protest and exhibits must also be served on all Parties named in the service list as specified in section 1406. A Protestant who fails to comply with this subsection waives Protestant's right to protest.
(b)	Protestant(s) must provide a FAX (facsimile) number. Notification by facsimile is sufficient for service. If the Detailed Written Statement of Protest is sent to the Coordinator by facsimile, Protestant must:
(1) Verify that the pages sent were all received by the Coordinator; and
(2) Remit the required deposit and filing fee to Coordinator by any reasonable means. If sending via carrier, the postmark date or equivalent shall be used to determine timeliness.
(c)	Each Protestant not certified as a Small Business shall make a deposit of the estimated arbitration costs, by check or money order made payable to the Office of Administrative Hearings, as determined by the Estimated Contract Value.
(1) For contracts up to $100,000.00, the deposit shall be $1500.00.
(2) For contracts of $100,000.00 up to $250,000.00, the deposit shall be $3,000.00.
(3) For contracts of $250,000.00 up to $500,000.00, the deposit shall be $5,000.00.
(4) For contracts of $500,000.00 and above, the deposit shall be $7,000.00.
(5) Failure to remit a timely required deposit waives the right of protest. 
(6) Any refund to Protestant(s) shall be made per section 1436. 
(d)	Each Protestant certified as a Small Business shall submit a copy of the Small Business Certification in lieu of the deposit specified in subsection (c). If Protestant is a Small Business and the protest is denied by the arbitrator, the Contracting Department shall collect the costs of the arbitration from Protestant. If Protestant does not remit the costs due, the Contracting Department may offset any unpaid arbitration costs from other contracts with Protestant and/or may declare Protestant to be a non-responsible Bidder on subsequent solicitations.

Authority cited: Section 12126, Public Contract Code. Reference: Sections 12125-12130, Public Contract Code.

1. New section filed 8-18-98; operative 8-18-98 pursuant to Government Code section 11343.4(d) (Register 98, No. 34).
§1410. Grounds for Protest.
(a)	The Public Contract Code, at section 12126(d) provides: Authority to protest under this chapter shall be limited to participating Bidders.
(1) Grounds for Major Information Technology Acquisition protests shall be limited to violations of the Solicitation procedures and that the Protestant should have been selected.
(2) Any other acquisition protest filed pursuant to this chapter shall be based on the ground that the bid or proposal should have been selected in accordance with selection criteria in the Solicitation document.
(b)	The burden of proof for protests filed under this chapter is preponderance of the evidence, and Protestant(s) must bear this burden.

Authority cited: Section 12126, Public Contract Code. Reference: Sections 12125-12130, Public Contract Code.

1. New section filed 8-18-98; operative 8-18-98 pursuant to Government Code section 11343.4(d) (Register 98, No. 34).
§1412. Detailed Written Statement of Protest.
(a)	The Detailed Written Statement of Protest must include the grounds upon which the protest is made, as specified in 1410(a).
(b)	The Detailed Written Statement of Protest shall contain reasons why Protestant should have been awarded the contract. 
(1) For Major Information Technology Acquisition protests, the Detailed Written Statement of Protest must specify each and every Solicitation procedure which was violated and the manner of such violation by specific references to the parts of the Solicitation attached as exhibits and why, but for that violation, Protestant would have been selected.
(2) For other acquisition protests, the Detailed Written Statement of Protest must specify each and every selection criterion on which Protestant bases the protest by specific references to the parts of the Solicitation attached as exhibits.
 (3) For all protests, Protestant must specify each and every reason that all other Bidders who may be in line for the contract award should not be awarded the contract.
(c)	The Detailed Written Statement of Protest must be limited to 50 typewritten or computer generated pages, excluding exhibits, at a font of no less than 12 point or pica (10 characters per inch), on 8 1/2 inch by 11-inch paper of customary weight and quality. The color of the type shall be blue-black or black. In addition to a paper copy, the arbitrator may request that a Protestant submit such information on computer compatible diskette or by other electronic means if the Protestant has the ability to do so.
(d)	Any exhibits submitted shall be paginated and the pertinent text highlighted or referred to in the Detailed Written Statement of Protest referenced by page number, section and/or paragraph and line number, as appropriate.
(e)	The Detailed Written Statement of Protest shall not be amended.
(f)	 Protestant(s) may not raise issues in hearing which were not addressed in the Detailed Written Statement of Protest.
(g)	A Protestant who fails to comply with this subsection waives Protestant's right to protest.

Authority cited: Section 12126, Public Contract Code. Reference: Sections 12125-12130, Public Contract Code.

1. New section filed 8-18-98; operative 8-18-98 pursuant to Government Code section 11343.4(d) (Register 98, No. 34).
§1414. Review by Coordinator.
(a)	Within 2 working days after receipt of the Detailed Written Statement of Protest, the Coordinator shall notify the Contracting Department and the Awardee of a potential protest hearing. 
(b)	The Coordinator shall review the Detailed Written Statement of Protest within 5 working days after receipt to preliminarily determine if the protest is Frivolous and notify Protestant of the option to withdraw or proceed in arbitration.
(1) If Protestant withdraws the protest within 2 working days after the notification by the Coordinator of a preliminary determination of Frivolousness, the Coordinator shall withdraw the preliminary finding of Frivolousness and refund Protestant's deposit and filing fee.
(2) If the Protestant previously filed two protests under the Alternative Protest Pilot Project preliminarily determined Frivolous by the Coordinator but then withdrew or waived them before the arbitration decision, the Coordinator shall make final the preliminary determination of Frivolousness for the Department of General Services.

Authority cited: Section 12126, Public Contract Code. Reference: Sections 12125-12130, Public Contract Code.

1. New section filed 8-18-98; operative 8-18-98 pursuant to Government Code section 11343.4(d) (Register 98, No. 34).
§1416. Review and Response by Contracting Department and Awardee.
(a)	The Awardee shall have 7 working days after notification by the Coordinator to submit to the Coordinator and Protestant a response to the Detailed Written Statement of Protest.
(b)	The Contracting Department, in conjunction with the Coordinator, shall have 7 days after the filing of the Detailed Written Statement of Protest to send a response to Protestant and Awardee.
(c)	Responses shall follow the standards set forth in section 1412(c) and (d). 

Authority cited: Section 12126, Public Contract Code. Reference: Sections 12125-12130, Public Contract Code.

1. New section filed 8-18-98; operative 8-18-98 pursuant to Government Code section 11343.4(d) (Register 98, No. 34).
§1418. Bond Requirement.
(a)	If the Coordinator has determined that a protest is Frivolous and the Protestant does not withdraw the protest, the Protestant shall be required to post a bond in an amount not less than 10% of the Estimated Contract Value.
(b)	The percentage of the bond shall be determined by the Contracting Department and specified in the Solicitation.
(c)	Protestant shall post the bond, pursuant to Chapter 2 (commencing with section 995.010) of Title 14 of Part 2 of the Code of Civil Procedure, within 15 working days of the filing of the Detailed Written Statement of Protest or shall be deemed to have waived the right to protest.
(1) If the arbitrator determines that the protest is Frivolous, the bond shall be forfeited to Procurement and the Coordinator will impose Sanctions.
(2) If the arbitrator determines that the protest is not Frivolous, the bond will be returned to the Protestant and no Sanctions imposed.

Authority cited: Section 12126, Public Contract Code. Reference: Sections 995.010 et. seq., Code of Civil Procedure; and Sections 12125-12130, Public Contract Code.

1. New section filed 8-18-98; operative 8-18-98 pursuant to Government Code section 11343.4(d) (Register 98, No. 34).

Article 3. Arbitration Procedure
§1420. Arbitration Process.
Within 19 calendar days after the Notice of Intent to Award has been posted, the Coordinator shall consolidate all remaining protests under the Solicitation, and send to OAH:
(a)	a copy of all Detailed Written Statements of Protest;
(b)	OAH filing fees;
(c)	arbitration deposits, and/or notice that any Protestant is a Small Business;
(d)	Awardee responses;
(e)	Coordinator/Contracting Department responses;
(f)	the Solicitation File; and
(g)	notice to OAH whether interpreter services will be needed for any Protestant or Awardee. OAH shall arrange interpreter services which shall be paid by the Contracting Department.

Authority cited: Section 12126, Public Contract Code. Reference: Sections 12125-12130, Public Contract Code.

1. New article 3 (sections 1420-1440) and section filed 8-18-98; operative 8-18-98 pursuant to Government Code section 11343.4(d) (Register 98, No. 34).
§1422. Selection of Arbitrator.
(a)	Within 2 working days after receipt of the protest from the Coordinator, OAH shall furnish the names of ten arbitrators to Protestant(s), the Awardee, and the Coordinator. The arbitrator list shall include administrative law judges who are employees of OAH and contract private arbitrators who are not employees of the State of California. Protestant(s), the Awardee, and the Coordinator may each strike two of the ten names and notify OAH within 2 working days. Protestant(s) may also indicate if they prefer a contract arbitrator or an OAH administrative law judge. OAH may then select as arbitrator any name not stricken and shall notify Protestant(s), the Awardee, and the Coordinator within 2 working days. If all names are stricken, the Director of OAH shall appoint an arbitrator.
(b)	A proposed arbitrator shall be disqualified on any of the grounds specified in Section 170.1 of the Code of Civil Procedure for the disqualification of a judge.
Authority cited: Section 12126, Public Contract Code. Reference: Sections 12125-12130, Public Contract Code.

1. New section filed 8-18-98; operative 8-18-98 pursuant to Government Code section 11343.4(d) (Register 98, No. 34).
§1424. Authority of Arbitrator.
(a)	Arbitrators are authorized to:
(1) Administer oaths and affirmations;
(2) Make rulings and orders as are necessary to the fair, impartial, and efficient conduct of the hearing; and
(3) Order additional deposits from Protestant(s) to cover additional estimated costs. If OAH does not receive the required deposit(s) in the time specified, the right to protest will be deemed waived.
(b)	The arbitrator shall have exclusive discretion to determine whether oral testimony will be permitted, the number of witnesses, if any, and the amount of time allocated to witnesses.
(c)	It shall be in the arbitrator's exclusive discretion to determine whether to:
(1) Conduct a prehearing conference; and/or
(2) Permit cross-examination and, if so, to what extent; and/or
(3) Review documents alone for all or part of the protest.
(d)	It shall be in the arbitrator's exclusive discretion to determine whether additional responses and rebuttals are to be submitted, and the timelines and page limits to be applied.

Authority cited: Section 12126, Public Contract Code. Reference: Sections 12125-12130, Public Contract Code.

1. New section filed 8-18-98; operative 8-18-98 pursuant to Government Code section 11343.4(d) (Register 98, No. 34).
§1426. Decision Based in Whole or in Part on Documents Alone.
Any Party may request that the arbitrator base the arbitrator's decision on documents alone. It shall be the arbitrator's exclusive discretion to do so.

Authority cited: Section 12126, Public Contract Code. Reference: Sections 12125-12130, Public Contract Code.

1. New section filed 8-18-98; operative 8-18-98 pursuant to Government Code section 11343.4(d) (Register 98, No. 34).
§1428. Prehearing Conference.
(a)	If the arbitrator determines that a prehearing conference is necessary, OAH shall set the time and place and notify Protestant(s), the Awardee, and Procurement at least 5 working days prior to the prehearing conference.
(b)	The prehearing conference shall be held to identify and define issues in dispute and expedite the arbitration. The parties should be prepared to discuss, and the arbitrator may consider and rule on, any of the following matters applicable to the protest:
(1) Clarification of factual and legal issues in dispute as set forth in the Detailed Written Statement of Protest.
(2) The extent to which testimony shall be permitted and the extent to which cross-examination will be allowed.
(3) Identity of and limitations on number of witnesses, need for interpreters, scheduling and order of witnesses, etc.
(4) Any other matters as shall promote the orderly and efficient conduct of the hearing.
(c)	At the prehearing conference, Protestant(s), the Awardee, and Procurement shall deliver a written statement which contains the name of each witness a party wishes to call at hearing along with a brief written statement of the subject matter of the witness's expected testimony. If the arbitrator, in his or her exclusive discretion, allows an expert witness to be called, the party calling the witness shall provide the name and address of the expert along with a brief statement of the opinion the expert is expected to give. The party shall also attach a statement of qualifications for the expert witness.

Authority cited: Section 12126, Public Contract Code. Reference: Sections 12125-12130, Public Contract Code.

1. New section filed 8-18-98; operative 8-18-98 pursuant to Government Code section 11343.4(d) (Register 98, No. 34).
§1430. Scheduling the Hearing.
The arbitrator shall schedule the date, time, and place of hearing and notify all Parties.

Authority cited: Section 12126, Public Contract Code. Reference: Sections 12125-12130, Public Contract Code.

1. New section filed 8-18-98; operative 8-18-98 pursuant to Government Code section 11343.4(d) (Register 98, No. 34).
§1432. Discovery.
The arbitrator has exclusive discretion to issue subpoenas and/or subpoena duces tecum. There shall be no right to take depositions, issue interrogatories, or subpoena persons or documents.

Authority cited: Section 12126, Public Contract Code. Reference: Sections 12125-12130, Public Contract Code.

1. New section filed 8-18-98; operative 8-18-98 pursuant to Government Code section 11343.4(d) (Register 98, No. 34).
§1434. Attendance at Hearings.
The Arbitration hearings shall be open to the public unless the arbitrator, in his or her exclusive discretion, determines that the attendance of individuals or groups of individuals would disrupt or delay the orderly conduct or timely completion of the proceedings.
 
Authority cited: Section 12126, Public Contract Code. Reference: Sections 12125-12130, Public Contract Code.

1. New section filed 8-18-98; operative 8-18-98 pursuant to Government Code section 11343.4(d) (Register 98, No. 34).
§1436. Arbitrator's Decision.
(a)	The final decision shall be in writing and signed by the arbitrator. It shall include a Statement of the Factual and Legal Basis for the decision, addressing the issues raised in the Detailed Written Statement(s) of Protest, and shall include an order upholding or denying the protest(s). The arbitrator's order shall not award a contract.
(b)	A copy of the decision shall be sent by regular mail to Procurement, the Contracting Department, the Awardee, and Protestant(s) within 45 calendar days after the filing of the first Detailed Written Statement of Protest. In the arbitrator's exclusive discretion, this timeline may be extended for an additional 15 calendar days. The arbitrator's failure to issue a decision within the time specified by this section shall not be a ground for vacating the decision.

Authority cited: Section 12126, Public Contract Code. Reference: Sections 12125-12130, Public Contract Code.

1. New section filed 8-18-98; operative 8-18-98 pursuant to Government Code section 11343.4(d) (Register 98, No. 34).
§1437. Costs.
(a)	For protests not determined Frivolous by Procurement:
(1) If the arbitrator denies the protest, Protestant(s) will be liable for all costs of the arbitration.
(2) If the arbitrator upholds the protest, the Contracting Department shall pay for all costs of the arbitration and Protestant(s) will be refunded the deposit by OAH.
(b)	If Procurement determined that the protest was Frivolous and the arbitrator affirms that the protest is Frivolous, the bond shall be forfeited to Procurement, the protest will be denied, and Protestant(s) will be liable for all costs of the arbitration.
(c)	If Procurement determined that the protest was Frivolous and the arbitrator determines that the protest is not Frivolous, any bond(s) posted by Protestant(s) shall be returned:
(1) If the arbitrator denies the protest, Protestant(s) shall be liable for half of the costs of the arbitration. The Contracting Department shall pay the remaining half of the arbitration costs.
(2) If the arbitrator upholds the protest, the Contracting Department shall pay for all costs of the arbitration and Protestant(s) will be refunded the deposit by OAH.
(d)	A Protestant who withdraws his or her protest before the arbitrator's decision has been issued will remain liable for all arbitration costs up to the time of withdrawal. These costs include, but are not limited to, the arbitrator's time in preparation, prehearing conferences, and hearing the protest. If Procurement deemed the protest Frivolous, any bond posted shall be forfeited to Procurement.
(e)	Except as provided in (f), if any costs are determined to be payable by Protestant(s), that amount shall be subtracted from deposit(s) of Protestant(s) as ordered by the arbitrator. Any additional costs shall be billed to Protestant(s) and any refunds shall be sent to Protestant(s) by OAH.
(f)	If a Protestant is a Small Business, then the Contracting Department shall pay OAH all arbitration costs and collect the amount due from Protestant.

Authority cited: Section 12126, Public Contract Code. Reference: Sections 12125-12130, Public Contract Code.

1. New section filed 8-18-98; operative 8-18-98 pursuant to Government Code section 11343.4(d) (Register 98, No. 34).
§1438. Judicial Review.
The grounds for judicial review shall be as set forth in Chapter 4 of Title 9 of Part III of the Code of Civil Procedure (commencing with section 1285).
Authority cited: Section 12126, Public Contract Code. Reference: Sections 12125-12130, Public Contract Code.

1. New section filed 8-18-98; operative 8-18-98 pursuant to Government Code section 11343.4(d) (Register 98, No. 34).
§1440. Transcripts.
(a)	A party desiring a transcript of the proceedings shall contact the OAH Transcript Clerk to make arrangements to pay for preparation of the transcript. Prior to preparation of the transcript, a deposit equal to the estimated cost of the transcript shall be paid. Preparation of the transcript will be arranged by the OAH Transcript Clerk. The deposit shall be applied to the actual cost and any excess shall be returned to the party that submitted the request. Any balance due shall be paid by the party or a representative on behalf of the party requesting the transcript before the transcript is released to the requesting party.
(b)	Unless a record of a proceeding or any portion thereof was sealed, any person may request a transcript or a recording of the proceeding. If a record of a proceeding or any portion thereof was sealed, only parties to the proceeding may request a transcript of the sealed portions, and the sealed portions shall not be disclosed to anyone except in accordance with the order sealing the proceeding or subsequent order.

Authority cited: Section 12126, Public Contract Code. Reference: Sections 12125-12130, Public Contract Code.

1. New section filed 8-18-98; operative 8-18-98 pursuant to Government Code section 11343.4(d) (Register 98, No. 34).
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[bookmark: _Toc438209345]INTENT TO BID
Department of Technology
Statewide Technology Procurement Division
P. O. BOX 1810, MS Y12
Rancho Cordova, CA 95741
Phone:  (916) 431-5357
E-mail address:  Sandra.morales@state.ca.gov

We: (select one)
____ 	Intend to submit a bid and has no problem with the IFB Requirements.
____ 	Intend to submit a bid, but has one or more problem(s) with the requirements for the reason(s) stated below.
____ 	Does not intend to submit a bid for reason(s) stated below and has no problem with the IFB Requirements:
____ 	Does not intend to submit a bid for reason(s) stated below and has one or more problem(s) with the IFB Requirements:

	



The individual to whom all information regarding this IFB shall be transmitted is:

	Name:
	

	Address:
	

	City, State and ZIP Code:
	

	Telephone:
	
	FAX:
	

	E-Mail:
	


[bookmark: _Toc334619835][bookmark: _Toc335823795]
Sincerely,

	Name (Signature)
	
	Name and Title
	
	Email



	Company
	
	Telephone
	
	FAX
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[bookmark: _Toc350419248][bookmark: _Toc360890595][bookmark: _Toc378585397][bookmark: _Toc438209346][bookmark: _Toc334619840][bookmark: _Toc335823797]CONFIDENTIALITY STATEMENT
As an authorized representative and / or corporate officer of the company named below, I agree that all persons employed by this company will adhere to the following policy:
All information belonging to the Department of Technology or its affiliated agencies is considered sensitive and / or confidential and cannot be disclosed to any person or entity that is not directly approved to participate in the work required to execute this Agreement.
I certify that I will keep all project information, including, but not limited to information concerning the planning, processes, development or procedures of the Project, and all communication with Department of Technology or its affiliates derivate of any procurement process, confidential and secure. I will not copy, give or otherwise disclose such information to any other person unless the Department of Technology has on file a Confidentiality Statement signed by the other persons, and the disclosure is authorized and necessary for the Project. I understand that the information to be kept confidential includes, but is not limited to, specifications, administrative requirements, terms and conditions, concepts and discussions, as well as written and electronic materials. I further understand that if I leave this project before it ends, I must still keep all project information confidential. I agree to follow any instructions provided by the Project relating to the confidentiality of project information.
I fully understand that any unauthorized disclosure I make may be basis for civil or criminal penalties and / or disciplinary action (for state employees). I agree to advise the contract manager immediately in the event of an unauthorized disclosure, inappropriate access, misuse, theft or loss of data.
All materials provided for this Project, except where explicitly stated will be promptly returned or destroyed, as instructed by an authorized Department of Technology representative. If the materials are destroyed and not returned, a letter attesting to their complete destruction which documents the destruction procedures must be sent to the contract manager at the Department of Technology before payment can be made for services rendered. In addition, all copies or derivations, including any working or archival backups of the information, will be physically and / or electronically destroyed within five (5) calendar days immediately following either the end of the contract period or the final payment, as determined by the Department of Technology.
All personnel assigned to this project shall be provided a Confidentiality Statement and will be expected to sign and return it to the representative listed below before beginning work on this project.
	Representative Name
	
	Title
	
	Phone Number
	

	Company Name
	

	Street Address
	

	City/State/Zip Code
	

	Signature
	

	Date
	


[bookmark: _Toc372090965][bookmark: _Toc372091489][bookmark: _Toc372090966][bookmark: _Toc372091490][bookmark: _Toc350419249][bookmark: _Toc360890596]
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[bookmark: _Toc378585398][bookmark: _Toc438209347]RESPONSE TO ADMINISTRATIVE REQUIREMENTS 
Bidder shall indicate agreement to each of the Administrative Requirements as presented in IFB 8620-006, Section 5.1 in the Table below.  By indicating “Yes” the Bidder affirms that it understands the requirement and agrees to comply with it.
	IFB Section*
	Administrative Requirement – IFB Section 5
	Bidder Agrees Y / N

	
	General Administrative Requirements 
	

	5.1.2
	Cover Letter (M)
	

	5.1.3
	Secretary of State Certification (M)
	

	5.1.4
	Workers’ Compensation Certification (M) 
	

	5.1.5
	Payee Data Record (M) 
	

	5.1.6
	Iran Contracting Act of 2010 (M) 
	

	5.1.7
	Confidentiality Statement (M)
	

	5.1.8
	Subcontractors (M)
	

	5.1.9
	Bidder Declaration Form (M)
	

	5.2.1.2
	[bookmark: _Toc431910225]DVBE Participation Incentive (O)
	

	5.2.2
	[bookmark: _Toc431910226]Small Business Preference (O)
	

	5.2.3
	[bookmark: _Toc431910227]Non-Small Business Preference (O)
	

	5.2.4
	[bookmark: _Toc431910228]Commercially Useful Function (M)
	

	5.2.5
	[bookmark: _Toc431910229]Target Area Contract Preference Act (TACPA) (O)
	

	5.3
	[bookmark: _Toc431910230]STD 213, STANDARD AGREEMENT (M)
	

	5.4
	[bookmark: _Toc431910231]Statement of Work (M)
	

	5.5
	Contract Terms and Conditions (M)
	

	5.6.1
	Ability to Perform (M)
	

	5.6.2
	Primary Bidder (M)
	

	5.6.3
	Commercial General Liability Insurance (M)
	

	5.6.4
	Seller Permit (M)
	

	5.6.5
	Withhold (M)
	

	5.7.1
	Amendment
	

	5.7.2
	Availability
	

	5.7.3
	Bid Rejection
	

	
	
	




[bookmark: _Toc376528335][bookmark: _Toc438209348]WORKERS’ COMPENSATION CERTIFICATION
The undersigned in submitting this document hereby certifies the following:
I am aware of the provisions of Section 3700 of the California Labor Code which requires every employer to be insured against liability for workers’ compensation or to undertake self-insurance in accordance with such provisions before commencing the performance of the work of this contract.

			
Signature	Date

			
Name and Title (Print or Type)	Street Address

			
Firm Name	City, State, ZIP
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[bookmark: _Toc438209349]LIST OF PROPOSED SUBCONTRACTORS (PUBLIC WORKS)  (Not Applicable)
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[bookmark: _Toc438209350]CONTRACTOR’S LICENSE INFORMATION  (Not Applicable)



[bookmark: _Toc353179083][bookmark: _Toc353179084][bookmark: _Toc353179085][bookmark: _Toc353179086][bookmark: _Toc266873544][bookmark: _Toc295285158][bookmark: _Toc295289272][bookmark: _Toc295708262][bookmark: _Toc334619843][bookmark: _Toc335823799]
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[bookmark: _Toc350419252][bookmark: _Toc360890598][bookmark: _Toc378585400][bookmark: _Toc438209351][bookmark: _Toc335823805]PAYEE DATA RECORD
ATTACH A COPY OF THE BIDDERS STD 204, PAYEE DATA RECORD TO THIS EXHIBIT.
Refer to the following website link to obtain the appropriate form. Payee Data Record (STD 204) for information:  http://www.documents.dgs.ca.gov/osp/pdf/std204.pdf
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[bookmark: _Toc373750682][bookmark: _Toc373750683][bookmark: _Toc373750684][bookmark: _Toc438209352][bookmark: _Toc350419253][bookmark: _Toc360890599][bookmark: _Toc376528337][bookmark: _Toc350419254][bookmark: _Toc360890600][bookmark: _Toc378585401]SELLER’S PERMIT CERTIFICATION 
ATTACH A COPY OF THE BIDDERS CALIFORNIA SELLERS PERMIT TO THIS EXHIBIT.
For more information on seller’s permit or certification of registration, refer to the following link: http://boe.ca.gov/pdf/pub73.pdf 
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[bookmark: _Toc438209353] SECRETARY OF STATE CERTIFICATION
ATTACH A COPY OF THE BIDDERS SECRETARY OF STATE CERTIFICATION TO THIS EXHIBIT.
For more information on seller’s permit or certification of registration, refer to the following website link: http://kepler.sos.ca.gov/ 
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[bookmark: _Toc350419257][bookmark: _Toc360890602][bookmark: _Toc378585402][bookmark: _Toc438209354] IRAN CONTRACTING ACT OF 2010
IRAN CONTRACTING ACT
(Public Contract Code sections 2202-2208)
Prior to bidding on, submitting a proposal or executing a contract or renewal for a State of California contract for goods or services of $1,000,000 or more, a vendor must either: a) certify it is not on the current list of persons engaged in investment activities in Iran created by the California Department of General Services (“DGS”) pursuant to Public Contract Code section 2203(b) and is not a financial institution extending twenty million dollars ($20,000,000) or more in credit to another person, for 45 days or more, if that other person will use the credit to provide goods or services in the energy sector in Iran and is identified on the current list of persons engaged in investment activities in Iran created by DGS; or b) demonstrate it has been exempted from the certification requirement for that solicitation or contract pursuant to Public Contract Code section 2203(c) or (d). 
To comply with this requirement, please insert your vendor or financial institution name and Federal ID Number (if available) and complete one of the options below. Please note: California law establishes penalties for providing false certifications, including civil penalties equal to the greater of $250,000 or twice the amount of the contract for which the false certification was made; contract termination; and three-year ineligibility to bid on contracts. (Public Contract Code section 2205.)
OPTION #1 - CERTIFICATION 
I, the official named below, certify I am duly authorized to execute this certification on behalf of the vendor/financial institution identified below, and the vendor/financial institution identified below is not on the current list of persons engaged in investment activities in Iran created by DGS and is not a financial institution extending twenty million dollars ($20,000,000) or more in credit to another person/vendor, for 45 days or more, if that other person/vendor will use the credit to provide goods or services in the energy sector in Iran and is identified on the current list of persons engaged in investment activities in Iran created by DGS.
	Vendor Name/Financial Institution (Printed):

	Federal ID Number (or n/a):

	By (Authorized Signature):

	Printed Name and Title of Person Signing:

	Date Executed:
	Executed in 


OPTION #2 – EXEMPTION 
Pursuant to Public Contract Code sections 2203(c) and (d), a public entity may permit a vendor/financial institution engaged in investment activities in Iran, on a case-by-case basis, to be eligible for, or to bid on, submit a proposal for, or enters into or renews, a contract for goods and services. 
If you have obtained an exemption from the certification requirement under the Iran Contracting Act, please fill out the information below, and attach documentation demonstrating the exemption approval. 
	Vendor Name/Financial Institution (Printed):

	Federal ID Number (or n/a) 

	By (Authorized Signature)

	Printed Name and Title of Person Signing:
	Date Executed:


	
	




[bookmark: _Toc406167839][bookmark: _Toc406167988][bookmark: _Toc406167840][bookmark: _Toc406167989][bookmark: _Toc406167841][bookmark: _Toc406167990][bookmark: _Toc406167842][bookmark: _Toc406167991][bookmark: _Toc406167843][bookmark: _Toc406167992][bookmark: _Toc406167844][bookmark: _Toc406167993][bookmark: _Toc406167845][bookmark: _Toc406167994][bookmark: _Toc406167846][bookmark: _Toc406167995][bookmark: _Toc406167847][bookmark: _Toc406167996][bookmark: _Toc406167848][bookmark: _Toc406167997][bookmark: _Toc406167859][bookmark: _Toc406168008][bookmark: _Toc406167860][bookmark: _Toc406168009][bookmark: _Toc406167861][bookmark: _Toc406168010][bookmark: _Toc406167862][bookmark: _Toc406168011][bookmark: _Toc406167863][bookmark: _Toc406168012][bookmark: _Toc406167864][bookmark: _Toc406168013][bookmark: _Toc406167875][bookmark: _Toc406168024][bookmark: _Toc406167876][bookmark: _Toc406168025][bookmark: _Toc406167877][bookmark: _Toc406168026][bookmark: _Toc406167878][bookmark: _Toc406168027][bookmark: _Toc406167879][bookmark: _Toc406168028][bookmark: _Toc406167880][bookmark: _Toc406168029][bookmark: _Toc406167881][bookmark: _Toc406168030][bookmark: _Toc406167882][bookmark: _Toc406168031][bookmark: _Toc406167883][bookmark: _Toc406168032][bookmark: _Toc334619848][bookmark: _Toc335823804][bookmark: _Toc350419258][bookmark: _Toc360890603][bookmark: _Toc378585403][bookmark: _Toc438209355][bookmark: _Toc266873546][bookmark: _Toc295285160][bookmark: _Toc295289274][bookmark: _Toc295708264][bookmark: _Toc334619845][bookmark: _Toc339543141]BIDDING PREFERENCES AND INCENTIVES
ALL BIDDERS:  COMPLETE ALL SECTIONS BELOW AND SUBMIT WITH YOUR PROPOSAL.

1. SMALL BUSINESS PREFERENCE
Bidder must check the appropriate box from the choices below.

	☐
	I am a DGS certified Small Business and claim the Small Business Preference.
My DGS Small Business certification number is: 		


	☐
	I have recently filed for DGS Small Business preference but have not yet received certification, but I am claiming the Small Business preference.


	☐
	I am not a DGS certified Small Business, but 25% or more of the revenue from the award will go to DGS certified Small Business Subcontractors performing a Commercially Useful Function and therefore I am claiming the preference.
Bidder must complete and submit Exhibit 12: GSPD-05-105 Bidder Declaration, indicating the percentage of the revenue that will be received by each DGS certified Small Business Subcontractor. The form can also be found at the following link: http://www.documents.dgs.ca.gov/pd/poliproc/Master-BidDeclar08-09.pdf

	☐
	I am not claiming the DGS Small Business preference.



2. DVBE INCENTIVE
Bidder must check the appropriate box from the choices below.

	☐
	I am a DGS certified DVBE.  A copy of my STD. 843 form is attached.


	☐
	I have recently filed for DGS DVBE certification, but have not yet received certification.


	☐
	I am not a DGS certified DVBE, but a percentage of the revenue will be going to DGS certified DVBE Subcontractors performing a Commercially Useful Function, and therefore I am claiming the DVBE incentive.

Bidder must submit a complete Exhibit 12: GSPD-05-105, Bidder Declaration, indicating the percentage of the revenue that will be received by each DGS certified DVBE Subcontractor.  Bidder must also submit an Exhibit 13, STD 843 DVBE Declarations, for each DVBE Subcontractor, signed by the DVBE owner/manager. The form can be found on the following link:
http://www.documents.dgs.ca.gov/pd/poliproc/STD-843FillPrintFields.pdf


	☐
	I am not claiming the DVBE incentive.



3. ADDITIONAL BIDDING PREFERENCES
The Bidder shall check the appropriate box or boxes from the choices below.

	☐
	I am not claiming the TACPA preference.



	☐
	I am claiming the TACPA bidding preference.
Bidder must submit Exhibit 14: STD 830 TACPA Preference Request.


	
	

	
	 



	Name of Bidder:

	

	
Signature and Date:

	





[bookmark: _Toc350419260][bookmark: _Toc360890605][bookmark: _Toc378585404][bookmark: _Toc438209356]GSPD 05-105 BIDDER DECLARATION
A copy of the GSPD-05-105 Bidder Declaration and its instructions is available as a fill and print PDF at:  http://www.documents.dgs.ca.gov/pd/poliproc/Master-Biddeclar08-09.pdf
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[bookmark: _Toc438209357]DVBE DECLARATIONS 
A copy of the STD. 843, Disabled Veteran Business Enterprise Declarations and its instructions is available as a fill and print PDF at:  
http://www.documents.dgs.ca.gov/pd/poliproc/STD-843FillPrintFields.pdf
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A copy of the STD 830 TACPA Preference Request and its instructions is available as a fill and print PDF at: http://www.documents.dgs.ca.gov/osp/pdf/std830.pdf
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[bookmark: _Toc378585407][bookmark: _Toc360890610][bookmark: _Toc438209359] STD 213, STANDARD AGREEMENT
The STD 213, Standard Agreement must be signed by a party authorized to bind the firm contractually per Section 2.4.5 of IFB 8620-006.  
The Bidder shall only complete the “CONTRACTOR’S NAME” in block 1, and all of the information required for the “CONTRACTOR” block in the lower part of the form. DO NOT INCLUDE ANY DOLLAR FIGURES.
The Bidder shall attach the Statement of Work, Appendix A, as indicated in Section 8.




	
STATE OF CALIFORNIA 
	REGISTRATION NUMBER

	STANDARD AGREEMENT
	

	STD. 213 (REVISED 07/12)
	PURCHASING AUTHORITY NUMBER
	AGREEMENT NUMBER

	
	
	

	
	
	

	1.
	This Agreement is entered into between the State Agency and the Contractor named below

	
	STATE AGENCY’S NAME

	
	

	
	CONTRACTOR’S NAME 

	
	

	2.
	The term of this Agreement is:
	

	3.
	The maximum amount if this Agreement is:
	$

	4.
	The parties agree to comply with the terms and conditions of the following attachments which are by this reference made a part of the Agreement:

(*) General Provisions – Information Technology (GSPD – 401IT-09/05/2014) 

	
	
Appendix A, Statement of Work
IFB 8620-006 Cost Worksheets 

(*) IFB 8620-006 in its entirety
(*) Contractor’s Final Proposal to IFB 8620-006 in its entirety


	Items shown with an Asterisk (*), are hereby incorporated by reference and made part of this agreement as if attached hereto. 
 

	IN WITNESS WHEREOF, this Agreement has been executed by the parties hereto.

	
	Statewide Technology

	CONTRACTOR
	Use Only

	CONTRACTOR’S NAME (If other than an individual, state whether a corporation, partnership, etc.)
	

	
	

	BY (Authorized Signature)
	DATE SIGNED 
	

	
	
	
	

	PRINTED NAME AND TITLE OF PERSON SIGNING
	

	
	

	ADDRESS
	

	
	

	STATE OF CALIFORNIA
	

	
	

	AGENCY NAME
	

	
	

	BY (Authorized Signature)
	DATE SIGNED
	

	
	
	
	

	PRINTED NAME AND TITLE OF PERSON SIGNING
	

	
	

	ADDRESS
	

	
	
	|_|
	Exempt per
	


[bookmark: _Toc376528346][bookmark: _Toc438209360]COST WORKBOOK
Refer to the Excel Workbook file on Bidsync labeled, “Exhibit 16 Cost Workbook” for submission of your Cost Data.  
The cost table format the bidder must submit with their Final Proposals is included in the separate Excel Workbook, IFB Exhibit 16 Cost Workbook.  The Cost Worksheets in this workbook shall be filled out by the Bidder in accordance with the instructions in Section 8, BID FORMAT and in the Cost Exhibits; these Cost Worksheets shall be submitted with the Bidders Final Bid as Volume 3, in a separately sealed envelope.  Any Unanticipated Cost worksheets should be included in this section. 
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State of California		IFB 8620-006
Fair Political Practices Commission		Bidder Response


[bookmark: _Toc372643936][bookmark: _Toc372741367][bookmark: _Toc372742220][bookmark: _Toc438209361][bookmark: _Toc360890613][bookmark: _Toc376528350][bookmark: _Toc378585422]COMMERCIALLY USEFUL FUNCTION (CUF) CERTIFICATION
	Bidder Name:
	     



COMMERCIALLY USEFUL FUNCTION DOCUMENTATION
All certified small business, micro business, and/or DVBE Contractors, subcontractors or suppliers must meet the commercially useful function requirements under Government Code Section 14837 (for SB) and Military and Veterans Code Section 999(e)(2)(for DVBE).
Please answer the following questions, as they apply to your company for the goods and services being acquired in this solicitation.
Subcontractor Name (submit one form for each SB/DVBE):       
Mark all that apply:	DVBE:  |_|	Small Business:  |_|  	Micro Business:  |_|	N/A:  |_|	
	1.
	Will the subcontractor be responsible for the execution of a distinct element of the resulting Contract?
	Yes  |_|
	No  |_|

	2.
	Will this subcontractor be actually performing, managing, or supervising an element of the resulting Contract?
	Yes  |_|
	No  |_|

	3.
	Will this subcontractor be performing work on the resulting Contract that is normal for its business, services, and functions?
	Yes  |_|
	No  |_|

	4.
	Will there be any further subcontracting that is greater than that expected to be subcontracted by normal industry practices for the resulting Contract?
	Yes  |_|
	No  |_|

	5.
	Will this subcontractor be responsible, with respect to products, inventories, materials, and supplies required for the contract, for negotiating price, determining quality and quantity, ordering, installing, if applicable, and making payment?
	Yes  |_|
	No  |_|


A response of “No” in questions 1-3 or a response of ”Yes” in question 4, may result in your proposal being deemed non-responsive and disqualified.  
The bidder must provide a written statement below detailing the role, services and goods the subcontractor(s) will provide to meet the commercially useful function requirement.  If the bidder is not claiming a Small Business or DVBE, indicate “Not claiming a preference” in the box below.
	     


At the State’s option prior to award, bidders may be required to submit additional written clarifying information.
By signing this form, the undersigned bidder certifies that the Certified Small Business or DVBE satisfies the Commercially Useful Function requirement, and will provide the role, services, and/or goods stated above.
	Contractor Signature:
	

	Contractor Printed/Typed Name and Title: 
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[bookmark: _Toc438209362]GLOSSARY
	Term/Acronym
	Definition
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[bookmark: _Toc358826376][bookmark: _Toc358886257][bookmark: _Toc366859660][bookmark: _Toc357972471][bookmark: _Toc358048183][bookmark: _Toc357972470][bookmark: _Toc358048182][bookmark: _Toc357972472][bookmark: _Toc358789414][bookmark: _Toc438209363]  BIDDER QUALIFICATION FORM -- INSTRUCTIONS
The Bidder must complete the project information required that qualifies for the duties and responsibilities for the experience.  Read the instructions on both forms shown in Exhibit 19.1 and 19.2 carefully.  
Exhibits 19.1 and 19.2 will be used by Fair Political Practices Commission (FPPC) to evaluate Bidder’s qualifications. The Bidder must specify the required experience in the pertinent row of Exhibit 19.1. Use additional forms as needed to complete each question. FPPC may contact references listed on Exhibit 19.2 to verify the information provided by the Bidder. Any conflicting information may result in the bid being deemed non-responsive and may result in the bid being disqualified.

All experience must have occurred within five (5) years prior to the IFB release date, unless stated otherwise.
Note: It is the Bidder’s responsibility to ensure that each Minimum Experience Requirement is met in full and addressed in the Bidder Qualification Forms so that the State can establish compliance. If the State cannot determine that the years of experience for each of the Minimum Experience Requirements has been met, your bid may be deemed non-responsive.
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[bookmark: _Toc378585423][bookmark: _Toc395458840][bookmark: _Toc438209364]EXHIBIT 19.1: BIDDER QUALIFICATIONS FORM   
Bidders may use multiple projects to meet the total experience required for each Mandatory Experience and, if applicable, Desirable Experience.  Please reference 8620-006 FPPC SEI Enhanced Filing System IFB, Section 9.5.3.1 Bidder qualifications Form, Table 9-2: Bidder Qualifications Scoring Criteria to understand how to achieve maximum points.
	BIDDER’S NAME
	NUMBER OF YEARS IN BUSINESS

	STREET ADDRESS

	

	CITY
	STATE
	ZIP CODE

	
	
	

	CONTACT PERSON NAME
	TITLE

	
	

	EMAIL ADDRESS
	PHONE NUMBER
	FAX NUMBER

	
	
	

	Please provide substantiation of the number of years in business (as shown above) and attach it to this document.  Failure to attach the substantiation, i.e. business license etc., will result in rejection of your bid.

	CLIENT LIST.  Include start date in Length of Time in Productive Use Column.  Clients must be listed under each category in chronological order with most recent clients first.  Use Additional sheets as required.  

	COTS SOFTWARE DESCRIPTION
	LENGTH OF TIME IN PRODUCTIVE USE
(As of final bid Submission Date)
	INSTALLATION SIZE
	CONTACT INFORMATION

	
	
	
	Company Name / Address
	Contact Name / Phone Number

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	AUTHORIZATION

	

	REPRESENTATIVE NAME
	TITLE

	
	

	SIGNATURE OF BIDDER REPRESENTATIVE
	DATE
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[bookmark: _Toc438209365][bookmark: _Toc378585424]EXHIBIT 19.2: BIDDER REFERENCE FORM   
Bidder Instructions: (Customer References Part 1) Bidders must submit five (5) completed Customer Reference Forms with the IFB submittal.  All Customer References must be from California State and/or local agencies and for projects completed within the past five (5) years from the date of final bid submission.
CUSTOMER REFERENCES – Part 1 of 2
	BIDDER’S NAME

	

	CUSTOMER REFERENCE ORGANIZATION

	

	STREET ADDRESS

	

	CITY
	STATE
	ZIP CODE

	
	
	

	CONTACT PERSON NAME
	PHONE NUMBER
	FAX NUMBER

	
	
	

	EMAIL ADDRESS

	

	PROJECT NAME / DESCRIPTION
	DATES OF SERVICE

	
	
	to
	

	This Client is a California State and/or local agency                                                                                             |_|  Yes / |_|  No

	Customer has at least 250 filers utilizing the COTS Software in production                                                         |_|  Yes / |_|  No

	Customer has at least 500 filers utilizing the COTS software in production                                                          |_|  Yes / |_|  No

	This is a Customer that has bidders software installed and in productive use for at least six (6) months            |_|  Yes / |_|  No

	This is a Customer that has deployed the bidders software within the past three years                                     |_|  Yes / |_|  No

	DESCRIPTION OF COTS SOFTWARE / SERVICES PROVIDED

	The description of services must be detailed and comprehensive enough to permit the state to assess the similarity of these COTS software / services to the work anticipated in the award of the Agreement resulting from this IFB.  Use additional sheets as necessary.  




Instructions for the Bidder’s References: (Customer Reference Part 2) Please summarize contractor performance and enter check mark in the column below the number, which best corresponds to the performance rating for each question.  Please follow the rating guidelines below for description of rating scale:
CUSTOMER REFERENCES – Part 2 of 2
	SCORE
	DESCRIPTION

	Exceptional	(5)
	Best-in-class performance.  Performance met all contract requirements and exceeded several to the customer’s benefit.  No issues were encountered.

	Very Good	(4)
	Performance met all contract requirements and exceeded some to the customer’s benefit.  There were a few minor issues, which were corrected by contractor.

	Satisfactory	(3)
	Performance met all contract requirements.  There were a few minor issues, and corrective actions taken by the contractor were acceptable.

	Marginal	(2)
	Performance did not meet the contractual requirements.  There were issues, some of a serious nature, for which corrective action was only somewhat effective.

	Unsatisfactory	(1)
	Performance did not meet contractual requirements.  There were serious issues and the contractor’s corrective actions were ineffective.

	RATED FACTORS
	COMMENTS
 
	RATING

	
	
	1
	2
	3
	4
	5

	Reliability
How do you rate the COTS software reliability?
	
	
	
	
	
	

	COTS Software
How do you rate the COTS software?
	
	
	
	
	
	

	Implementation
How do you rate their effectiveness in implementing your system and meeting dates?
	
	
	
	
	
	

	Customer Support 1
How do you rate their responsiveness and effectiveness of their software update services?
	
	
	
	
	
	

	Customer Support 2
How do you rate their responsiveness and effectiveness of their helpdesk support?
	
	
	
	
	
	

	Customer Satisfaction
How do you rate your overall experience with the bidder?
	
	
	
	
	
	



I certify that the information contained herein is true and accurate to the best of my knowledge.  

	
	
	

	CUSTOMER SIGNATURE
	
	DATE
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*B = Business Requirement; F = Functional Requirement; T = Technical Requirement



[bookmark: _Toc382914004][bookmark: _Toc378585437][bookmark: _Toc438209366] BUSINESS, FUNCTIONAL AND TECHNICAL REQUIREMENTS (M)
	[bookmark: RANGE!A1:E66]Requirement Number*
	Requirement
	RequirementCategory
	ResponseY/N

	B-1
	BUSINESS REQUIREMENTS
	
	

	B-1.1
	QUALIFICATIONS
	
	

	B-1,1,1
	Bidders must complete and submit as part of the bid response, Exhibit 19.1, Bidder Qualification Form, to confirm that the Bidder’s experience meets all the minimum requirements indicated.
	M
	

	B-1.1.2
	Bidders must provide information for a minimum of three (3) projects.
	M
	

	B-1.1.3
	Experience must have occurred within five (5) years prior to the solicitation release date for all projects and must have been completed in the United States of America.
	M
	

	B-1.1.4
	Separate Exhibit 20.1, Bidder Qualification Form must be submitted for every project listed to meet the minimum level of required experience.
	M
	

	B-1.2
	REFERENCES
	
	

	B-1.2.1
	Bidders must complete and submit as part of the bid response, Exhibit 19.2, Bidder Reference Form, for each of the projects cited on each corresponding Exhibit 19.1, Bidder Qualification Form.
	M
	

	B-1.2.2
	Each reference must meet the following criteria:
	
	

	B-1.2.2.1
	Every customer has at least 250 filers of the COTS Software in production.
	M
	

	B-1.2.2.2
	Customer has bidders software installed and in productive use for at least 
six (6) months as of the final bid Submission (as indicated in Section I.F: Key Action 
Dates)
	M
	

	B-1.2.2.3
	Each customer’s bidder’s COTS software has been deployed within the (put       
into production) within the Past Three (3) Years
	M
	

	B-1.2.3
	At least one customer has a minimum of 500 filers of the COTS   
software in production.
	
	

	F-1
	FUNCTIONAL REQUIREMENTS
	
	

	F-1.1
	GENERAL 
	
	

	F-1.1.1
	The System shall provide real-time System edits to ensure data integrity according to pre-defined business rules
	M
	

	F-1.1.2
	The System shall provide flexibility and extensibility in order to implement modifications of regulatory changes and/or business rules    
	M
	

	F-1.1.3
	The System shall provide automatic address validation utilizing US Postal Service validation for addresses or equivalent
	M
	

	F-1.1.4
	The System shall provide US Postal Service format for addresses or equivalent
	M
	

	F-1.1.5
	The System shall be in compliance with ADA laws, regulations, and policies regarding accessibility to digital content and to IT applications for state employees and the public. 
	M
	

	F-1.1.6
	The new system will meet accessibility requirements pursuant to Section 508 of the Rehabilitation Act and California Government Code section 11135. 
	M
	

	F-1.1.7
	The system shall allow the download of individual and aggregated form and filer information in common file formats to be available to the general public
	M
	

	F-1.1.8
	The system shall allow specific users or groups to have access to redacted form information
	M
	

	F-1.1.9
	The system shall allow for automated approval of redaction requests based on predefined rules
	M
	

	F-1.1.10
	The system shall prevent FPPC and filing official from deleting a Filer if a Form 700 has been filed by the filer
	M
	

	F-1.1.11
	The system shall provide field-level, page-level, and site-level help information pertaining to filing regulations, form completion, and form processing
	M
	

	F-1.1.12
	The System shall  incorporate State Holidays to ensure correct Statutory due dates
	M
	

	F-1.1.13
	The System shall accept amended Form 700
	M
	

	
F-1.1.2
	Alerts/Ticklers
	
	

	F-1.1.2.1
	The System shall notify users when scheduled events are due
	M
	

	F-1.1.2.2
	The System shall segregate due dates by classification of filer and type of statement
	M
	

	F-1.1.2.3
	The System shall integrate with third party E-mail Systems (i.e. MS Outlook) to provide alerts to users
	M
	

	F-1.1.2.4
	The System shall provide configurable tickler dates based on a user profile, including but not limited to:
	M
	

	F-1.1.2.4.1
	Notify the Filing Official of the names and positions of every person whose statements must be submitted
	M
	

	F-1.1.2.4.2
	The System shall notify Filing Officials at least 120 days prior to the filing deadline, to validate filers within their organization
	M
	

	F-1.1.2.5
	The System shall notify filers at least 90 days prior to the statutory deadline for filing an annual statement that their Form 700 will be due
	M
	

	F-1.1.2.6
	The System shall notify filers who have not filed at least 60 days prior to the statutory deadline for filing an annual statement that their Form 700 will be due
	M
	

	F-1.1.2.7
	The System shall notify filers who have not filed at least 30 days prior to the statutory deadline for filing an annual statement that their Form 700 will be due
	M
	

	F-1.1.2.8
	The System shall , notify the filer, Filing Official, and Filing Officer if a filer fails to file by the statutory deadline, no later than 10 days after the filing deadline
	M
	

	F-1.1.2.9
	The System shall no later than 30 days after the filing deadline, notify the filer, Filing Official, and Filing Officer if a filer fails to file by the statutory deadline
	M
	

	F-1.1.2.10
	The System shall no later than 60 days after the filing deadline, notify the filer, Filing Official, and Filing Officer if a filer fails to file by the statutory deadline
	M
	

	F-1.1.3
	Letter, e-mail and Form Generation
	
	

	F-1.1.3.1
	The System shall produce amendment letters/e-mail
	M
	

	F-1.1.3.2
	The System shall produce automated response letter/card, including but not limited to:
	M
	

	F-1.1.3.2.1
	Form 700 status (incomplete notice, 1 week prior to due date)	
	M
	

	F-1.1.3.2.2
	Form 700 complete notification  
	M
	

	F-1.1.3.3
	The System shall generate and send notice to retired judges to file Form 700
	M
	

	F-1.1.3.4
	The System shall generate and send notice to Legislative Staffers to file Form 700
	M
	

	F-1.1.3.5
	The System shall generate standard letters, forms, templates and reports including:
	M
	

	F-1.1.3.5.1
	Non-Filer letter
	M
	

	F-1.1.3.5.2
	Amendment letter
	M
	

	F-1.1.3.5.3
	Fine letter
	M
	

	F-1.1.3.5.4
	Waiver letter
	M
	

	F-1.1.4
	Mailings and Distribution
	
	

	F-1.1.4.1
	The System shall produce mailing labels, envelope printing options and email distribution for mass mailings
	M
	

	F-1.1.4.2
	The System shall produce mailing labels by targeted and/or multiple groups
	M
	

	F-1.1.4.3
	The System shall allow users to create ad-hoc mailing labels/envelopes and mailing lists
	M
	

	F-1.1.4.4
	The System shall provide mail-merge functionality
	M
	

	F-1.1.4.5
	The System shall produce a mailing label with an associated filer (filer address info)
	M
	

	F-1.2
	CUSTOMER SERVICE MANAGEMENT
	
	

	F-1.2.1
	The system shall allow filers to receive an automated response upon submittal of Form 700
	M
	

	F-1.2.2
	The System shall capture all data one time at its source to support accurate and timely processing
	M
	

	F-1.2.3
	The System shall allow for batch exports and batch imports of data in commonly accepted industry formats (e.g. CSV, XML)
	M
	

	F-1.3
	SCHEDULING AND EVENT MANAGEMENT 
	
	

	F-1.3.1
	The System shall maintain a master schedule of events and program activities in order to schedule or notify FPPC staff and Participants of statutory events
	M
	

	F-1.4
	EDUCATION AND OUTREACH
	
	

	F-1.4.1
	The System shall provide, , the following information via the internet for outreach and education:
	M
	

	F-1.4.1.1
	Educational material for Filing Officials and Filers
	M
	

	F-1.4.1.2
	Printable application Form 700 for Filing Officials and Filers
	M
	

	F-1.5
	WORKFLOW MANAGEMENT
	
	

	F-1.5.1
	The System shall incorporate FPPC procedures and approvals into business rules that govern workflow, including:
	M
	

	F-1.5.1.1
	Approval of new Filing Officer/Filing Official
	M
	

	F-1.5.1.2
	Supervisory review of new Filing Officer/Filling Official
	M
	

	F-1.6
	DOCUMENT MANAGEMENT
	
	

	F-1.6.1
	The System shall accept, store, and access scanned documents 
	M
	

	F-1.6.2
	The System shall electronically store documentation (scanned images, PDF files, word documents), and associate this information with specific filers
	M

	

	F-2
	PARTICIPANT MANAGEMENT
	
	

	F-2.1
	FILING OFFICER AND FILER REGISTRATION
	
	

	F-2.1.1
	The System shall enter Filing Officer and Filling Official applicant information into the system
	M
	

	F-2.1.2
	The System shall enter Filer applicant information into the system
	M
	

	F-2.1.3
	The System shall require complete user profile data prior to allowing a new user to access functionality within the system
	M
	

	F-2.1.4
	The System shall require complete user profile data prior to allowing Form 700 submittal
	M
	

	F-2.1.5
	The System shall capture and track all categories of profiles including but not limited to:
	M
	

	F-2.1.5.1
	Filing Officer
	M
	

	F-2.1.5.2
	Filing Official
	M
	

	F-2.1.5.3
	Filer
	M
	

	F-2.1.5.4
	Agency profile
	M
	

	F-2.1.6
	The System shall register and classify the following types of filers including but not limited to:
	M
	

	F-2.1.6.1
	County supervisors
	M
	

	F-2.1.6.2
	District attorneys
	M
	

	F-2.1.6.3
	County counsels
	M
	

	F-2.1.6.4
	County treasurers
	M
	

	F-2.1.6.5
	County chief administrative officers
	M
	

	F-2.1.6.6
	County planning commissioners
	M
	

	F-2.1.6.7
	Members of city councils
	M
	

	F-2.1.6.8
	Mayors
	M
	

	F-2.1.6.9
	City managers
	M
	

	F-2.1.6.10
	City attorneys
	M
	

	F-2.1.6.11
	City treasurers
	M
	

	F-2.1.6.12
	City chief administrative officers
	M
	

	F-2.1.6.13
	City planning commissioners
	M
	

	F-2.1.6.14
	Governor
	M
	

	F-2.1.6.15
	Lieutenant Governor
	M
	

	F-2.1.6.16
	Attorney General
	M
	

	F-2.1.6.17
	Insurance Commissioner
	M
	

	F-2.1.6.18
	Controller
	M
	

	F-2.1.6.19
	Secretary of State
	M
	

	F-2.1.6.20
	Treasurer
	M
	

	F-2.1.6.21
	Superintendent of Public Instruction
	M
	

	F-2.1.6.22
	Members of the Legislature
	M
	

	F-2.1.6.23
	Members of the State Board of Equalization
	M
	

	F-2.1.6.24
	Judges and commissioners of courts of the judicial branch of government
	M
	

	F-2.1.6.25
	Members of the Public Utilities Commission
	M
	

	F-2.1.6.26
	Members of the State Energy Resources Conservation and Development Commission
	M
	

	F-2.1.6.27
	Members of the Fair Political Practices Commission
	M
	

	F-2.1.6.28
	Members of the California Coastal Commission
	M
	

	F-2.1.6.29
	Members of the High-Speed Rail Authority
	M
	

	F-2.1.6.30
	Members elected to the Board of Administration of the Public Employees' Retirement System
	M
	

	F-2.1.6.31
	Members elected to the Board of Administration of the Teachers' Retirement Board
	M
	

	F-2.1.6.32
	FPPC designated staff
	M
	

	F-2.1.6.33
	State government
	M
	

	F-2.1.6.34
	Multi-county agencies
	M
	

	F-2.1.6.35
	Candidates for elected offices listed above
	M
	

	F-2.1.7
	The System shall display duplicate names upon registering new users
	M
	

	F-2.1.8
	The System shall allow Filing Officer to choose from a list of same name filers or create a new record.
	M
	

	F-2.1.9
	The System shall allow Filing Officer the option to notify FPPC if duplicate name cannot be resolved.
	M
	

	F-2.1.10
	The System shall upon verification, merge multiple accounts in the case of different accounts for the same filer
	M
	

	F-2.2
	FILING OFFICER AND FILER TRACKING/MANAGEMENT
	
	

	F-2.2.1
	The System shall assign tasks to the Filing Official which will include but not limited to:
	M
	

	F-2.2.1.1
	Filing Official will validate filers within their organization
	M
	

	F-2.2.2
	The System shall track Filing Officers and filers by the following:
	M
	

	F-2.2.2.1
	Organization name
	M
	

	F-2.2.2.2
	State government
	M
	

	F-2.2.2.3
	County government
	M
	

	F-2.2.2.4
	City government
	M
	

	F-2.2.2.5
	Multi-County Agencies
	M
	

	F-2.2.2.6
	Courts
	M
	

	F-2.2.2.7
	Legislative Staffers
	M
	

	F-2.2.3
	Late Filer Reporting
	
	

	F-2.2.3.1
	The System, by filer, shall track the number of late submittal notices sent to a filer
	M
	

	F-2.2.3.2
	The System shall track the number of violations based on  the number of late submittals
	M
	

	F-2.2.4
	Non-Filer Reporting
	
	

	F-2.2.4.1
	The System shall track non-filers by the following categories including but not limited to:
	M
	

	F-2.2.4.1.1
	Organization name
	M
	

	F-2.2.4.1.2
	State government
	M
	

	F-2.2.4.1.3
	County government
	M
	

	F-2.2.4.1.4
	City government
	M
	

	F-2.2.4.1.5
	Multi-County Agencies
	M
	

	F-2.2.4.1.6
	Over all non-filers
	M
	

	F-2.2.4.1.7
	Courts
	M
	

	F-2.2.3.1.8
	Legislative Staffers
	M
	

	F-3
	COMPLIANCE MANAGEMENT
	
	

	F-3.1
	Pre-Filing Notification
	
	

	F-3.1.1
	The system shall notify filers at  90, 60, and 30 days prior to the deadline for filing an annual statement
	M
	

	F-3.2
	Late Filers
	
	

	F-3.2.1
	The System shall flag a filer as a late filer based on the following information:
	M
	

	F-3.2.1.1
	Candidates
	M
	

	F-3.2.2.
	The following filers who submit the Form 700 after April 1:
	M
	

	F-3.2.2.1
	County supervisors
	M
	

	F-3.2.2.2
	District attorneys
	M
	

	F-3.2.2.3
	County counsels
	M
	

	F-3.2.2.4
	County treasurers
	M
	

	F-3.2.2.5
	County chief administrative officers
	M
	

	F-3.2.2.6
	County planning commissioners
	M
	

	F-3.2.2.7
	Members of city councils
	M
	

	F-3.2.2.8
	Mayors
	M
	

	F-3.2.2.9
	City managers
	M
	

	F-3.2.2.10
	City attorneys
	M
	

	F-3.2.2.11
	City treasurers
	M
	

	F-3.2.2.12
	City chief administrative officers
	M
	

	F-3.2.2.13
	City planning commissioners
	M
	

	F-3.2.2.14
	State government
	M
	

	F-3.2.2.15
	Multi-county agencies
	M
	

	F-3.2.2.16
	Legislative Staffers
	M
	

	F-3.2.3
	The following filers who submit the Form 700 after March 1:
	M
	

	F-3.2.31
	Governor
	M
	

	F-3.2.32
	Lieutenant Governor
	M
	

	F-3.2.33
	Attorney General
	M
	

	F-3.2.34
	Insurance Commissioner
	M
	

	F-3.2.35
	Controller
	M
	

	F-3.2.36
	Secretary of State
	M
	

	F-3.2.37
	Treasurer
	M
	

	F-3.2.38
	Superintendent of Public Instruction
	M
	

	F-3.2.3.9
	Members of the Legislature
	M
	

	F-3.2.310
	Members of the State Board of Equalization
	M
	

	F-3.2.311
	Judges and commissioners of courts of the judicial branch of government
	M
	

	F-3.2.312
	Members of the Public Utilities Commission
	M
	

	F-3.2.313
	Members of the State Energy Resources Conservation and Development Commission
	M
	

	F-3.2.314
	Members of the Fair Political Practices Commission
	M
	

	F-3.2.315
	Members of the California Coastal Commission
	M
	

	F-3.2.316
	Members of the High-Speed Rail Authority
	M
	

	F-3.2.317
	Members elected to the Board of Administration of the Public Employees' Retirement System
	M
	

	F-3.2.318
	Members elected to the Board of Administration of the Teachers' Retirement Board
	M
	

	F-3.2.4
	The system will track how many days a filer is late
	M
	

	F-3.2.5
	The System shall flag  an Assuming Office filer as late if not filed within 10 days or 30 days of the respective due date depending on the filer
	M
	

	F-3.2.6
	The System shall allow the flag of a Leaving Office filer as late if not filed within 30 days of departure date
	M
	

	F-3.3
	Non-Filers
	
	

	F-3.3.1
	The System shall allow the flag of a filer as a non-filer based on the following information:
	M
	

	F-3.3.1.1
	Candidates
	M
	

	F-3.3.2
	The following filers who submit the Form 700 after April 1:
	M
	

	F-3.3.2.1
	County supervisors
	M
	

	F-3.3.2.2
	District attorneys
	M
	

	F-3.3.2.3
	County counsels
	M
	

	F-3.3.2.4
	County treasurers
	M
	

	F-3.3.2.5
	County chief administrative officers
	M
	

	F-3.3.2.6
	County planning commissioners
	M
	

	F-3.3.2.7
	Members of city councils
	M
	

	F-3.3.2.8
	Mayors
	M
	

	F-3.3.2.9
	City managers
	M
	

	F-3.3.2.10
	City attorneys
	M
	

	F-3.3.2.11
	City treasurers
	M
	

	F-3.3.2.12
	City chief administrative officers
	M
	

	F-3.3.2.13
	City planning commissioners
	M
	

	F-3.3.2.14
	State government
	M
	

	F-3.3.2.15
	Multi-county agencies
	M
	

	F-3.3.2.16
	Legislative Staffers
	
	

	F-3.3.2.3
	The following filers who submit the Form 700 after March 1:
	M
	

	F-3.3.2.3.1
	Governor
	M
	

	F-3.3.2.3.2
	Lieutenant Governor
	M
	

	F-3.3.2.3.3
	Attorney General
	M
	

	F-3.3.2.3.4
	Insurance Commissioner
	M
	

	F-3.3.2.3.5
	Controller
	M
	

	F-3.3.2.3.6
	Secretary of State
	M
	

	F-3.3.2.3.7
	Treasurer
	M
	

	F-3.3.2.3.8
	Superintendent of Public Instruction
	M
	

	F-3.3.2.3.9
	Members of the Legislature
	M
	

	F-3.3.2.3.10
	Members of the State Board of Equalization
	M
	

	F-3.3.2.3.11
	Judges and commissioners of courts of the judicial branch of government
	M
	

	F-3.3.2.3.12
	Members of the Public Utilities Commission
	M
	

	F-3.3.2.3.13
	Members of the State Energy Resources Conservation and Development Commission
	M
	

	F-3.3.2.3.14
	Members of the Fair Political Practices Commission
	M
	

	F-3.3.2.3.15
	Members of the California Coastal Commission
	M
	

	F-3.3.2.3.16
	Members of the High-Speed Rail Authority
	M
	

	F-3.3.2.3.17
	Members elected to the Board of Administration of the Public Employees' Retirement System
	M
	

	F-3.3.2.3.18
	Members elected to the Board of Administration of the Teachers' Retirement Board
	M
	

	F-3.3.3
	The system shall remove the non-filer flag once the Form 700 has been received
	M
	

	F-3.3.4
	The System shall allow the flag of a Assuming Office filer as Non-filer if not filed within 10 days or 30 days depending on the filer
	M
	

	F-3.3.5
	The System shall allow the flag of a Leaving Office filer as Non-filer if not filed within 30 days of departure date
	M
	

	F-3.3.6
	The System shall allow the selection of all Assuming Office Statements within a selectable date range to be reviewed for quality and possible referral for amendment
	M
	

	F-3.4
	REPORTS
	
	

	F-3.4.1
	The System shall allow creatation of monthly or adhoc reports based on user profile, organization, or organization type, including but not limited to:
	M
	

	F-3.4.1.1
	Late filers
	M
	

	F-3.4.1.2
	Non-Filers
	M
	

	F-3.4.2
	The System shall allow creatation of a list of State candidates who have submitted Form 700 to allow a cross compare of the Secretary of State's list of certified candidates
	M
	

	F-3.4.3
	The System shall allow the creatation of monthly or adhoc reports based on late filers who have not payed penalties
	M
	

	F-3.4.4
	The System shall allow the creation of monthly or adhoc reports based on late filers who have payed penalties
	M
	

	F-3.4.5
	The System shall allow the creation of Enforcement Referral Reports monthly/quarterly or adhoc based on filers who meet the following criteria:
	M
	

	F-3.4.5.1
	Gift referral
	M
	

	F-3.4.5.2
	Non-Filer referral
	M
	

	F-3.4.5.3
	Amendments
	M
	

	F-3.5
	Amendments
	
	

	F-3.5.1
	The System shall  allow the selection of a 20% sampling of filers to be reviewed for quality and possible referral for amendment
	M
	

	F-4
	DECISION SUPPORT SERVICES
	
	

	F-4.1
	MANAGEMENT REPORTING
	
	

	F-4.1.1
	The System shall  generate pre-defined and ad-hoc queries and reports
	M
	

	F-4.1.2
	The System shall produce standard outputs (e.g., reports, forms, letters, etc.) that can be easily selected from the SEFS menu by FPPC users
	M
	

	F-4.1.3
	The System shall filter reports based on key data fields contained in the output such as date, location, Participant type, Organizational name etc.
	M
	

	F-4.1.4
	The System shall display and report summary information including but not limited to:
	M
	

	F-4.1.4.1
	Late Filers
	M
	

	F-4.1.4.2
	Non-Filers
	M
	

	F-4.1.4.3
	Late Filers fees owed
	M
	

	F-4.1.4.4
	Late Filer fees paid
	M
	

	F-4.2
	DATA ANALYSIS
	
	

	F-4.2.1
	The System shall provide the ability to access a complete historical profile of Participants for at least seven years. 
	M
	

	F-4.2.2
	The System shall provide the ability to access a complete historical profile of constitutional officers indefinitely 
	
	

	F-4.2.3
	The System shall allow the general public to download FPPC specified raw data from the web for the purpose of analysis. 
	M
	

	F-4.2.4
	The System shall present the raw data in a common file format
	
	




	Requirement Number*
	Requirement
	RequirementCategory
	ResponseY/N

	T-1
	TECHNICAL REQUIREMENTS
	
	

	T-1.1
	GENERAL
	
	

	T-1.1.1
	The new system will be hosted by either the Department of Technology (OTech) CalCloud offering or a commercial cloud hosting service
	M
	

	T-1.1.2
	The vendor will be responsible for provisioning necessary tenant space within CalCloud or a commercial cloud hosting service to build all SEFS environments
	M
	

	T-1.1.3
	The vendor must document, keep current, and provide to FPPC staff upon request, the tenant environments that include environment inventories and corresponding logical diagrams of SEFS environments and application flow
	M
	

	T-1.1.4
	The vendor will adhere to the Department of Technology processes and training of CalCloud prior to provisioning resources if the CalCloud option is selected
	M
	

	T-1.1.5
	The vendor will be responsible for deploying a complete COTS solution including but not limited to the following components: application software and manual configuration processes
	M
	

	T-1.1.6
	The vendor will work with FPPC and Department of Technology staff to deploy the new business application
	M
	

	T-1.1.7
	The vendor will work with FPPC to develop training materials and provide technical knowledge transfer to FPPC technical staff
	M
	

	T-1.1.8
	The proposed SEFS solution shall be compatible and consistent with the standards and policies set forth by the California Department of Technology
	M
	

	T-1.1.9
	Required hardware for the solution will be physically housed at the Department of Technology data center if the CalCloud hosting is selected
	M
	

	T-1.1.10
	The solution presentation layer will be browser based
	M
	

	T-1.1.11
	The proposed SEFS solution may not impact the existing FPPC infrastructure
	M
	

	T-1.1.12
	The Department of Technology CalCloud or the commercial cloud hosting service will provide backup and operational recovery services 
	M
	

	T-1.1.13
	The system shall provide the capability to make submitted Form 700 files available on the Commission’s Internet Web site in an easily understood format that provides the greatest public access, and shall provide assistance to those seeking public access to the Form 700 information
	M
	

	T-1.2
	SYSTEM USABILITY
	
	

	T-1.2.1
	The system shall provide the capability for complete form information to be saved prior to submission
	M
	

	T-1.2.2
	The system shall provide an electronic confirmation to the filer that the statement of economic interest or amendment was received. The confirmation shall include the date and time that the statement of economic interests or amendment was received and the method by which the filer may view and print the data received.
	M
	

	T-1.2.3
	The system shall provide a user interface that is easy to learn, easy to use and minimizes user re-training
	M
	

	T-1.2.4
	The system shall provide the capability of a filer to print a paper copy retained by the filer that shows that the filer timely filed his or her statement of economic interests or amendment
	M
	

	T-1.3
	SYSTEM FLEXIBILITY
	
	

	T-1.3.1
	The system shall allow a filer to move between schedules including schedules that are flagged as incomplete 
	M
	

	T-1.3.2
	The system shall associate unique business rules with differing types of users
	M
	

	T-1.3.3
	The system shall allow edits and business rules which determine the acceptance/correctness of data
	M
	

	T-1.3.4
	The system shall maintain a dynamic definition of data elements over time such that changes to a data element (i.e. single data element converted into multiple data elements or vice versa) are linked and cross-referenced over time
	M
	

	T-1.3.5
	The system shall maintain the integrity of the data during and after implementation of changes
	M
	

	T-1.3.6
	The system shall be compliant with de facto open standards such as MAPI, SNMP, FTP, etc.
	M
	

	T-1.4
	SYSTEM ACCESSIBILITY
	
	

	T-1.4.1
	The system shall provide the public access 24x7x365 to SEIs required postings per regulations (currently restricted to approximately 6,000 elected officials).
	M
	

	T-1.4.2
	The system shall provide a portal that allows access to the SEFS data for the limited filer postings via the following:
	M
	

	T-1.4.2.1
	Search requests
	M
	

	T-1.4.2.2
	Reports
	M
	

	T-1.4.2.3
	Charts and graphs
	M
	

	T-1.4.3
	The system shall allow multi-user access to all modules/functions within the system
	M
	

	T-1.4.4
	The system shall  allow on-line access by any PC connected to the FPPC wide-area network
	M
	

	T-1.4.5
	The system shall allow on-line access by authorized program participants (e.g., Filing Officer, Filer, and FFPC administrative staff), 3rd party agencies (e.g., STO), and the general public
	M
	

	T-1.5
	SYSTEM SCALABILITY
	
	

	T-1.5.1
	The system shall support SEI submissions from the current set of 25,000 filers that are required to file directly with the FPPC but also allow the FPPC to assume responsibility for filings from other agencies
	M
	

	T-1.6
	SYSTEM PERFORMANCE
	
	

	T-1.6.1
	SEFS allows for maximum scalability and throttled availability
	M
	

	T-1.6.2
	The system must be scalable and have high availability permitting the application to be responsive and available for use as needed to meet the requirements of the program
	M
	

	T-1.6.3
	The COTS vendor in conjunction with FPPC will perform technical testing to confirm that the software performance meets the stated technical requirements
	M
	

	T-1.6.4
	The COTS vendor in conjunction with FPPC staff will execute performance Testing in parallel with System testing
	M
	

	T-1.7
	HELP FUNCTIONALITY
	
	

	T-1.7.1
	The system shall provide online, context sensitive help at the module, function/screen, and field level
	M
	

	T-1.7.2
	The system shall provide online help that displays data field definitions for all user entered data fields
	M
	

	T-1.7.3
	The system shall provide online user documentation that is indexed and searchable
	M
	

	T-1.7.4
	The system shall provide contextual help information when a User hovers over a field with the mouse
	M
	

	T-1.8
	Help Desk / System Support
	
	

	T-1.8.1
	The vendor shall provide second-level help desk support for technical issues and malfunctions with the system
	M
	

	T-1.9
	E-GOVERNMENT
	
	

	T-1.9.1
	Any public facing web pages of the system shall conform to the State of California E-Government "look and feel" portal standards.   Move to Bidder Library
	M
	

	T-1.9.2
	The system should adhere to the standards and recommendations of the State of California's E-Government Technology Architecture (EGTA)
	M
	

	T-1.9.3
	The vendor shall comply with the ETAs directive that all E-Government data communications must use IETF-compliant TCP/IP Directory Naming Standards (DNS) used to identify all publicly available resources and registered within either the “ca.gov” or “state.ca.us" domains
	M
	

	T-1.10
	Warranty
	
	

	T-1.10.1
	The vendor shall warranty the accepted product at the end of each phase for one year
	M
	

	T-2
	DATABASE MANAGEMENT
	
	

	T-2.1.1
	The system shall use an open relational database management system (RDBMS) to store all SEFS data
	M
	

	T-2.1.2
	The database system shall conform to ANSI standards
	M
	

	T-2.1.3
	The database system shall be supported by industry accepted fourth-generation programming languages and tools
	M
	

	T-2.1.4
	The database system shall provide Structured Query Language (SQL) capabilities for database queries
	M
	

	T-2.1.5
	The system shall allow the database information exchange using current commonly accepted industry formats (e.g. XML)
	M
	

	T-2.1.6
	The SEI application must maintain FPPC data for at least 7 years
	M
	

	T-2.1.7
	The system shall include utilities for database performance monitoring and optimization
	M
	

	T-2.1.8
	The system shall provide data import functionality to receive standard format data from external parties
	M
	

	T-2.1.9
	The system shall provide data export functionality that creates common export file format (e.g. comma delimited, tab delimited, space delimited, quotation delimited, etc.)
	M
	

	T-2.1.10
	The system shall provide the database backup and recovery tools required to support the SEFS database recovery plan and procedures
	M
	

	T-2.1.11
	The database system shall provide the following features:
	M
	

	T-2.1.11.1
	Simultaneous access to data by concurrent users
	M
	

	T-2.1.11.2
	Row-level locking
	M
	

	T-2.1.11.3
	Automatic query optimization
	M
	

	T-2.1.11.4
	Views
	M
	

	T-2.1.11.5
	Multi-processor query execution
	M
	

	T-2.1.12
	The system shall support a data dictionary that describes and maintains information on each data element including: data element name and type, description of the data element, and the format of each data element
	M
	

	T-2.1.13
	The system shall support database environments for application development, testing, training, and production
	M
	

	T-2.1.14
	The system shall utilize naming conventions and standards for data elements, entities and tables, programs, report names, etc.
	M
	

	T-2.1.15
	The system shall provide a search mechanism that could find a statement from prior last names (e.g. maiden name)
	M
	

	T-2.1.16
	The system shall provide FPPC Administrator the ability to configure an aging policy for records retention
	M
	

	T-2.1.17
	The system shall provide secure, encrypted storage of data
	M
	

	T-2.1.18
	The vendor shall provide a database entity relationship diagram and data dictionary of the system as delivered
	M
	

	T-2.1.19
	The database must identify a filer with certain data fields
	M
	

	T-2.1.20
	Each filer must be identified with an agency
	M
	

	T-2.1.21
	Each filer is identified through a structured table (e.g. class, agency, position)
	M
	

	T-2.1.22
	Each filer is identified with a single unique identification number
	M
	

	T-2.1.23
	Certain notifications are recorded in the filer history
	M
	

	T-2.1.24
	Fine information fields are recorded in the filer history
	M
	

	T-2.1.25
	Enforcement fields are recorded in the filer history
	M
	

	T-2.1.26
	Database is structured so that it distinguishes between filers that are currently filing SEIs and filers that no longer file Form 700s  
	M
	

	T-2.1.27
	Database is structured so that a filer can be associated with more than one agency (expanded statements)
	M
	

	T-2.1.28
	The database must be programmed with certain flags and business rules in accordance with Form 700 instructions and business rules to ensure compliance with statutory provisions related to the filing of a Form 700  
	M
	

	T-2.2
	DATABASE BACKUP AND RECOVERY STRATEGY
	
	

	T2.2.1
	The vendor must develop database backup and recovery strategies
	M
	

	T-3
	HARDWARE, SOFTWARE, AND NETWORK
	
	

	T-3.1
	GENERAL
	
	

	T-3.1.1
	The Bidder will work with the Department of Technology, OTech, or a commercial cloud hosting service to ensure all necessary hosting services are established for the configuration, test, and production environments
	M
	

	T-3.1.2
	The Bidder will provide their own equipment and software for the development environment
	M
	

	T-3.1.3
	The system shall operate on a platform which provides reliability, extensibility, and scalability
	M
	

	T-3.1.4
	The system shall maintain multiple operating environments for application development, testing, training, and production
	M
	

	T-3.1.5
	The system application shall be portable to alternative database platforms with minimal reprogramming and conversion.  For examples, database tables can export in formats that are compatible with other database management systems.  
	M
	

	T-3.1.6
	The programming language shall contain ANSI SQL which can run on multiple platforms.
	
	

	T-3.2
	FPPC USER WORKSTATION
	
	

	T-3.2.1
	The system shall execute FPPC user applications on an Intel-Dual Core based (or equivalent) workstation with a minimum of 4 GB of main memory and 250 GB of disk storage
	M
	

	T-3.2.2
	The system shall execute FFPC user applications on a Windows 7 Professional (or later) desktop environment
	M
	

	T-3.2.3
	The system shall support standard Windows 7 Professional (or later) print functions
	M
	

	T-3.2.4
	The system shall support Microsoft Internet Explorer, version 9.0 (or later), Chrome 20.0 (or later), or Firefox 9.0 (or later)
	M
	

	T-3.3
	EXTERNAL USER WORKSTATION
	
	

	T-3.3.1
	The system shall execute external user applications on a workstation with a minimum of 64 MB of main memory, running either Microsoft Internet Explorer 9.0 (or later), Chrome 20.0 (or later), or Firefox 9.0 (or later)
	M
	

	T-3.4
	SOFTWARE
	
	

	T-3.4.1
	The system shall provide capabilities to scan, store, print and view on-line documents related to the SEI program.
	M
	

	T-3.4.2
	The system client application (if utilized) shall not impact any existing standard package software on the target desktop environment
	M
	

	T-3.4.3
	The system shall allow the copy of data to external storage media (e.g. tape, CD-ROM, DVD, Blu Ray, USB)
	M
	

	T-3.4.4
	The system shall allow both on-line and bulk (batch-loaded) Filer data entry
	M
	

	T-3.4.6
	The system shall allow mass changes or deletes to be accomplished without record-by-record input
	M
	

	T-3.4.7
	The system shall include support software tools and utilities (e.g. compilers, text editors, library products, code generators, scripts) needed to perform configuration, installation, operation and management tasks
	M
	

	T-3.4.8
	The system shall provide system administration utilities and tools, including the functions listed below:
	M
	

	T-3.4.8.1
	Source code and version control
	M
	

	T-3.4.8.2
	Disk and tape management
	M
	

	T-3.4.8.3
	Storage archival and retrieval
	M
	

	T-3.4.8.4
	Sorting
	M
	

	T-3.4.8.5
	Job scheduling and execution 
	M
	

	T-3.4.8.6
	Performance monitoring 
	M
	

	T-3.4.8.7
	Debugging tools
	M
	

	T-3.4.8.8
	Transaction monitoring
	M
	

	T-3.4.8.9
	Resource utilization
	M
	

	T-3.4.8.10
	Programming tools
	M
	

	T-3.4.8.11
	Reporting tools
	M
	

	T-3.5
	NETWORK
	
	

	T-3.5.1
	The system shall operate within the existing California public switched telephone network (PSTN) carrier telecommunications network and local FPPC network environment
	M
	

	T-3.5.2
	The system shall use TCP/IP as the network protocol
	M
	

	T-3.5.3
	The system shall allow remote administration
	M
	

	T-4
	APPLICATION ARCHITECTURE
	
	

	T-4.1.1
	The system will be hosted at the Department of Technology data center, CalCloud, or a commercial cloud hosting service 
	M
	

	T-4.1.2
	SEFS will be a web-based application for users outside of FPPC
	M
	

	T-4.1.3
	The system shall contain the following functional decomposition of layers: user interface (presentation layer), business logic (application layer), and data (data layer) separated by firewalls
	M
	

	T-4.1.4
	The system shall provide a user interface tier that contains all the logic necessary to interact with the user 
	M
	

	T-4.1.5
	The system shall provide a business logic tier that contains the business rules and workflow necessary to implement the application
	M
	

	T-4.1.6
	The system shall provide a data access tier that encapsulates access to the SEFS database
	M
	

	T-4.1.7
	Web, Application and Database are required for the SEFS Production environment  .
	M
	

	T-4.1.8
	The system software shall include Web and Application software, Database software and  Operating System Software
	M
	

	T-4.1.9
	External users will access SEFS through a web browser 
	M
	

	T-4.1.10
	The vendor must coordinate with FPPC IT Support staff and the Department of Technology, OTech, or a commercial cloud hosting service on infrastructure support issues prior to implementation of any change to the Production environment
	M
	

	T-4.1.11
	The system must be scalable and flexible enough to accommodate future changes to regulations or changes to program objectives that may result in changes to the system and the data collected, analyzed, and reported. 
	M
	

	T-4.2
	APPLICATION ARCHITECTURE AND CUSTOMIZATION
	
	

	T-4.2.1
	The system shall be developed using a component based model
	M
	

	T-4.2.2
	The system shall separate business logic from the application and data
	M
	

	T-4.2.3
	The system shall support real-time online updates via direct user input
	M
	

	T-4.2.4
	The system shall accommodate background (batch) jobs concurrently with online updates
	M
	

	T-4.2.5
	The system shall provide graphical or web-based user interfaces for all system applications and modules used by FPPC staff
	M
	

	T-4.2.6
	The system shall allow for configuration and customization of field labels on forms and menus, so that they are consistent with FPPC terminology located in the Bidders Library
	M
	

	T-4.2.7
	The system shall provide a web-based user interface for all system applications and modules used by external users (e.g., program participants, other government agencies)
	M
	

	T-4.2.8
	The system shall provide a customized entry screen based on the security profile of each user
	M
	

	T-4.2.9
	The system shall perform both field and transaction level edit for errors and provide immediate user feedback, including error messages and possible corrective actions
	M
	

	T-4.2.10
	The system shall provide user authentication
	M
	

	T-4.2.11
	The system shall provide drop down lists (e.g. menus, lists of values) for appropriate fields
	M
	

	T-4.2.12
	The system shall use reusable software components for common functions such as sign-on, validations, retrievals, and updates, etc.
	M
	

	T-4.2.13
	The system shall be implemented using table driven logic, business rules, and user definable parameters to provide a flexible application to meet business process changes
	M
	

	T-4.2.14
	This database management component includes authentication, data retrieval and storage, and backups
	M
	

	T-4.3
	APPLICATION AND SYSTEM INTEGRATION
	
	

	T-4.3.1
	The system shall provide published Application Programming Interface (API) to allow co-existence in an environment that includes multiple applications, both off-the-shelf and custom
	M
	

	T-4.3.2
	The system shall provide interoperability with third-party applications, such as Exchange 2008, Crystal Reports, MS Office Suite 2010 (or later versions)
	M
	

	T-4.3.3
	Attachment of standard object types
	M
	

	T-4.3.4
	Cut and paste capability from data fields and screens to other applications
	M
	

	T-5
	SECURITY AND AUDIT
	
	

	T-5.1
	SECURITY
	
	

	T-5.1.1
	The system shall be implemented with an established security infrastructure (i.e., type and level of hardware, network, database, and software security) and tools for the protection of SEFS and FPPC programs and data from intentional unauthorized access attempts as well as security breaches due to accidental causes
	M
	

	T-5.1.2
	The system shall provide multiple levels of security to include database, network, and application
	M
	

	T-5.1.3
	The system must be consistent with SAM 5300, and Government Code Section 87500.2 - 87500.4
	M
	

	T-5.1.4
	Enforce SEFS data security at the application, system and network layer 
	M
	

	T-5.1.5
	Provide security safeguards that include firewalls, data encryption and secure authentication .
	M
	

	T-5.1.6
	Industry best practices will be put in place to ensure that the security and integrity of the data and information contained in each statement of economic interests are not jeopardized or compromised
	
	

	T-5.1.7
	Authenticate all internal and external users before granting access to SEFS application resources and functions  Access to the FPPC public internet website will not require authentication
	M
	

	T-5.1.8
	Encrypt all sensitive data and store in the SEFS system 
	M
	

	T-5.1.9
	Encrypt all passwords within the security system.
	M
	

	T-5.1.10
	Apply minimum length and complexity requirements for passwords prescribed by NIST 800-118. 
	M
	

	T-5.1.11
	Require users to change passwords after a specified period of time.  
	M
	

	T-5.1.12
	Unchanged passwords must expire if not changed within the specified period of time
	
	

	T-5.1.13
	Log unsuccessful attempts to log in to the application .
	M
	

	T-5.1.14
	Allow system administrator to set the maximum number of unsuccessful attempts  
	
	

	T-5.1.15
	Encrypt sensitive or classified data sent over the public internet and to external systems
	M
	

	T-5.1.16
	Encrypt stored sensitive, confidential, and personally identifiable information. 
	M
	

	T-5.1.17
	All encrypted data must also be encrypted on back-up media.
	
	

	T-5.1.18
	Log access to data and reports by internal users.
	M
	

	T-5.1.19
	Allow redaction of personal information.
	M
	

	T-5.1.20
	The system shall allow modification and correction of any information in the system based on security roles through vendor provided screens
	M
	

	T-5.2
	Authentication
	
	

	T-5.2.1
	The system shall conform to FPPC standard user configuration environment structures including user IDs, passwords, user names, and printer designation and assignments
	M
	

	T-5.2.2
	The system shall create and assign user IDs and passwords
	M
	

	T-5.2.3
	The system shall apply expiration dates for passwords
	M
	

	T-5.2.4
	The system shall notify users and require them to change passwords on a configurable frequency
	M
	

	T-5.2.5
	The system shall lock-out passwords after a configurable number of unsuccessful user sign-on attempts
	M
	

	T-5.2.6
	The system shall logout users when there has been no activity for a configurable period. 
	M
	

	T-5.2.7
	The automatic logout of users will not corrupt form content.
	
	

	T-5.2.8
	The system shall provide a single sign-on to enter all SEFS modules for which the user is allowed access
	M
	

	T-5.2.9
	The system shall provide summarized and detailed reports on user access, usage logs, etc.
	M
	

	T-5.2.10
	The solution shall allow access by filers and filing officers to be controlled through user authentication and authorization
	M
	

	T-5.2.11
	The SEFS application will require the establishment of authorized users through the creation of user identifications, passwords, and roles 
	M
	

	T-5.2.12
	The system shall provide Agency portals with selected user rights for Agency filing official
	M
	

	T-5.2.13
	The system shall determine access to SEFS if agency filing official has not added the individual to the database  
	M
	

	T-5.3
	Profiles
	
	

	T-5. 3.1
	The system shall allow FPPC Administrators to create and configure multiple levels of user access
	M
	

	T-5.3.2
	The Contractor shall develop and implement an application audit and security schema for all components of SEFS to grant users access to various application functions and data
	M
	

	T-5.3.3
	The system shall define organizational or functional security profiles for groups of SEFS users
	M
	

	T-5.3.4
	The system shall allow any appropriate function to be performed on any appropriate workstation, subject to roles-based access privileges of the logged on user 
	M
	

	T-5.3.5
	The system shall allow an individual to file one SEI for multiple agencies 
	M
	

	T-5.3.6
	The system shall provide Password management capabilities to ensure (1) Users periodically change their password, and (2) the passwords established by Users are complex (requiring a length of at least 8 characters, at least 1 capital letter, at least 1 number, and at least 1 special character from the set of !@#$%^& and *
	M
	

	T-5.3.7
	The system shall provide the capability for users to manage their access to the system
	M
	

	T-5.3.8
	The system shall provide the capability for FPPC personnel and agency personnel to approve system access
	M
	

	T-5.3.9
	The system shall restrict access to form and filer information
	M
	

	T-5.4
	Application
	
	

	T-5.4.1
	The system shall provide application level security at the menu, module, transaction, and field level
	M
	

	T-5.4.2
	The system shall provide database level security at the table, record, and field level
	M
	

	T-5.4.3
	The system shall encrypt application access passwords to prevent unauthorized logon to database
	M
	

	T-5.4.4
	The system shall automatically lock a record when it is being updated by a user so that another user is unable to perform a simultaneous update of that record
	M
	

	T-5.4.5
	The system shall utilize encryption methods necessary to ensure the secure electronic transfer of information
	M
	

	T-5.4.6
	Security testing will be performed by the SEFS project team in parallel with the Functional System testing and User Acceptance Testing.
	M
	

	T-5. 5
	System
	
	

	T-5.5.1
	The system and network security will be consistent with the security requirements and policies designated by the Department of Technology. 
	M
	

	T-5.6
	AUDIT
	
	

	T-5.6.1
	The system shall generate an audit record for all records and transactions, including:
	M
	

	T-5.6.1.1
	User ID
	M
	

	T-5.6.1.2
	Update date/timestamp
	M
	

	T-5.6.1.3
	Old field value/New field value
	M
	

	T-5.6.2
	The system shall allow alteration or deletion of audit records t as part of a system administration archival process only
	M
	

	T-5.6.3
	The system shall provide audit-tracking reports for user access, usage logs, and key SEFS data structures
	M
	

	T-5.6.4
	The system shall provide audit setup capabilities for the system administrator
	M
	

	T-5.6.5
	The system shall provide allow the archive and restore of audit logs
	M
	

	T-5.6.6
	Administrators shall not be authorized to edit audit logs
	
	

	T-6
	DATA CONVERSION AND INTERFACE
	
	

	T-6.1
	DATA CONVERSION
	
	

	T-6.1.1
	The Contractor shall provide all services needed to transform, standardize, migrate and load existing electronic operational data in order to establish an initial database suitable for live SEFS operations
	M
	

	T-6.1.2
	The Contractor shall provide a mechanism for FPPC representatives to review and accept converted data before production deployment of new functionality
	M
	

	T-6.1.3
	Data will be converted. Name and address information consisting of approximately 20 fields per person shall be converted from the current SQL Server database for approximately 20,000 filers and 1,100 filing officials
	M
	

	T-6.1.4
	The current SQL Server database will be archived for future retrieval, if necessary 
	M
	

	T-6.1.5
	The vendor must develop data conversion testing strategies
	M
	

	T-6.1.6
	The vendor must perform data conversion
	M
	

	T-6.1.7
	The vendor will Work with FPPC technical staff to complete the data conversion
	M
	

	T-6.1.8
	The system shall migrate data from the existing database systems
	M
	

	T-6.1.9
	The system shall separate archived filer and form information from current filer and form information
	M
	

	T-6.2
	DATA INTERFACE AND EXPORT
	
	

	T-6.2.2
	The system shall accept electronic filings from other systems
	M
	

	T-6.2.3
	The system shall receive electronically filed reports
	M
	

	T-6.2.4
	The system shall allow export of data to external stakeholders (e.g., STO) in electronic format based on multi-level user-defined export criteria and use currently commonly accepted industry formats (e.g. CSV, XML)  
	M
	




[bookmark: _Toc395458848][bookmark: _Toc438209367] DELIVERABLES TABLE
Please refer to Appendix A – Statement of Work Section 7, Deliverables and Work Products Listing
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The Bidders’ Library is accessible using the following URL:
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[bookmark: _Toc438209370]APPENDIX A - Statement of Work (SOW)
1.0. [bookmark: _Toc388984823][bookmark: _Toc379883554][bookmark: _Toc410629605][bookmark: _Toc410826836][bookmark: _Toc438209371]STATEMENT OF WORK
1.1. [bookmark: _Toc410826837][bookmark: _Toc388984824][bookmark: _Toc379883555][bookmark: _Toc410629606][bookmark: _Toc438209372]General
The Contractor agrees to develop, install, configure, and deploy a comprehensive technology solution for the FPPC’s complex Form 700 submittal process.  

The Contractor will define the detailed structure of the actual solution, and will be responsible for the overall integration of the proposed processes and technologies. 

The FPPC staff will work closely with the Contractor to provide knowledge of the existing business processes and the business environment in which the system will be used.  This will help ensure that the Contractor has a thorough understanding of the FPPC needs and requirements, and can provide a solution that will address the FPPC’s business needs, including but not limited to, those described in this IFB, in the most effective and efficient manner. 

This Agreement will include the purchase of all software, and licensing, as well as the necessary Contractor resources to develop and implement the solution.  The hosting environment will be provided by either the Department of Technology (OTech) CalCloud environment or a commercial cloud hosting service.

· [bookmark: _GoBack]Consistent with the California State Administrative Manual (SAM) 4983 and 4983.1, the SEFS solution shall utilize a cloud service model, i.e., Cloud Software as a Service (SaaS), Cloud Platform as a Service (PaaS), or Cloud Infrastructure as a Service (IaaS).  The Contractor shall provide two (2) priced options for cloud hosting of the proposed solution.  Option one (1) will be priced utilizing the Department of Technology’s CalCloud hosting services.  Option two (2) will be priced utilizing commercial based cloud hosting services.  The Contractor shall propose “like-for-like” cloud hosting services for the two options which, will include, purchase, install, configure, test, implement, support and maintain the hardware and software for the proposed environments.  System security shall meet or exceed the minimum standards set by the Department of Technology for cloud hosting services.
1.2. [bookmark: _Toc379883556][bookmark: _Toc388984825][bookmark: _Toc410629607][bookmark: _Toc410826838][bookmark: _Toc438209373][bookmark: _Toc370967690][bookmark: _Toc360890568]Service Level Agreement Definitions and Acronyms
Service Level Agreement Definitions and Acronyms found in Appendix 1 will be used for this IFB and the resulting Agreement.
1.3. [bookmark: _Toc438209374]Term of Contract
Once executed, this Agreement shall remain effective for three (3) years from the contract approval date.  The State may, at its sole discretion, authorize a maximum of four (4), one (1) year options to extend.  The State may exercise these options in increments of one (1), two (2) or three (3) years.  The State expects Final System Acceptance to occur in the first year of the contract followed by a one (1) year Warranty Period and then ongoing operations, maintenance, support, and upgrades through the remaining term of the Agreement.  No delivery of software, equipment or work shall be performed until the Agreement has been fully approved and executed.  In addition, during the term of the contract, any delivery or performance of service commenced prior to the Contractor obtaining all required written approvals shall be considered voluntary on the part of the Contractor.
1.4. [bookmark: _Toc388984827][bookmark: _Toc379883558][bookmark: _Toc410629609][bookmark: _Toc410826840][bookmark: _Toc438209375]Contract Contacts
All inquiries during the term of this Agreement will be directed to the project representatives listed below:[footnoteRef:1] [1:  Section 8.4, Contract Contacts,  shall be completed by the State upon Contract Award] 

	State Agency: 
Fair Political Practices Commission
	Contractor: 

	Section/Unit: Administration
	Section/Unit:

	Project Manager: Jody Pontarolo
	Project Manager:  

	Address: 
428 J Street, Suite 620
Sacramento, CA 95814
	Address:


	Business Phone:
916-323-6935
	Business Phone:

	Email Address:
jody.pontarolo@fppc.ca.gov
	Email Address: 


	

	Fax: 


1.5. [bookmark: _Toc388984829][bookmark: _Toc379883560][bookmark: _Toc410629610][bookmark: _Toc410826841][bookmark: _Toc438209376]Description of Work
The Contractor agrees to develop and implement the Statement of Economic Interest Enhanced Filing System (SEFS) that will be called SEFS (also referred to as the System).  The Contractor shall also provide one (1) year of warranty services and up to four (4) years operations and maintenance services to the FPPC.  Towards this goal, the Contractor must provide: 
0. [bookmark: _Toc256115135][bookmark: _Toc256104893]Operations and maintenance on the System after a warranty period is completed.
0. [bookmark: _Toc256115136][bookmark: _Toc256104894]Training materials and training to:
0. End Users on how to use the System.
0. Operations and maintenance procedures that have been tested, validated, and agreed upon by both the State and Contractor prior to the Agreements expiration. 
0. [bookmark: _Toc256115137][bookmark: _Toc256104895]Customer support services and a formal Help Desk.
0. To-Be business processes and the accompanying Business Process Reengineering efforts, including organizational change management, necessary to implement the System.
The Contractor will be responsible for data conversion and will assist the State in analyzing legacy systems for data conversion efforts prior to extracting, transforming and loading legacy data into the System.
1.6. [bookmark: _Toc360890572][bookmark: _Toc388984830][bookmark: _Toc379883561][bookmark: _Toc370967693][bookmark: _Toc410629611][bookmark: _Toc410826842][bookmark: _Toc438209377]Location and Availability
The State expects appropriate Contractor staff to be available as required by the activities and phases of the project.  Further, the Contractor Key Staff must work exclusively towards the development of this project during certain periods of the project.  During these periods, Contractor Key Staff shall be available five (5) days a week (Monday through Friday), during normal business hours of 8:00 AM through 5:00 PM, excluding State holidays. Contractor Staff may be required to be onsite as appropriate to perform their role on the project.
Work required to successfully provide the services outlined in this Agreement outside of normal business hours shall be approved in advance by the State.  For project related activities required under this contract not occurring at the FPPC, the Contractor must conduct project related activities in the Contiguous United States.  No tasks shall be performed offshore. The following are the sites associated with this contract: 
	Fair Political Practices Commission Sacramento location:
428 J Street, Suite 620
Sacramento, CA 95814
	OTech location:
Department of Technology
Data Center Services
3101 Gold Camp Drive
Rancho Cordova, CA 95670


Remote access can be made available for accessing and managing servers housed at OTech, if necessary.  All staff accessing the data center remotely must be approved by the State and must adhere to all security requirements established in the Statewide Information Management Manual SIMM 66A (Telework and Remote Access Security Standard).  The text for SIMM 66A can be found at the following link: 
http://www.cio.ca.gov/Government/IT_Policy/pdf/SIMM_66A.pdf
1.7. [bookmark: _Toc388984831][bookmark: _Toc379883562][bookmark: _Toc410629612][bookmark: _Toc410826843][bookmark: _Toc438209378]Contract Type
Unless otherwise specified, this SOW shall define and authorize work on a fixed price basis.  The Contractor shall provide all Services, Deliverables and Work Products set forth herein.
1.8. [bookmark: _Toc388984832][bookmark: _Toc379883563][bookmark: _Toc370967697][bookmark: _Toc410629613][bookmark: _Toc410826844][bookmark: _Toc438209379][bookmark: _Toc370967691][bookmark: _Toc360890569]Amendment
Any contract executed as a result of this IFB, may be amended, consistent with the terms and conditions of the original solicitation and by mutual consent of both parties, subject to approval by Department of Technology under Public Contract Code 12100.
2. [bookmark: _Toc364332424][bookmark: _Toc365293136][bookmark: _Toc365293409][bookmark: _Toc365528106][bookmark: _Toc365528387][bookmark: _Toc365528666][bookmark: _Toc365542283][bookmark: _Toc365542731][bookmark: _Toc365543507][bookmark: _Toc365543955][bookmark: _Toc365550838][bookmark: _Toc365635135][bookmark: _Toc365635597][bookmark: _Toc364332428][bookmark: _Toc365293141][bookmark: _Toc365293414][bookmark: _Toc365528111][bookmark: _Toc365528392][bookmark: _Toc365528671][bookmark: _Toc365542288][bookmark: _Toc365542736][bookmark: _Toc365543512][bookmark: _Toc365543960][bookmark: _Toc365550843][bookmark: _Toc365635140][bookmark: _Toc365635602][bookmark: _Toc364332429][bookmark: _Toc365293142][bookmark: _Toc365293415][bookmark: _Toc365528112][bookmark: _Toc365528393][bookmark: _Toc365528672][bookmark: _Toc365542289][bookmark: _Toc365542737][bookmark: _Toc365543513][bookmark: _Toc365543961][bookmark: _Toc365550844][bookmark: _Toc365635141][bookmark: _Toc365635603][bookmark: _Toc366764524][bookmark: _Toc367690975][bookmark: _Toc367691421][bookmark: _Toc367691855][bookmark: _Toc367692132][bookmark: _Toc367692409][bookmark: _Toc367699040][bookmark: _Toc367699300][bookmark: _Toc367699956][bookmark: _Toc367700211][bookmark: _Toc367700465][bookmark: _Toc367700719][bookmark: _Toc367701227][bookmark: _Toc367785901][bookmark: _Toc379883576][bookmark: _Toc388984834][bookmark: _Toc410629614][bookmark: _Toc410826845][bookmark: _Toc438209380]CONTRACTOR AND STATE RESPONSIBILITIES
The following section provides an overview of the State’s expectations regarding certain SEFS Project roles and responsibilities.  This section does not detail all roles and responsibilities of the Contractor required by this Agreement. 
	
	Administrative

	A-1
	General State Responsibilities
· The State shall provide the Contractor access to the work site during normal business hours, with a provision for increased access during critical project periods, as defined by the State.  Normal business hours are Monday through Friday, between 8:00 a.m. and 5:00 p.m. Pacific Time, excluding State holidays. 
· The State shall provide building access, which may include issuance of a building access keycard.
· The State shall provide access to the California Department of Technology – Office of Technology Services (OTech) facilities in accordance with the OTech policies and access standards (see Bidders’ Library) 
· The State shall provide office space for up to five (5) Contractor Staff at a State facility, including computers and phones (standard State configurations) for all staff.  Increases to this number must be approved via the Change Control Process.
· The Contractor staff will not be allowed to connect personal devices or computers to the FPPC network.
· The State shall provide appropriate space to conduct project meetings and sessions.
· The State shall provide access to business and technical documents, as deemed necessary by the State, for the Contractor to complete the Deliverables/tasks.
· The State shall make available subject matter experts knowledgeable in State processes and functions as necessary to enable the Contractor to perform its contractual obligations.
· The State shall designate an FPPC Executive, hereafter referred to as Project Sponsor. 
· The State shall designate a Project Manager to oversee and manage activities associated with this Agreement.


	A-2
	General Contractor Responsibilities
· The Contractor shall assign sufficient staff designated to the following three (3) key roles to the project.  These will include a Project Manager, a Technical Lead and a Business Lead.  
· The Contractor’s Project Manager shall oversee the management and fulfillment of the Contract to assure the successful and timely completion of all Contract tasks, Milestones and Deliverables. 
· The Contractor shall coordinate with the State for the number and timing of Contractor staff required to have access to the OTech.
· The Contractor shall adhere to the State policies including policies on identification badges/keycards and requirements for cardholders. 
· The Contractor shall return all badges and keycards upon completion of the Contract.  The Contractor will be responsible for all costs incurred to repair or replace badges/keycards.
· The Services provided under this Contract shall be performed by the Contractor in a manner that minimizes disruption to the operational needs of the State.
· The Contractor’s employees (or subcontractors) shall participate in emergency disaster exercises.
· The Contractor’s employees shall agree and adhere to the State information technology security policies, standards, and guidelines.
· If the Contractor becomes aware of any problem associated with the SEFS Software or any portion thereof through its own research, or through reports of such problems by the Contractor’s customers other than the State, which the Contractor reasonably believes may impact the performance of the SEFS Software or any portion thereof, or lead to a defect or malfunction, then the Contractor shall promptly notify the State of such problem and work with the State to avoid a defect or malfunction caused by such problem.
The Contractor is responsible for all project Deliverables, Work Products and Services, with FPPC resources providing subject matter expertise or other support, in accordance with this Section.  The State Project Manager will work with the Contractor to plan for and integrate State and Contractor resources and activities into the State’s master project schedule, as appropriate.
While subject matter experts will be assigned to the SEFS Project on an as needed basis, the impacted program’s business is cyclical in nature, with two periods of peak workload each year.  The peak period generally begins in mid-March and lasts through the end of June.  During this peak period, availability of subject matter experts may be affected.




	
	Project Management

	P-1
	Project Administration
The Contractor shall collaborate with the State to create and maintain project plans and processes to facilitate the success of the project.  The Contractor shall draft the project plans required by this IFB to be consistent with State-level project management policy and industry standards such as the Project Management Institute’s Project Management Body of Knowledge.  The Contractor will collaborate with the State to integrate the Contractor’s plans into the State’s plans, as appropriate. 
 
The State and the Contractor will attend regular meetings to discuss project plans and activities and resolve open items.
The State and the Contractor shall adhere to project procedures contained in all approved project management plans. 

	P-2
	Physical and Information Security 
The Contractor shall comply with the State’s physical and information security standards, as found in the Bidders’ Library, related to confidentiality, integrity and availability of State information assets.

	P-3
	Governance
The State will provide a governance structure for the SEFS Project.  The State shall provide overall management of all governance groups and serve as the primary contact for each.
The Contractor shall provide project updates, overviews, status reports and present other information to these groups as needed.

	P-4
	Status Meetings & Reporting
The State and the Contractor shall attend and participate in weekly project status meetings. Offsite Contractor staff shall be available to participate in these meetings as required.
The Contractor shall create weekly status reports, dashboards, overviews, and presentations for project leadership.
The State shall review the Contractor’s weekly project status reports, dashboards, overviews, and presentations for project leadership.

	P-5
	Deliverable Management
The Contractor shall adhere to the Deliverable and Work Products management process, as defined by the State, for coordinating the review and approval of Contractor Deliverables and Work Products, e.g., submission procedures, packaging and delivery, timelines, etc.  See Section 6 Deliverables, Work Products, and Services and Section 7 Deliverables and Work Products Listing.

	P-7
	Project Tools
The Contractor shall provide a Requirements Management tool, and any infrastructure and training required for such tools.  The Contractor shall provide access to this tool to Project staff including purchase of any required licenses.  State staff requiring access includes project staff, and oversight staff.  The number of licenses will not exceed 5 for the product and will be agreed upon between the Contractor and the State.  

	P-8
	Requirements Management
The Contractor shall ensure and document requirements traceability throughout the development lifecycle.  The Contractor shall document and provide traceability from each requirement forward into the system that implements the requirement, the code that implements the requirement and the tests that validate the requirement and consistent with the SEFS Requirements Management Plan.  The objective is to ensure that each requirement is thoroughly tested and implemented in the final product.  FPPC will validate the Requirements Traceability Matrix and the Contractor and FPPC will discuss and agree on remediation of any partially met or not met requirement.
The Contractor shall develop and maintain a requirements traceability matrix throughout the Contract period. 

	P-9
	Harmony Clause and Labor Agreements
The Contractor shall professionally and collaboratively work with State staff and any Contractor selected by the State who is performing a support role in the System implementation effort.
Consistent with the applicable collective bargaining agreement, the Contractor shall attempt to resolve any dispute it may have with labor organizations so that any dispute will not adversely affect the Contractor’s performance of this Agreement.  Further, the Contractor shall employ personnel who can work in harmony with State employees.






	
	Functional

	F-1
	Configuration of Software
The Contractor shall configure the System, if needed, to meet the Project scope and requirements. 
The Contractor shall validate requirements with the State to ensure a common understanding of the requirements prior to system development and implementation.

	F-2
	System Form and Report Development
The State shall participate in requirements and development sessions, led by onsite Contractor staff, for development of System forms/reports.
The Contractor will document all System forms/reports requirements sessions and develop a requirements document.
All System forms/reports and form/report delivery methods developed by the Contractor shall be subject to the State’s review and acceptance.
The Contractor shall develop and test System forms/reports. 
The Contractor shall propose the most appropriate delivery method (electronic, paper, email, etc.) for System forms/reports that will facilitate business processes and needs.

	F-3
	Software Customization
The State and Contractor shall work collaboratively to plan and implement software customizations.
Prior to the design and development of any proposed software customization: 1) the Contractor shall provide the rationale for the software customization(s) to the State; and 2) the Contractor and State will discuss the customization(s) to identify the impact on downstream costs.  The State reserves the right to reject customizations where there are reasonable work arounds, business process reengineering or other method to avoid the customization.
The Contractor shall ensure all software customizations are certified by the software vendor (including Third Party products.)  The Contractor shall ensure all software customizations of the Contractor’s software product incorporated into the software baseline to be compatible with future system upgrades.
The Contractor shall develop, test and implement approved customizations.
The Contractor shall use versioning control for all software customizations.



	
	Technical

	T-1
	Operational Recovery 
The Contractor shall develop, configure and test the operational (business and technology) processes and procedures necessary to resume operations after an event that requires operational recovery (e.g. hardware failure, etc.) 
The State shall assist in the development of the Operational Recovery, procedures and related testing. 
The Deliverables associated with Operational Recoveryprocedures and related testing shall be subject to the State’s acceptance. 

	T-2
	Disaster Recovery 
The Contractor shall develop and deliver the SEFS Disaster Recovery Plan per the Disaster Recovery Plan Deliverable specified in D: 11-3 Disaster Recovery Plan.
The Contractor shall be responsible for the planning, development, testing, and implementation of the System disaster recovery, according to the Disaster Recovery Plan. 
The Contractor shall provide for disaster recovery services including hardware, software, maintenance and support.
The Contractor shall successfully complete a disaster recovery test prior to the Final System Acceptance.
The Contractor shall lead disaster recovery tests annually to demonstrate the viability of the Disaster Recovery Plan and successful restoration of the System.

	T-3
	Data Conversion Strategy & Cleansing
The State is responsible for data cleansing and shall make reasonable efforts to cleanse the impacted legacy system data in preparation for data conversion.
The Contractor shall collaborate with the State to define a strategy for moving legacy data into the System that includes mapping legacy data elements to System data elements, running reports to identify missing data in legacy systems, resolve errors/issues, and document resolution before moving to the new System.
The Contractor shall create a staging area for legacy system data that includes a tool to facilitate the translation of legacy data to the System.
The Contractor shall export legacy system data to a mutually agreed upon staging area provided by the Contractor. 
The Contractor shall extract from the staging area, transform, and load legacy data into the System. 
The Contractor shall validate legacy data that has been loaded into the System.
The Contractor shall rectify any data which fails edit checks or will otherwise not load.
The Contractor shall provide to the State the ability to audit conversion results at any level the State deems necessary.
The Contractor shall provide and execute a data conversion strategy as part of planning and implementation that identifies required data that is not available in the legacy systems and activities necessary to acquire the additional data.
The Contractor shall provide methods to reconcile converted data and differentiate between converted data versus new system data.
The State shall participate in validating converted data in accordance with agreed upon plans and procedures.


	T-4
	Hosting 
SEFS shall be a cloud solution.  The Contractor shall provide two (2) priced options for cloud hosting of the proposed solution.  Option one (1) will be priced utilizing the Department of Technology’s CalCloud hosting services.  Option two (2) will be priced utilizing commercial based cloud hosting services.  The Contractor shall propose “like-for-like” cloud hosting services for the two options which, will include, purchase, install, configure, test, implement, support and maintain the hardware and software for the proposed environments.  System security shall meet or exceed the minimum standards set by the Department of Technology for cloud hosting services.  The System’s production environment(s) shall be logically and physically separate from all other environments.  If required services are not available through the Department of Technology, the issue shall be noted in the bid. 


	T-5
	Interfaces & Integration with External Systems
The Contractor shall ensure the system has the ability for future phases to interface with other State, City and/or local government jurisdictions to consume Form 700 data.

	T-6
	Security Management
The State guidelines and standards on security management and information on existing security systems and capabilities can be found in the Bidders’ Library. 
The Contractor shall provide a comprehensive security strategy and solution in accordance with State data security guidelines and standards.
The State shall assist the Contractor with developing security profiles.
The Contractor shall develop and maintain all security profiles until such time that responsibility is transferred to the State, if applicable. 

	T-7
	System Performance and Testing Tools 
The Contractor shall provide a System that performs in accordance with applicable performance standards found in the Service Level Agreement in, Appendix 2 and 3.
The Contractor shall demonstrate that the System can meet the system performance acceptance criteria per Section 7 Deliverables and Work Products, D:12-2 Final System Acceptance Criteria and Plan.
The Contractor shall configure performance testing tools. 
The Contractor will identify processes and tools necessary to perform system performance testing in Section 7 Deliverables and Work Products, D:7-1 Master Test Plan.
The Contractor shall notify the State at least three (3) weeks in advance of conducting Performance or Stress Testing.
The Contractor shall provide relevant expertise for using the performance monitoring and testing tools identified and integrating these tools as needed with the System. 
The Contractor shall propose the architecture and lead the development and integration of performance monitoring, testing and support including tools, processes and documentation (e.g. planning End User access, required data, and supporting training materials or project documents).
The Contractor shall develop strategies and procedures to track and monitor system resources and usage (i.e., balanced, over used, etc.)

	T-8
	System Readiness for Transition to the State
The Contractor shall provide minimum requirements for technical and environment readiness, including documentation, hardware, software, and infrastructure. 
The Contractor shall provide a schedule and strategy for monitoring and reporting technical and environment readiness.
Prior to the State’s acceptance of the System, the contractor shall perform a Functional Configuration Audit (FCA) to confirm that all functionality specified in the system requirements baseline has been implemented and tested successfully during User Acceptance Testing.  Any discrepancies shall be documented and remediated by the Contractor. 
The State shall validate the results and scope of the FCA to confirm the audit’s accuracy and completeness.
Prior to the State’s acceptance of the System, the contractor shall perform a Physical Configuration Audit (PCA) to confirm that all technical documentation supporting the development, implementation, test, and deployment of the system reflects the as-built configuration.  Any discrepancies shall be documented and remediated by the Contractor.
The PCA shall not be started unless the State’s validation of the FCA has already been completed.
The State shall validate the results and scope of the PCA to confirm the audit’s accuracy and completeness.

	T-9
	Help Desk 
The Contractor shall provide all Help Desk activities, including equivalent resources, until Help Desk tiers 1 and 2 are transitioned to the State.  A three-tiered system will be in place through the end of Maintenance Services: 1) first tier – FPPC Super Users, 2) second tier – FPPC Technical Help Desk staff, and 3) third tier - Contractor Help Desk staff.  The third tier Contractor service desk staff member must be available at all times that the Help Desk is operational including the Operations and Maintenance period.  Any deviation from this must be pre-approved by the State.   
The Contractor shall be responsible for the design, development, testing, implementation, and operation of all hardware, software, and environments to support Help Desk activities.
The State and Contractor shall mutually agree upon the timeframe for transitioning the Help Desk Tier 1 and 2 activities to the State during the Contract period. 
The Contractor shall provide Help Desk services in accordance with Appendix 2 and 3, Service Level Agreement.
The Contractor shall perform Help Desk activities to log, record, track, and search Help Desk requests, related to or caused by the System, through initiation, response, escalation, resolution, and closure.  The Contractor shall provide report on service request volumes, categories, metrics, and trends.
The Contractor shall create, maintain, and provide comprehensive Help Desk procedures, quick guides and services including processes to publish, record, track and search Help Desk requests through initiation, response, escalation, resolution, and closure.
The Contractor shall report and track incident and service requests via the web to the State.
The Contractor shall collaborate with the State to develop and implement the scope of activities for Help Desk services. 

	T-10
	Purchase of Software 
The Contractor shall perform all Services necessary to configure and implement upgrades of COTS Software as requested and approved by the State.
For a State or vendor Hosted solution, the Contractor shall obtain approval from the State prior to purchase of software.  As authorized by the State and pursuant to the Project Schedule, the Contractor shall purchase proposed software, and tools necessary to configure, implement, document, and operate the System.  The Contractor shall transfer to the State licenses or title, as applicable, to licensed software, Contractor technology, tools and equipment unless otherwise agreed to by both the State and the Contractor.

	T-11
	Service Level Agreement (SLA)
The State has developed two (2) SLA’s which can be found in Appendix 2 and 3.  SLA Appendix 2 is for the purpose if the cloud based solution is hosted at the Department of Technology (CalCloud).  SLA Appendix 3 is for the purpose if the cloud based solution is hosted with a commercial cloud hosting service.  These SLA’s define specific service level objectives (SLOs).
The Contractor shall monitor and report on all SLOs as defined in the SLA.
The Contractor’s SLO monitoring and compliance documentation shall be available to the State for review, upon the State’s request. 
The Contractor shall resolve deviations from agreed to SLOs as specified in the SLA.






	
	Implementation

	I-1
	Implementation Strategy
The Contractor shall plan, coordinate, and perform System implementation.  Activities must include development of a detailed implementation strategy and timing of all cutover tasks required for the successful implementation of the System.
The Contractor shall be responsible for the operations of the Contractor-provided hardware and software throughout the Contract period. 
The Contractor shall collaborate with the State to coordinate implementation activities. 
The Contractor shall propose recovery strategies and mechanisms that will minimize impacts to the System implementation when changes to the schedule or activities are required. Changes will be implemented in accordance with approved change control procedures.
The Contractor shall be responsible for implementing contingency procedures and processes to roll back the System to the last known operational state, if necessary.

	I-2
	Knowledge Transfer 
The State and Contractor shall work collaboratively to identify knowledge areas, roles requiring knowledge transfer and dates for completion of individual types of knowledge transfer activities.
The Contractor shall develop and deliver a Knowledge Transfer Management and Training Plan for all specific roles and knowledge areas identified. 
The State shall complete self-evaluations for competencies and collaborate with the Contractor to adjust the Knowledge Transfer Management and Training Plan.  The Contractor shall make adjustments to the plans, as necessary, based on the results.  
The Contractor shall provide tools to assess the degree to which knowledge transfer has occurred in order to gauge the progress toward SEFS’s self-sufficiency as it relates to managing and maintaining the System.
The Contractor shall integrate and embed State staff into all agreed upon processes and activities and allow them to work alongside Contractor staff to promote early knowledge transfer and development of State staff competencies that are needed to operate the System.

	I-3
	Testing & Test Plans
General Testing
The Contractor shall perform testing pursuant to the approved Master Test Plan.  The Contractor shall develop and document the testing strategy, tools, processes, and detailed plans to test the System including all customizations, modifications, enhancements and configurations.
At a minimum, Contractor testing shall include: 
· Unit 
· System
· Integration 
· Functional
· Interface
· Stress/Load
· System Performance 
· Regression
· Security 
· Data Conversion
The Contractor shall develop and provide test plans, test scripts, test scenarios, test variants, test cases, expected test results, and actual test results.  Testing shall include reports, interfaces (if any), enhancements, conversions, forms, workflows, and end-to-end business processes to validate System requirements and development objects according to the approved Master Test Plan.
The State shall review and approve test results from all agreed upon phases of Contractor testing.
To the extent possible, the Contractor shall utilize automated testing.
The Contractor shall identify data necessary to complete testing activities.  If there is State-identified sensitive and confidential data, the Contractor shall redact.
The Contractor shall perform ETL (extraction, transformation, and load) activities and provide the tools necessary to support the loading of data to all testing environments including any subsequent refresh or reload of data.
The Contractor shall work with the State to identify data, including converted data, as necessary to support testing and shall be responsible for loading such data.
The Contractor shall design, develop, implement, document, maintain, and provide all test environments.
The Contractor shall provide and maintain tools necessary for testing activities. At a minimum, the Contractor shall provide tools for application, regression and stress/load testing.

User Acceptance Testing
The Contractor shall develop and prepare User Acceptance Testing.
The Contractor shall develop and provide User Acceptance Testing materials and populate the System with data to simulate a live environment.
The Contractor shall support the User Acceptance Testing process by providing environments, data, test scripts, test scenarios, and tools.
The Contractor shall develop and provide all User Acceptance Testing training materials.
The Contractor shall train State staff to conduct User Acceptance Testing activities.
The State shall execute User Acceptance Testing with the assistance of the Contractor.

	I-4
	General Training Strategies  
The Contractor shall develop and deliver all training required to use and maintain the System.
The Contractor shall develop, maintain, reproduce, store, and provide training plans and materials for all training categories, including online materials for web based training, training curricula, training presentations, and training aids.
The Contractor shall design, develop, implement, document, maintain, and provide all training environments.  The training environment shall be separate from the production environment.
The Contractor shall develop and provide training to all Super User (act as Help Desk Level 1 responders within FPPC), End User (general users of the System to accomplish their business function) and Technical Staff (individuals supporting the System in a technical capacity) training.
The Contractor will develop an End User training strategy.  The strategy shall include transitioning End User training responsibilities to State staff.  
The Contractor shall propose and implement training delivery methods and purchase, install and integrate any required software tools necessary to accomplish the training.

	I-5
	Super User, End User, and Technical Training
The State shall assist the Contractor in identifying Super User, End User and Technical Staff roles required to support the System.
The State shall assist the Contractor in identifying the training needs for each role.
The Contractor shall ensure the content of the Super User, End User and Technical Staff training curricula encompasses the range of duties to be performed by these staff to support the System.  The Contractor shall develop all such training materials.
The Contractor shall identify prerequisite skill sets for Super User, End User and Technical Staff.

	I-6
	Organizational Change Management
The Contractor shall plan, design and implement Organizational Change Management activities that are compatible with State change management efforts.
The Contractor may implement and use its own tools for Organizational Change Management.  These tools shall integrate with State processes either electronically or manually as approved by the State. 

	I-7
	Business Process Reengineering (BPR) 
The Contractor shall lead, manage, and complete BPR efforts including:
· Provide detailed analyses on how the State can use the best practices inherent in the Contractor’s solution
· Identify what changes to State processes must be implemented in order to leverage these best practices (BPR)
· Plan BPR activities agreed to by the State
· Develop and document To-Be processes
· Perform change management activities necessary to successfully complete BPR 
· Facilitate BPR forums with affected stakeholders.

The Contractor shall support the State, as a subject matter expert of the System, to obtain approval from government executives and officials to implement recommended changes to statutes or regulations to achieve best practices and/or the maximum benefits of BPR. 
BPR opportunities and strategies shall be subject to the State’s review and approval.


3. [bookmark: _Toc388984835][bookmark: _Toc379883577][bookmark: _Toc410629615][bookmark: _Toc410826846][bookmark: _Toc438209381]CHANGE CONTROL PROCESS
Either the State or the Contractor may request changes which are within the scope of this project and amend this Agreement at any time.  Because such changes could significantly affect critical aspects of the work being performed, all changes requested must follow the formal change control process as set forth below to gain approval.  The Change Control Plan must be compatible with the steps outlined below.
The following change control process will be used except as superseded by mutual written agreement or other binding procedures as mutually agreed by the parties:
· A Change Request (CR) prepared in a form and format acceptable to both the State and the Contractor will be the vehicle for proposing a change. 

· A CR must describe the requested change; the rationale for the change, and any anticipated effect the change will have on the Agreement and/or the work performed under the Agreement.

· Either party may submit a CR to the Change Control Board (CCB).

· The CCB will be comprised of the FPPC and the Contractor.  The Contractor will serve in a non-voting capacity on the CCB.

· Upon receipt of a CR, the CCB will engage in a deliberative process to determine whether the change(s) sought by the CR should be pursued by the Project, seeking such input as is necessary to reach an informed decision.

· If the CCB determines that a CR is an Unanticipated Task: 

· The State will prepare a draft Work Authorization which describes the Project’s requirements related to the change desired.  The State Project Executive or designee will sign the draft Work Authorization and transmit it to the Contractor for finalization.

· The Contractor shall fully develop and finalize the Work Authorization, Exhibit 22, within ten (10) State business days of receipt or other period as mutually agreed.  The Contractor shall not charge the State for preparing a Work Authorization.  The Contractor’s Project Manager will sign the final Work Authorization and submit it to the State Project Executive or designee.

· The State Project Sponsor or designee will review the Work Authorization for quality and accuracy and take such measures as are necessary to ensure its cost-effectiveness, including negotiations with the Contractor as needed.  After such review the State Project Executive or designee will accept and sign, or reject the Work Authorization and transmit it to the Contractor.

· Upon receipt of the accepted/rejected Work Authorization, the Contractor’s Project Manager will sign it to acknowledge receipt thereof and return it to the State Project Executive or designee.  Upon its return to the State Project Executive or designee, the Contractor may begin performing any work approved by the Work Authorization.  If the Work Authorization is not approved, the Contractor must revise and resubmit unless the Work Authorization is deemed no longer necessary.
4. [bookmark: _Toc388984836][bookmark: _Toc410629616][bookmark: _Toc438209382]UNANTICIPATED TASKS 
4.1. [bookmark: _Toc385179803][bookmark: _Toc379883579][bookmark: _Toc388984837][bookmark: _Toc410629617][bookmark: _Toc410826848][bookmark: _Toc438209383]Work Authorizations
Unanticipated tasks will be contracted for on an as-needed basis and shall be optional throughout the term of the Contract.  Work for unanticipated tasks will be assigned and agreed to in writing by the Contractor and the State via a Work Authorization Form, Exhibit 22, before the work can commence.  The rates for unanticipated tasks must not exceed the original bid hourly rates and the total expenditures for unanticipated tasks shall not exceed the total amount set aside for unanticipated tasks.
Work Authorizations may be executed at any time during the term of this Contract including during Operations and Maintenance services.
Additionally, a contract amendment is required in the event that additional work is required that both parties agree was unanticipated, and is necessary to successfully complete the project within the project scope.
4.2. [bookmark: _Toc388984838][bookmark: _Toc385179804][bookmark: _Toc379883580][bookmark: _Toc410629618][bookmark: _Toc410826849][bookmark: _Toc438209384]Other Agreement Terms
It is understood and agreed by both parties to this Agreement that, except as may be modified by the Work Authorization, all of the terms and conditions of this Agreement shall remain in force with the inclusion of any such Work Authorization.  Such Work Authorization shall in no way constitute a Contract other than as provided pursuant to this Agreement nor in any way amend or supersede any of the other provisions of this Agreement other than as provided pursuant to the Work Authorization.
4.3. [bookmark: _Toc388984839][bookmark: _Toc385179805][bookmark: _Toc379883581][bookmark: _Toc410629619][bookmark: _Toc410826850][bookmark: _Toc438209385]Form
Each Work Authorization shall consist of a detailed statement of the purpose, objective, or goals to be undertaken by the Contractor, the job classification or approximate skill level of the personnel to be made available by the Contractor, an identification of all significant material to be developed by the Contractor and delivered to the State, an identification of all significant materials to be delivered by the State to the Contractor, an estimated time schedule for the provisions of these services by the Contractor, completion criteria for the work to be performed, the name or identification of the Contractor personnel to be assigned, the Contractor's estimated work hours required to accomplish the purpose, objective or goals, the Contractor's billing rates per work hour, and the Contractor's total fixed price for the Work Authorization.
4.4. [bookmark: _Toc388984840][bookmark: _Toc385179806][bookmark: _Toc379883582][bookmark: _Toc410629620][bookmark: _Toc410826851][bookmark: _Toc438209386]Written
All Work Authorizations must be in writing and signed by the Contractor and the State prior to beginning work.
4.5. [bookmark: _Toc388984841][bookmark: _Toc385179807][bookmark: _Toc379883583][bookmark: _Toc410629621][bookmark: _Toc410826852][bookmark: _Toc438209387]Fixed Price
The Contractor will offer its price for a Work Authorization on a fixed price basis using the rates shown in its FPPC IFB # 8620-006 response in Cost Worksheets, Unanticipated Tasks Hourly Rate Sheet, as approved by the State. Personnel resources expended on task accomplishment in excess of the fixed price authorized in the Work Authorization will be at no cost to the State.
4.6. [bookmark: _Toc388984842][bookmark: _Toc385179808][bookmark: _Toc379883584][bookmark: _Toc410629622][bookmark: _Toc410826853][bookmark: _Toc438209388]Agreement
The Contractor and the State shall negotiate in good faith and in a timely manner as to the price and the impact on the Schedule of any Work Authorizations.  If the parties reach an agreement in writing, the terms of the Work Authorization and the Schedule shall be modified accordingly.
4.7. [bookmark: _Toc388984843][bookmark: _Toc385179809][bookmark: _Toc379883585][bookmark: _Toc410629623][bookmark: _Toc410826854][bookmark: _Toc438209389]Disagreement
If the parties are unable to reach an agreement in writing within ten (10) State business days of the Contractor’s response to a Work Authorization, the matter shall follow the escalation steps as described in Section 8 Problem Escalation. 
5. [bookmark: _Toc388984844][bookmark: _Toc370967698][bookmark: _Toc360890574][bookmark: _Toc410629624][bookmark: _Toc410826855][bookmark: _Toc438209390][bookmark: _Toc379883588]SERVICE LEVEL REQUIREMENTS  
The Service Level Agreement attached hereto as SLA’s which can be found in Appendix 2 and 3.  SLA Appendix 2 is for the purpose if the cloud based solution is hosted at the Department of Technology (CalCloud).  SLA Appendix 3 is for the purpose if the cloud based solution is hosted with a commercial cloud hosting service.  These SLA’s describe the service level objectives applicable to Services provided under this Agreement.  Appendix 2 and/or 3 Service Level Agreement may be changed upon mutual written consent of the parties without the need for a contract amendment unless such change represents a change in the scope of the SEFS Project or value of the Contract.  The latest version of the Service Level Agreement is a part of this Agreement and enforceable as any other term and condition of the Contract.  The Contractor must provide monthly reports that detail the level of compliance and/or non-compliance with the Service Level Agreement.
0. Liquidated Damages
The parties agree that the Contractor’s performance under this Agreement may interfere with the proper implementation of the System and to the potential loss and damage to the State.  From the nature of the case, it would be impracticable and extremely difficult to fix the actual damages sustained in any such event.

Liquidated Damages received hereunder will be the State’s sole and exclusive remedy for losses attributable to Contractor’s performance, but not for other losses or damages. The imposition of Liquidated Damages does not discharge the Contractor’s obligation to remedy deficiencies as provided in this SOW.

Notwithstanding the foregoing, the imposition of Liquidated Damages does not constitute a waiver of the State’s right to issue a Stop Work Order, as provided in GSPD-401IT General Provisions – Information Technology Section 45 Stop Work to terminate this Contract pursuant to Section 23 Termination for Default of the GSPD-401IT or to exercise its rights under the Service Level Agreement.

In the event of such a termination, the State shall be entitled in its discretion to recover actual damages caused by the Contractor’s failure to perform its obligations under this Agreement.

In no event shall Contractor's total liability for Liquidated Damages under this Agreement exceed the value of this contract as stated in the STD 213 Standard Agreement.
6. [bookmark: _Toc292207660][bookmark: _Toc292207883][bookmark: _Toc292208202][bookmark: _Toc292209987][bookmark: _Toc292210754][bookmark: _Toc292216820][bookmark: _Toc292260119][bookmark: _Toc379883591][bookmark: _Toc388984853][bookmark: _Toc410629627][bookmark: _Toc410826858][bookmark: _Toc438209391][bookmark: _Toc360890576][bookmark: _Toc370967700]DELIVERABLES, WORKPRODUCTS AND SERVICES
The Contractor shall provide the State with the Deliverables, Work Products, and the Services subsumed therein on or before the dates specified in the Project Schedule or other Contract Document as approved by the State.  The Contractor shall utilize the Specifications, the Deliverable Expectation Documents (DEDs) created in conjunction with FPPC, the Work Product Expectation Documents (WPEDs), the Project Management Plan, the Project Schedule, the IFB, the Contractor’s Offer, the Deliverables and Work Products for which the State has previously granted Acceptance, the Contractor’s professional knowledge, and this Agreement as the basis of subsequent Deliverables, Services and Work Products.  
All Deliverables, Work Products and Services shall be subject to the State’s Acceptance.  All Deliverables, Work Products and supporting working materials and documents including working papers, test scripts, test results, reference materials, etc. are the property of the State and shall be available to the State upon request.  Such request shall be made at least one (1) State business day in advance. For all Deliverables and Work Products, the State reserves the right to request an oral presentation of findings and recommendations put forth by the Contractor.  Such request shall be made at least two (2) State business days in advance.
6.1. [bookmark: _Toc388984854][bookmark: _Toc385179822][bookmark: _Toc379883592][bookmark: _Toc325620636][bookmark: _Ref294255962][bookmark: _Toc292209864][bookmark: _Toc292208081][bookmark: _Toc292207759][bookmark: _Toc292207534][bookmark: _Toc410629628][bookmark: _Toc410826859][bookmark: _Toc438209392][bookmark: _Toc259103752][bookmark: _Toc258802508]Expectation Documents 
The goal for the use of Expectation Documents (EDs) is to ensure that the State and Contractor have a common understanding of the scope, format and content (depth and breadth) of Deliverables and Work Products prior to the Contractor beginning work on the activities associated therewith.  
The State will provide the Contractor Expectation Document templates for Deliverables and Work Products.  The Contractor shall propose the Acceptance Criteria, including the specific, measurable success factors, to be set forth in the Expectation Document.  The State and the Contractor shall collaborate to finalize the Acceptance Criteria and the State may provide specific guidance to the Contractor with regard to content and scope, consistent with the terms of the Agreement.  The Contractor will complete the template and return it to the State for review and Acceptance.  All DEDs and WPEDs are themselves a Deliverable and due for delivery to the State in accordance with the terms of the approved Project Schedule; however, no prior approval is required for the Contractor to develop DEDs and WPEDs and the Contractor will not be paid to complete Expectation Documents.  If the Contractor proceeds with work on an Deliverable or Work Product prior to the State’s Acceptance of the DED or WPED, the Contractor may only proceed with such work at the Contractor’s sole risk with the understanding the Contractor may need to repeat previously performed work without payment by the State.
Once the DED/WPED has been reviewed and accepted in accordance with the terms of the Agreement, the State Project Executive or designee will sign it.  This will constitute Acceptance of the DED. The Contractor representative will also sign the DED/WPED as an acknowledgement of such Acceptance and notice.
DEDs/WPEDs must be accounted for in the Project Schedule.
6.2. [bookmark: _Toc388984855][bookmark: _Toc385179823][bookmark: _Toc379883593][bookmark: _Toc410629629][bookmark: _Toc410826860][bookmark: _Toc438209393][bookmark: _Toc259103753][bookmark: _Toc258802509]State Review Period for Expectation Documents 
The State’s review period for DEDs and WPEDs will be a maximum of 10 State business days, unless otherwise agreed upon by the Contractor and the State.
[bookmark: _Toc258802511][bookmark: _Toc259103755][bookmark: _Toc259169583][bookmark: _Toc259169896][bookmark: _Toc259170200][bookmark: _Toc259170505][bookmark: _Toc258802513][bookmark: _Toc259103757][bookmark: _Toc259169585][bookmark: _Toc259169898][bookmark: _Toc259170202][bookmark: _Toc259170507][bookmark: _Toc258802515][bookmark: _Toc259103759][bookmark: _Toc259169587][bookmark: _Toc259169900][bookmark: _Toc259170204][bookmark: _Toc259170509][bookmark: _Toc258802517][bookmark: _Toc259103761][bookmark: _Toc259169589][bookmark: _Toc259169902][bookmark: _Toc259170206][bookmark: _Toc259170511][bookmark: _Toc258802519][bookmark: _Toc259103763][bookmark: _Toc259169591][bookmark: _Toc259169904][bookmark: _Toc259170208][bookmark: _Toc259170513][bookmark: _Toc258802521][bookmark: _Toc259103765][bookmark: _Toc259169593][bookmark: _Toc259169906][bookmark: _Toc259170210][bookmark: _Toc259170515][bookmark: _Toc258802522][bookmark: _Toc259103766][bookmark: _Toc259169594][bookmark: _Toc259169907][bookmark: _Toc259170211][bookmark: _Toc259170516][bookmark: _Toc258802523][bookmark: _Toc259103767][bookmark: _Toc259169595][bookmark: _Toc259169908][bookmark: _Toc259170212][bookmark: _Toc259170517][bookmark: _Toc258802525][bookmark: _Toc259103769][bookmark: _Toc259169597][bookmark: _Toc259169910][bookmark: _Toc259170214][bookmark: _Toc259170519][bookmark: _Toc258802527][bookmark: _Toc259103771][bookmark: _Toc259169599][bookmark: _Toc259169912][bookmark: _Toc259170216][bookmark: _Toc259170521][bookmark: _Toc258802529][bookmark: _Toc259103773][bookmark: _Toc259169601][bookmark: _Toc259169914][bookmark: _Toc259170218][bookmark: _Toc259170523][bookmark: _Toc258802530][bookmark: _Toc259103774][bookmark: _Toc259169602][bookmark: _Toc259169915][bookmark: _Toc259170219][bookmark: _Toc259170524][bookmark: _Toc258802531][bookmark: _Toc259103775][bookmark: _Toc259169603][bookmark: _Toc259169916][bookmark: _Toc259170220][bookmark: _Toc259170525][bookmark: _Toc258802533][bookmark: _Toc259103777][bookmark: _Toc259169605][bookmark: _Toc259169918][bookmark: _Toc259170222][bookmark: _Toc259170527][bookmark: _Toc258802534][bookmark: _Toc259103778][bookmark: _Toc259169606][bookmark: _Toc259169919][bookmark: _Toc259170223][bookmark: _Toc259170528][bookmark: _Toc258802535][bookmark: _Toc259103779][bookmark: _Toc259169607][bookmark: _Toc259169920][bookmark: _Toc259170224][bookmark: _Toc259170529][bookmark: _Toc258802536][bookmark: _Toc259103780][bookmark: _Toc259169608][bookmark: _Toc259169921][bookmark: _Toc259170225][bookmark: _Toc259170530][bookmark: _Toc258802542][bookmark: _Toc259103786][bookmark: _Toc259169614][bookmark: _Toc259169927][bookmark: _Toc259170231][bookmark: _Toc259170536][bookmark: _Toc258802547][bookmark: _Toc259103791][bookmark: _Toc259169619][bookmark: _Toc259169932][bookmark: _Toc259170236][bookmark: _Toc259170541][bookmark: _Toc258802549][bookmark: _Toc259103793][bookmark: _Toc259169621][bookmark: _Toc259169934][bookmark: _Toc259170238][bookmark: _Toc259170543][bookmark: _Toc258802550][bookmark: _Toc259103794][bookmark: _Toc259169622][bookmark: _Toc259169935][bookmark: _Toc259170239][bookmark: _Toc259170544][bookmark: _Toc258802551][bookmark: _Toc259103795][bookmark: _Toc259169623][bookmark: _Toc259169936][bookmark: _Toc259170240][bookmark: _Toc259170545][bookmark: _Toc258802553][bookmark: _Toc259103797][bookmark: _Toc259169625][bookmark: _Toc259169938][bookmark: _Toc259170242][bookmark: _Toc259170547][bookmark: _Toc258802555][bookmark: _Toc259103799][bookmark: _Toc259169627][bookmark: _Toc259169940][bookmark: _Toc259170244][bookmark: _Toc259170549][bookmark: _Toc258802557][bookmark: _Toc259103801][bookmark: _Toc259169629][bookmark: _Toc259169942][bookmark: _Toc259170246][bookmark: _Toc259170551][bookmark: _Toc258802558][bookmark: _Toc259103802][bookmark: _Toc259169630][bookmark: _Toc259169943][bookmark: _Toc259170247][bookmark: _Toc259170552][bookmark: _Toc258802559][bookmark: _Toc259103803][bookmark: _Toc259169631][bookmark: _Toc259169944][bookmark: _Toc259170248][bookmark: _Toc259170553][bookmark: _Toc258802560][bookmark: _Toc259103804][bookmark: _Toc259169632][bookmark: _Toc259169945][bookmark: _Toc259170249][bookmark: _Toc259170554][bookmark: _Toc258802561][bookmark: _Toc259103805][bookmark: _Toc259169633][bookmark: _Toc259169946][bookmark: _Toc259170250][bookmark: _Toc259170555][bookmark: _Toc258802563][bookmark: _Toc259103807][bookmark: _Toc259169635][bookmark: _Toc259169948][bookmark: _Toc259170252][bookmark: _Toc259170557][bookmark: _Toc258802565][bookmark: _Toc259103809][bookmark: _Toc259169637][bookmark: _Toc259169950][bookmark: _Toc259170254][bookmark: _Toc259170559][bookmark: _Toc258802567][bookmark: _Toc259103811][bookmark: _Toc259169639][bookmark: _Toc259169952][bookmark: _Toc259170256][bookmark: _Toc259170561][bookmark: _Toc258802569][bookmark: _Toc259103813][bookmark: _Toc259169641][bookmark: _Toc259169954][bookmark: _Toc259170258][bookmark: _Toc259170563]The number of State business days in a review period shall be calculated from the day and time of the State’s receipt of the DED or WPED.  The State and the Contractor will agree on a specific day that the DEDs and WPEDs are due.  Review periods may be adjusted by mutual agreement as conditions require.  
6.3. [bookmark: _Toc257962235][bookmark: _Toc257962711][bookmark: _Toc257964973][bookmark: _Toc257980632][bookmark: _Toc257984751][bookmark: _Toc258802572][bookmark: _Toc259103816][bookmark: _Toc259169644][bookmark: _Toc259169957][bookmark: _Toc259170261][bookmark: _Toc259170566][bookmark: _Toc259170811][bookmark: _Toc257962237][bookmark: _Toc257962713][bookmark: _Toc257964975][bookmark: _Toc257980634][bookmark: _Toc257984753][bookmark: _Toc258802574][bookmark: _Toc259103818][bookmark: _Toc259169646][bookmark: _Toc259169959][bookmark: _Toc259170263][bookmark: _Toc259170568][bookmark: _Toc259170813][bookmark: _Toc257962239][bookmark: _Toc257962715][bookmark: _Toc257964977][bookmark: _Toc257980636][bookmark: _Toc257984755][bookmark: _Toc258802576][bookmark: _Toc259103820][bookmark: _Toc259169648][bookmark: _Toc259169961][bookmark: _Toc259170265][bookmark: _Toc259170570][bookmark: _Toc259170815][bookmark: _Toc257962286][bookmark: _Toc257962762][bookmark: _Toc257965024][bookmark: _Toc257980683][bookmark: _Toc257984802][bookmark: _Toc258802623][bookmark: _Toc259103867][bookmark: _Toc259169695][bookmark: _Toc259170008][bookmark: _Toc259170312][bookmark: _Toc259170617][bookmark: _Toc259170862][bookmark: _Toc257962288][bookmark: _Toc257962764][bookmark: _Toc257965026][bookmark: _Toc257980685][bookmark: _Toc257984804][bookmark: _Toc258802625][bookmark: _Toc259103869][bookmark: _Toc259169697][bookmark: _Toc259170010][bookmark: _Toc259170314][bookmark: _Toc259170619][bookmark: _Toc259170864][bookmark: _Toc257962327][bookmark: _Toc257962803][bookmark: _Toc257965065][bookmark: _Toc257980724][bookmark: _Toc257984843][bookmark: _Toc258802664][bookmark: _Toc292207535][bookmark: _Toc292207760][bookmark: _Toc292208082][bookmark: _Toc292209865][bookmark: _Toc325620637][bookmark: _Toc379883594][bookmark: _Toc385179824][bookmark: _Toc388984856][bookmark: _Toc410629630][bookmark: _Toc410826861][bookmark: _Toc438209394]Deliverable and Work Product Format
Unless explicitly stated otherwise, all Deliverables shall be provided in Microsoft Word 2010, Microsoft Excel 2010, Microsoft PowerPoint 2010, Visio 2010 or Microsoft Project 2010. A signed Deliverable transmittal sheet shall accompany each Deliverable.  This applies to word processing documents, spreadsheets, schedules, and presentations.  
6.4. [bookmark: _Toc388984857][bookmark: _Toc385179825][bookmark: _Toc379883595][bookmark: _Toc325620638][bookmark: _Ref292259276][bookmark: _Ref292256997][bookmark: _Toc292209866][bookmark: _Toc292208083][bookmark: _Toc292207761][bookmark: _Toc292207536][bookmark: _Toc410629631][bookmark: _Toc410826862][bookmark: _Toc438209395]Deliverable and Work Product Submission Process
The State and the Contractor will agree on a specific day that the Deliverables and Work Products are due in order to formalize the specific State review time.
Each Deliverable and Work Product submitted, including resubmissions, to the State for review and Acceptance shall have a cover letter from the Contractor’s Project Manager and shall be addressed to the State Project Executive or designee.  The cover letter shall contain the following Certification signed by the Contractor representative: “I certify that ___________ (name of the Contractor) has performed an internal quality assurance review of this Deliverable, the results of which are available to the State upon request.  I further certify that this Deliverable/Work Product has been prepared in accordance with the relevant terms and conditions of the SEFS Agreement and conforms to and meets its applicable Acceptance Criteria.” 
The Contractor shall submit three (3) hard copies and one (1) Digital Video Disk (DVD) copy or alternative media as approved by the State with a Contractor developed and State approved Deliverable/Work Product Transmittal sheet to the State Project Executive or designee.  The DVD shall be identified externally and electronically by a designation that is acceptable to the State.  With the approval of the State Project Executive or designee, the Contractor may delay compliance with this provision until the Deliverable receives Acceptance. 
The parties acknowledge and agree that the State’s Acceptance of a Deliverable/Work Product indicates only that the State has reviewed the Deliverable/Work Product and detected no Deficiencies at that time and that the State’s Acceptance of a Deliverable/Work Product does not discharge any of the Contractor’s warranty or maintenance obligation under the Agreement with respect to such Deliverable/Work Product. 
6.5. [bookmark: _Toc379883596][bookmark: _Toc325620639][bookmark: _Toc292209867][bookmark: _Toc292208084][bookmark: _Toc292207762][bookmark: _Toc292207537][bookmark: _Toc388984858][bookmark: _Toc385179826][bookmark: _Toc410629632][bookmark: _Toc410826863][bookmark: _Toc438209396]Interpretation of Deliverables and Work Products
In the event of a contradiction, conflict, ambiguity or inconsistency in or between Deliverables/Work Products and other documents comprising this Agreement, including without limitation a Deliverable/Work Product that has already received Acceptance, any such contradiction, conflict, ambiguity or inconsistency shall be resolved in favor of the latest State-approved Deliverable/Work Product.  Notwithstanding the above, where a previous documented requirement is omitted or not addressed directly in a subsequent Deliverable/Work Product, such requirements can be omitted from the Specifications only with the written consent of the State Project Executive or designee.
6.6. [bookmark: _Toc388984859][bookmark: _Toc385179827][bookmark: _Toc379883597][bookmark: _Toc410629633][bookmark: _Toc410826864][bookmark: _Toc438209397]Deliverable and Work Product Acceptance General Information
1. It is at the State’s sole determination as to whether a task has been successfully completed and the Deliverable/Work Product is acceptable.
1. Costs related to rework of unacceptable Deliverables/Work Product shall be at the cost of the Contractor and will not be billed to the State.
1. No Deliverable shall be accepted by the State for review without an approved DED document. 
1. No Work Product shall be accepted by the State for review without an approved WPED document.
6.7. [bookmark: _Toc388984860][bookmark: _Toc385179828][bookmark: _Toc379883598][bookmark: _Toc410629634][bookmark: _Toc410826865][bookmark: _Toc438209398]Conformance with Acceptance Criteria
Upon delivery and receipt of a Deliverable/Work Product and a Certification from the Contractor that the Deliverable/Work Product meets its Acceptance Criteria as set forth in the applicable DED for a Deliverable and WPED for Work Products, the State will, with the Contractor’s assistance, promptly review or perform Acceptance Tests on the Deliverable/Work Product, as applicable, to determine whether the Deliverable/Work Product conforms to its Acceptance Criteria.  Time that the State will be allowed as review time for each initially submitted Deliverable is specified in the DED/WPED and is dependent on the complexity of the Deliverable or Work Product.  The State will provide written Acceptance for a Deliverable/Work Product if it has no Deficiencies (except for Cosmetic Deficiencies). 
6.8. [bookmark: _Toc388984861][bookmark: _Toc385179829][bookmark: _Toc379883599][bookmark: _Ref292256520][bookmark: _Toc410629635][bookmark: _Toc410826866][bookmark: _Toc438209399]Deficiency Correction
If a Deficiency (other than a Cosmetic Deficiency) is found, the State will notify the Contractor in an email, or other document, of the Deficiencies used as grounds for the State’s decision not to give Acceptance, and such notice shall be provided to the Contractor within the review period specified in the applicable DED/WPED.  The Contractor shall correct such Deficiencies and submit a corrected Deliverable/Work Product to the State within ten (10) State business days of its receipt of the State’s notice of Deficiencies.  Within ten (10) State business days, the State shall review or perform Acceptance Tests on the resubmitted Deliverable/Work Product to verify whether the Deliverable/Work Product still contains Deficiencies (except for Cosmetic Deficiencies) and in writing shall either give its Acceptance or reject it following such review or Acceptance Tests.  The State may, at its reasonable discretion and after consultation with the Contractor, allow a period longer than ten (10) State business days for the Contractor correction in consideration of the scope of the correction and the then-current Schedule.  Any additional costs, including costs associated with delays to the project schedule, resulting from delayed acceptance of Deliverables or Work Products due to a Deficiency are the sole responsibility of the Contractor and will not result in additional costs to the State. 
6.9. [bookmark: _Toc388984862][bookmark: _Toc385179830][bookmark: _Toc379883600][bookmark: _Toc410629636][bookmark: _Toc410826867][bookmark: _Toc438209400]Remedies for Deficiencies
If the Contractor is unable to correct all Deficiencies (except for Cosmetic Deficiencies) of which the State has notified the Contractor within the number of days indicated following the Deliverable’s/Work Product’s scheduled Acceptance, or if no such date is specified, within 60 calendar days from such scheduled Acceptance, the State may, at its option:
1. [bookmark: _Toc379888330][bookmark: _Toc379885863][bookmark: _Toc379883601]Continue reviewing or performing Acceptance Tests on the Deliverable/Work Product and require the Contractor to continue revising the Deliverable/Work Product until Deficiencies are corrected or eliminated; or
1. [bookmark: _Toc379888331][bookmark: _Toc379885864][bookmark: _Toc379883602]Request the Contractor to provide, at its expense, a work around or other solution for further review or Acceptance Tests.  
6.10. [bookmark: _Toc388984863][bookmark: _Toc385179831][bookmark: _Toc379885867][bookmark: _Toc410629637][bookmark: _Toc410826868][bookmark: _Toc438209401]Failure to Provide Notice
The State shall provide a notice of rejection pursuant to Section 6.8 Deficiency Correction within the time period allotted therefor.  If the State does not provide a notice of rejection within such allotted time frames, or within 20 State business days of delivery, whichever is later, or such other period as the parties may agree, such Deliverables/Work Products will be deemed to have been accepted.  Acceptance by the State will be final and irreversible, except as it relates to latent defects, fraud, and gross mistakes amounting to fraud. 
7. [bookmark: _Toc379885868][bookmark: _Toc410826869][bookmark: _Toc388984864][bookmark: _Toc410629638][bookmark: _Toc438209402]DELIVERABLES AND WORK PRODUCTS LISTING
All Deliverables and Work Products described in this Section of the SOW shall be performed by the Contractor.  The Contractor must use best practices and industry standards to develop and implement SEFS.  
The SEFS Deliverables and Work Products are summarized below in Table 7.1: Activity Milestones.  They are not necessarily in the order that they will occur during the life of the project. 
Each required Work Product and Deliverable is described in detail in this section.  The numbering schema follows the convention of: “WP” for Work Product, “D” for Deliverables; then the project area number; and finally, unique ascending number within each project area.  For example the unique identifier of WP:1-1 indicates the Work Product is the first described Work Product from the first project area.  The unique identifier D: 2-2 indicates the deliverable is the second identified Deliverable from the second project activity.
There are three Milestones that represent significant phases of Contractor work efforts. They result in deliverable payments (see Section 15.2 Payment) when complete and accepted by the State.  These Milestones must have every Deliverable and Work Product documented in the DED’s.  Milestones are D:5-1, D:7-1 and D:12-1 in the table and descriptions below.
Note: For those items where the development standard to be followed is STD: Contractor format with State acceptance”, the Contractor must propose a methodology in the applicable Deliverable Expectation Document.  The State will collaborate with the Contractor to validate and approve the proposed methodology.
[bookmark: _Toc365293150][bookmark: _Toc365293423][bookmark: _Toc365528122][bookmark: _Toc365528403][bookmark: _Toc365528682][bookmark: _Toc365542299][bookmark: _Toc365542747][bookmark: _Toc365543523][bookmark: _Toc365543971][bookmark: _Toc365550854][bookmark: _Toc365635151][bookmark: _Toc365635613][bookmark: _Toc365293151][bookmark: _Toc365293424][bookmark: _Toc365528123][bookmark: _Toc365528404][bookmark: _Toc365528683][bookmark: _Toc365542300][bookmark: _Toc365542748][bookmark: _Toc365543524][bookmark: _Toc365543972][bookmark: _Toc365550855][bookmark: _Toc365635152][bookmark: _Toc365635614][bookmark: _Ref255817113][bookmark: _Toc263752556][bookmark: _Toc263842210][bookmark: _Toc370967701]Table7.1: Activity Milestones 
	Activity Milestone
	Work Products
	Deliverables

	1. Project Start Up 

	WP:1-1 Implementation Management Plan 
	D:1-1 	Updated Project Implementation Approach, Schedule and Staffing Matrix 


	1. Business Process Documentation

	WP:2-1 	Business Process Reengineering Plan 

	D:2-1   Business Process Reengineering 
            Design Description and Model 
D:2-2   Requirements Traceability Document 


	1. Organization Change Management

	WP:3-1 	Organization Change Management Plan 
WP:3-2	Organizational Change Management Guide 
	D: 3-1  Develop new procedures manual

	1. Project Management
	WP:4-1 	Project Plans and Reporting 
	

	1. System Design

	
	D:5-1  System Design and
	Architecture Description 

	1. Software Configuration and Development

	WP:6-1	Security and Access Management Plan and Reporting 
	D:6-1 	Software Product Specification 
D:6-2 Application and Network Security Specifications

	1. Testing

	WP:7-1 System Test Report

	D:7-1   Master Test Plan 
D:7-2	Certification for Entry into User Acceptance Testing 
D:7-3   System Test Report 
D:7-4 	Completion of User Acceptance Testing 


	1. Data Management

	WP:8-1  Data Conversion  Requirements
WP:8-2  Data Conversion Plan 
WP:8-3  Data Cleanup Report 
	D:8-1  	Database Dictionary
D:8-2   Entity Relationship Diagram


	1. Implementation / Deployment

	WP:9-1  	System Performance and Capacity Management Plan
WP:9-2 	Implementation Plan
	D:9-1   Software User Manual
D:9-2	Help Desk Implementation Plan and Service

	1. Configuration Control Management
	
	D:10-1 Asset and Configuration Management Plan

	1. Support

	WP:11-1 Service Operations Plan
WP:11-2	Service Operations and Maintenance Report
	D:11-1 Service Operations Manual 
D:11-2 Help Desk Plan
D:11-3	Disaster Recovery Plan

	1. Training and Knowledge Transfer
	WP:12-1	Knowledge Transfer Management and Training Plan
	D:12-1	Knowledge Transfer Plan
D:12-2  Internal User Training Plan
D:12-3  External User Training Plan
D:12-4  Administration Tools and Training Material
D:12-5 Final System Acceptance Criteria and Plan
D:12-6 Final System Acceptance Certification


[bookmark: _Toc410629639][bookmark: _Toc410826870][bookmark: _Toc438209403][bookmark: _Toc388984865]WP:1-1: Implementation Management Plan 
The Contractor must develop and provide an Implementation Management Plan which outlines the activities necessary to ensure that the project’s product is available for use by its end-users as originally planned.  Implementation planning should present a clear alignment between regulations, policies, business and processes, and implementation objectives while clearly outlining any project constraints and/or assumptions.
[bookmark: _Toc410629640][bookmark: _Toc410826871][bookmark: _Toc438209404]D:1-1 Project Implementation Approach,  Schedule and Staffing Matrix
PROJECT MANAGEMENT BODY OF KNOWLEDGE (PMBOK); CALIFORNIA DEPARTMENT OF TECHNOLOGY PROJECT MANAGEMENT METHODOLOGY (FOUND AT WWW.CIO.CA.GOV/GOVERNMENT/IT_POLICY/SIMM_17/)
Within the first twenty (20) State business days after the Project start date (found on the STD 213, Standard Agreement), the Contractor must provide a detailed Implementation Approach and Schedule.  Thereafter, any changes to the Implementation Approach must be updated as required.  The MS Project Schedule must be updated every two weeks in collaboration with the State and continue to reflect current resource allocations required of both State and Contractor staffing. The schedule must take into account the SEI annual lifecycle that is described in section 2 Contractor and State Responsibilities (A-1) and avoid work that disrupts State-required activities.

[bookmark: _Toc388984867][bookmark: _Toc410629641][bookmark: _Toc410826872][bookmark: _Toc438209405]WP:2-1 Business Process Reengineering Plan
[bookmark: _Toc379888343][bookmark: _Toc379885876]STD: CONTRACTOR FORMAT WITH STATE ACCEPTANCE 
The Contractor must develop and provide a Business Process Reengineering Plan that describes how Business Process Reengineering (BPR) will be conducted and implemented.  This plan primarily describes methodologies the Contractor will use to conduct BPR.  The details and outcome of conducting BPR will be documented in the Business Process Reengineering Design Description and Model.  The State will have final approval of all BPR activities and deliverables.
[bookmark: _Toc388984868][bookmark: _Toc410629642][bookmark: _Toc410826873][bookmark: _Toc438209406]D:2-1 Business Process Reengineering Design Description and Model
STD: CONTRACTOR FORMAT WITH STATE ACCEPTANCE 
The Contractor must develop and provide a Business Process Reengineering Design Description and Model to support introduction of the new system, processes, and procedures to the State system environment.  To prepare for these changes this document must contain identification of BPR To-Be processes with all the related information. This Deliverable differs from the BPR Plan in that it provides design details.
[bookmark: _Toc388984869][bookmark: _Toc410629643][bookmark: _Toc410826874][bookmark: _Toc438209407]D:2-2 Requirements Traceability Document
The Contractor must develop and provide a Requirements Traceability Document that follows the Industry Standard and contains traceability charts and reports on traceability from the Functional and Technical Requirements into design documents and functionality of the system.  
[bookmark: _Toc388984872][bookmark: _Toc410629645][bookmark: _Toc410826876][bookmark: _Toc438209408]WP:3-1 Organizational Change Management Plan
STD: CONTRACTOR FORMAT WITH STATE ACCEPTANCE 
The Contractor must develop and provide an Organizational Change Management Plan that includes processes and techniques for creating a change management strategy (readiness assessments), engaging senior managers as change leaders (sponsorship), building awareness of the need for change (communications), developing skills and knowledge to support the change (education and training), helping project stakeholders move through the transition (coaching by managers and supervisors), and methods to sustain the change.
The plan will be used to facilitate organizational change orientation activities, transition activities, and presentations to both technical and business State staff regarding the new way of doing business using the SEFS System.
[bookmark: _Toc388984873][bookmark: _Toc410629646][bookmark: _Toc410826877][bookmark: _Toc438209409]WP:3-2 Organizational Change Management Guide
STD: CONTRACTOR FORMAT WITH STATE ACCEPTANCE 
The Contractor must develop and submit an Organizational Change Management Guide that includes the mapping of AS-IS business functions, processes and terminology to TO-BE business functions, processes and terminology, and the identification of the organizational and business procedure changes.
The guide shall be used as a reference for organizational change methodology, orientation activities, transition activities, and as an aid to presentations to both technical and business State staff regarding the new way of doing business using the SEFS System.  This guide must be written in a format that can be understood by non-technical State staff using business services and business processes as reference points.  
[bookmark: _Toc438209410]D:3-1 Develop New Procedures Manual
The Contractor must develop and submit an Procedures Manual that includes the new TO-BE business functions, processes and terminology to assist FPPC staff with the new business processes.
[bookmark: _Toc388984874][bookmark: _Toc410629647][bookmark: _Toc410826878][bookmark: _Toc438209411]WP:4-1 Project Plans and Reporting
PROJECT MANAGEMENT BODY OF KNOWLEDGE (PMBOK); CALIFORNIA DEPARTMENT OF TECHNOLOGY PROJECT MANAGEMENT METHODOLOGY (FOUND AT WWW.CIO.CA.GOV/GOVERNMENT/IT_POLICY/SIMM_17/)
The Contractor in conjunction with the State will develop and submit project plans and reports that conform to State plans and follow California Department of Technology Project Management Methodology (CA PMM) and Industry Standards.  The Contractor shall collaborate with the State to merge the Contractor’s plans into the State’s plans, as appropriate.
The following plans must be developed, submitted and followed:
a. Project Management Plans 
The Project Management Plans (PMP) shall address how all activities, documents and deliverables are managed and executed and how the project plans inter-operate with each other.  The Contractor in conjunction with the State will create the following plans:
· Scope Management Plan
· Requirements Management Plan
· Schedule Management Plan
· Procurement Management Plan
· Contract Management Plan
· Cost Management Plan
· Quality Management Plan
· Change Management Plan
· Staffing Management Plan
· Communication Management Plan
· Risk Management Plan
· Organizational Change Management Plan
· Transition to Maintenance and Operations Plan

[bookmark: _Toc388984876][bookmark: _Toc410629648][bookmark: _Toc410826879][bookmark: _Toc438209412]D:5-1 System Design and Architecture Description
The Contractor must develop and submit a System Design & Architecture Description that will guide the planning and execution of technical infrastructure so that it meets the needs of the project in terms of management and coordination, system viability and prevention of obsolescence, and coverage of all infrastructure components.  It must describe the architecture and standards for hardware, networks, software, manual operations, and interfaces necessary to fulfill the system requirements defined in the Software Requirements Specification.  It must include standards to facilitate the design and use of the system. 
This plan must also define the user interface standards for the system, including the collection of standards that the application development teams must follow to build a system that users find efficient and simple to use.  
Upon State approval of this Deliverable, the Contractor may bill for completion of this Deliverable (see Section 15.2 Payment.)
[bookmark: _Toc388984879][bookmark: _Toc410629650][bookmark: _Toc410826881][bookmark: _Toc438209413]WP:6-1 Security and Access Management Plan and Reporting
STD: CONTRACTOR FORMAT WITH STATE ACCEPTANCE; CALIFORNIA DEPARTMENT OF TECHNOLOGY PROJECT MANAGEMENT METHODOLOGY STD (FOUND AT WWW.CIO.CA.GOV/GOVERNMENT/IT_POLICY/SIMM_17/)
The Contractor must develop and submit a Security and Access Management Plan.  The plan must identify elements of the architecture and portal design; define connectivity, security and access design; describe identity and access management components (e.g., single sign on); and identify an implementation strategy that identifies roles and responsibilities of the State and the vendor in securing the System and user access to that solution.  It must define a security and access strategy and a design that addresses site access, and information security; identity management; and connectivity for users inside and outside the organization.
The Contractor must complete reports on any breach of security as described in the Security and Access Management Plan.  This report must be produced as per the California State Administrative Manual (SAM) Chapter 5300.2 format and adhere to the process specified therein.
[bookmark: _Toc388984881][bookmark: _Toc410629651][bookmark: _Toc410826882][bookmark: _Toc438209414]D:6-1 Software Product Specification
[bookmark: _Toc388984883]The Contractor must develop and submit a Software Product Specification document based on Industry Standards that specifies all configuration items (CIs) which comprise the system. It must provide a method for qualifying that a given body of the SEFS solution is a valid copy of the release.  The Software Product Specification must also reference and validate the “as built or configured” solution.
[bookmark: _Toc410629652][bookmark: _Toc410826883][bookmark: _Toc438209415]WP:7-1 System Test Report
The Contractor must develop and submit a System Test Report based on Industry Standards that documents the expected and actual results of the System Test and is used to determine operational readiness.  This report includes metrics that help validate test activities to plan, identify deviations, assess the impact on other build activities, and adjust build plans accordingly.  The document is developed at the conclusion of System Test execution.
The report shall include: Items and features to be tested; testing tasks performed; staff responsible for each task; results of each test performed and information on test coverage; description of each defect identified and how it was corrected; problems encountered during the test; traceability summary for requirements; an assessment of the testing and test management processes, methods and tools and recommended improvements; outstanding test items and a plan for resolving them; and a justification for exiting system test and moving to next test phase.
[bookmark: _Toc388984884][bookmark: _Toc410629653][bookmark: _Toc410826884][bookmark: _Toc438209416]D:7-1 Master Test Plan
The Contractor must develop and submit a comprehensive Master Test Plan based on Industry Standards that describes all types of testing required by this SOW, how testing concepts will be applied to the project, testing prerequisites, the project’s approach to testing with external entities, resource and schedule constraints, and how the project will make use of automation during test processes.  It must also include the scope and approach for testing for both the overall testing effort and those specific to each type of testing, including usability, security and performance testing.  It must also outline the test environment, the planning and preparation, formal execution, witnessed testing, regression testing and the metrics for each test.
The Master Test Plan shall identify the specific roles and responsibilities for Contractor and State staff; the approach to validating that all requirements have been tested and verified; the tools to be used including automated test tools and tools to track testing progress; the additional materials needed (e.g., test databases, test transactions, and load simulators), and the general rules for software acceptance upon exit of System Testing and User Acceptance Testing (UAT).
· User Acceptance Test Plan: The Contractor may separate out UAT as a sub plan of the overall Master Test Plan and must specifically detail how the State will determine that UAT has been successfully completed. 
The Master Test Plan must contain provisions for the Contractor to submit a Certification of User Acceptance Testing Completion to the State for approval. 
The Master Test Plan must also include a Data Conversion Test Plan according to Industry Standards that contains site-specific planning and includes testing methodologies; test activities; roles and responsibilities; system requirements; historical data; baseline testing criteria; creation of test data; testing timelines; load balance testing; reconciliation and balances; evaluation of conversion test results; and the use of automation in data conversion and the tools used.


[bookmark: _Toc388984885][bookmark: _Toc410629654][bookmark: _Toc410826885][bookmark: _Toc438209417]D:7-2 Certification for Entry into User Acceptance Testing
[bookmark: _Toc388984886]STD: CONTRACTOR FORMAT WITH STATE ACCEPTANCE
The Contractor must develop and provide a document that describes all processes, plans, Deliverables, Work Products and Services that must be complete and accepted by the State in order to determine that the System is ready for entry into UAT.  At which time it can be determined that all of these items have been completed and accepted by the State, and the Contractor believes they are ready to begin UAT, the Contractor may submit a document certifying the System is ready for User Acceptance Testing.  The State will validate this claim against the approved DED and if all acceptance criteria are met, will provide approval of the Certification for entry into UAT.
[bookmark: _Toc410629655][bookmark: _Toc410826886][bookmark: _Toc438209418][bookmark: _Toc388984887]D:7-1 Completion of User Acceptance Testing
STD: CONTRACTOR FORMAT WITH STATE ACCEPTANCE 
Upon successful completion of UAT the Contractor must submit the Certification of UAT Completion (see required component of D:7-1, Master Test Plan).  The State will review UAT results and determine if the testing was approved by users.  Upon validation of user approval of the test results, the State will approve the certification and this milestone Deliverable.
Upon State approval of the certification, the Contractor may bill for completion of this Deliverable (see Section 15.2 Payment.)
[bookmark: _Toc388984888][bookmark: _Toc410629657][bookmark: _Toc410826888][bookmark: _Toc438209419]WP:8-1 Data Conversion Requirements
STD: CONTRACTOR FORMAT WITH STATE ACCEPTANCE 
The Contractor must develop and submit a Data Conversion Requirements document that describes the conversion requirements for the target system databases to be populated during the Project.  Conversion requirements for each target system database must include a conversion data dictionary that includes a description of conversion tables, table elements, field formats, edits, validations, and valid value codes.  Each target system database must its own independent conversion data dictionary. 
The Data Conversion Requirements document must also include information about location and volume of data and supporting reports and rules for selection and conversion of data.
The Contractor will be required to work with the State to define the specific data to be converted from DMS and ancillary systems, and Contractor responsibilities will include the extraction of the data into whatever conversion staging table(s) they propose.  The State will provide Subject Matter Expert support but will not be responsible for the actual data extraction.
Additionally, the Contractor must create a read-only archive of the DMS data that is not converted.  This archive must have basic search capabilities and must not rely on the existing software (i.e., it must not simply be a read only version of the current DMS system).
[bookmark: _Toc388984889][bookmark: _Toc410629658][bookmark: _Toc410826889][bookmark: _Toc438209420]WP:8-2 Data Conversion Plan
STD: CONTRACTOR FORMAT WITH STATE ACCEPTANCE 
The Contractor must develop and submit a Data Conversion Plan that defines and describes methods to validate pre-conversion data cleansing efforts and resolve any outstanding issues, such as bad data, missing data, duplicate or suspected duplicate data, and fragmented data.  Also, define and describe data conversion activities, procedures and tools for extracting, deriving, editing and loading data from multiple source databases to multiple target databases. 
This plan must include methods for defining, planning and executing activities related to management and communications; roles and responsibilities; schedules and timelines; conversion methodology; data conversion automation; data quality; risk and issue management; data conversion analysis; data conversion development; data conversion testing,  and validation; and pre-cutover and post-cutover activities.  The Plan must identify how the Contractor will convert data from each of the legacy systems identified in the ”Ancillary Systems” Excel Spreadsheet found in the Bidders’ Library.
[bookmark: _Toc388984891][bookmark: _Toc410629659][bookmark: _Toc410826890][bookmark: _Toc438209421]WP:8-3 Data Cleanup Report
STD: CONTRACTOR FORMAT WITH STATE ACCEPTANCE 
The Contractor must develop and submit a Data Cleanup Report that describes pre-conversion efforts and includes the following information by data source:
· Bad data
· Missing data
· Duplicate data
· Fragmented data
· Suspected duplicate data
[bookmark: _Toc388984893][bookmark: _Toc410629661][bookmark: _Toc410826892][bookmark: _Toc438209422]D:8-1 Database Design Description
The Contractor must develop and submit a Database Design Description according to Industry Standards that outlines system-wide database design decisions such as the approach to referential integrity and the chosen levels of normalization.  The Database Design Description must include a logical database model; physical database model; security and privacy considerations; definitions; database dictionary, and a detailed description of the database.  It must also include a discussion on how the use of metadata, data integration, and data modeling will be integrated into the solution.  
[bookmark: _Toc388984896][bookmark: _Toc410629662][bookmark: _Toc410826893][bookmark: _Toc438209423]WP:9-1 System Performance and Capacity Management Plan
STD: CONTRACTOR FORMAT WITH STATE ACCEPTANCE 
The Contractor must develop and submit a Performance and Capacity Management Plan to guide the development and operation of the SEFS solution from a performance and capacity management perspective.  This plan is focused on the applications, infrastructure and operations to support SEFS. The plan must describe how the SEFS solution will meet performance expectations, define and meet Service Level Objectives (SLOs), and make good, balanced use of system resources.  
The plan must include how to monitor and measure system performance; how to determine usage and system capacity; how to identify historical metrics such as comparing to prior month, same month and prior year; how to establish and document the performance baseline for the current operational environment and verification of Service Level Objectives for capacity management and system performance. 
[bookmark: _Toc388984899][bookmark: _Toc410629665][bookmark: _Toc410826896][bookmark: _Toc438209424]WP:9-2 Implementation Plan
STD: CONTRACTOR FORMAT WITH STATE ACCEPTANCE
The Contractor must develop and submit an Implementation Plan that describes necessary activities to transition the SEFS solution to the State production environment.  
This plan must include:
· Introduction, purpose, scope, document, overview, reengineering strategy, definitions, referenced documents, and related deliverables;
· Roles and responsibilities for both the Contractor and State staff;
· Methods to manage and coordinate State and Contractor resources involved in transition activities, such as data verification and cleanup;
· Methods to implement technical changes in a controlled manner;
· Methods to perform operational readiness reviews for making production go/no-go decisions including purpose and measureable objectives for the review, and entry and go/no go criteria;
· Contingency procedures and processes to back out the SEFS solution and restore service to a point in time to allow the resumption of all business services; 
· Methods to establish and maintain the technical infrastructure including training and production support environments and the service desk;
· Integration of Contractor's knowledge management activities for the transition of system knowledge to the State;
· Methods to place the solution into productive use and manage facility closeouts, support system retirements, and equipment de-installations;
· Methods to conduct and coordinate organizational change management activities to prepare users, customers, and stakeholders;
· Process to describe all configuration items are identified and managed;
· Transition user training to the State;
· Processes and procedures to release emergency changes or corrections into production; and
· Define roles and responsibilities of State and contract staff in relation to transition including operations and maintenance.	
[bookmark: _Toc388984900][bookmark: _Toc410629666][bookmark: _Toc410826897][bookmark: _Toc438209425]D:9-1 Software User Manual
The Contractor must develop and submit a Software User Manual according to Industry Standards in both printed and electronic format to be used in the work environment by both technical and business users of the system to effectively perform their duties. 
The Software User Manual must include the following topics:
· Search tools;
· Online help;
· Functional area categories;
· Sample user functions; and
· Detailed user navigations and functions by role.
[bookmark: _Toc388984901][bookmark: _Toc410629667][bookmark: _Toc410826898][bookmark: _Toc438209426]D:9-2 Help Desk Implementation Plan and Service
STD: CONTRACTOR FORMAT WITH STATE ACCEPTANCE

The Contractor must develop and provide a Help Desk Implementation Plan that describes how they will implement and staff the Help Desk.  Initially the Contractor will staff all three tiers of the Help Desk: 
· Tier 1: FPPC Super Users
· Tier 2: FPPC Technical Help Desk Staff
· Tier 3: Contractor Help Desk Staff
As the Project proceeds and State staff become trained, the Contractor will transition Tiers 1 and 2 to State staff per the Help Desk Implementation Plan. Tier 3 services must be provided through the term of the Contract by onsite Contractor staff unless otherwise approved by the State.
[bookmark: _Toc388984902][bookmark: _Toc410629668][bookmark: _Toc410826899][bookmark: _Toc438209427]D:10-1 Asset and Configuration Management Plan
STD: CONTRACTOR FORMAT WITH STATE ACCEPTANCE 
The Contractor must develop and submit an Asset and Configuration Management Plan that describes the approach and processes for managing and versioning configuration items created during development, implementation, and maintenance and operations phases of the project.  The plan is part of an overall quality control program that promotes quality development and deployment of the SEFS solution and underlying infrastructure.  The plan defines types of items that must be under asset and configuration management control such as software code, configuration files, design documentation, and other supporting documentation; supports controlled changes to configuration items through well-defined processes; defines teams responsible for identifying and tracking configuration items, and for overseeing the asset and configuration management process; and identifies necessary tools that enable asset and configuration management.  
[bookmark: _Toc388984904][bookmark: _Toc410629670][bookmark: _Toc410826901][bookmark: _Toc438209428]WP:11-1 Service Operations Plan
The Contractor must develop and submit a Service Operations Plan that follows standards to develop or improve, integrate, and execute the following service operations processes:  
· Incident management process
· Problem management process
· Event management process
· Request fulfillment process 
· Access management process
· Technical Management process
This plan must also include:
· Processes to ensure timely system and service maintenance including remedial and preventive maintenance of any and all deliverables placed into production including all system hardware and software; 
· Processes to categorize defects and to identify Contractor response times to defects, based on impact to business functions to ensure that high impact defects are given a priority resolution status;
· Roles and responsibilities of the Contractor and State staff for System maintenance activities;
· Description of scope, duration and schedule of preventive maintenance;
· Approach to implementing service operations environment;
· Approach and methodology used to facilitate business continuity if an unplanned event occurs;
· Approach used to enable the IT service desk to process incidents caused by the System;
· Approach and strategy to enable security and access controls to solution components by users and customers;
· A strategy for ensuring timely maintenance activities for the System;
· Approach to integrate with and improve existing State service operation processes;
· Description of specific processes of service operations environment;
· Approach to ensuring timely maintenance activities for the System; 
· Approach to service operations of the System;
· Schedules and integration with other project milestones and activities; and
· Process to describe that all configuration items are identified and managed.
[bookmark: _Toc388984905][bookmark: _Toc410629671][bookmark: _Toc410826902][bookmark: _Toc438209429]WP:11-2 Service Operations and Maintenance Report
STD: CONTRACTOR FORMAT WITH STATE ACCEPTANCE 
The Contractor must develop a Service Operations and Maintenance Report that describes how service maintenance objectives are met as set in the Service Operations Plan and includes regular reporting on Service Level Objectives compliance.  The frequency of report development and submission will be agreed upon between the Contractor and State.
[bookmark: _Toc388984906][bookmark: _Toc410629672][bookmark: _Toc410826903][bookmark: _Toc438209430]D:11-1 Service Operations Manual
STD: CONTRACTOR FORMAT WITH STATE ACCEPTANCE 
The Contractor will develop and submit a Service Operations Manual that describes how service operations will coordinate and carry out the activities and processes required to deliver and manage services at agreed upon levels to business users and customers as described in the Service Operations Plan.  This plan must also describe how the Contractor will adhere to change management objectives after the SEFS solution is introduced into the production environment.  
[bookmark: _Toc388984907][bookmark: _Toc410629673][bookmark: _Toc410826904][bookmark: _Toc438209431]D:11-2 Help Desk Plan
STD: CONTRACTOR FORMAT WITH STATE ACCEPTANCE 
The Contractor must develop and submit a Help Desk Plan that describes how the Contractor will ensure that the IT Help Desk required in Exhibit 3, Service Level Agreement, can process incidents that are caused by, or related to, the System.
This plan must include steps on how the service desk staff will:
· Log all relevant incidents/service requests
· Provide first level investigation and diagnosis of incidents
· Identify incidents that can be resolved at first level
· Escalate incidents or requests that they cannot resolve within the SLA
· Keep users informed of progress
· Close all resolved incidents, requests, or other calls
· Be trained on first level, second level, and vendor resolutions
· Ensure high quality and fast turn-around of customer requests.
· Provide management information for decision support
[bookmark: _Toc388984908][bookmark: _Toc410629674][bookmark: _Toc410826905][bookmark: _Toc438209432]D:11-3 Disaster Recovery Plan
STD: CONTRACTOR FORMAT WITH STATE ACCEPTANCE 
[bookmark: _Toc379885954]The Contractor must develop and submit a Disaster Recovery Plan that documents the set of procedures to be used to recover and protect the FPPC SEFS IT infrastructure in the event of a disaster.  The plan must be a comprehensive set of steps to be taken before, during and after a disaster.  The objective of the plan is to minimize downtime and data loss.  The primary objective is to protect the State in the event that all or part of the SEFS application is rendered unusable.  The plan must include a detailed risk assessment; what preventative measures will be put in place; establishing priorities for processing and operations, determining specific recovery strategies and procedures (including recovery time objectives and recovery point objectives); identifying specific testing criteria and procedures; and how the Contractor will test the Disaster Recovery Plan to ensure it will be successful.
[bookmark: _Toc388984909][bookmark: _Toc410629675][bookmark: _Toc410826906][bookmark: _Toc438209433]WP:12-1 Knowledge Transfer Management and Training Plan
[bookmark: _Toc379885959]STD: CONTRACTOR FORMAT WITH STATE ACCEPTANCE 
The Contractor will develop and submit a Knowledge Transfer Management and Training Plan that describes how the Contractor intends to conduct, assess, and report knowledge transfer and training activities.  It must present the approach, methodology, requirements, and plan for providing skill and knowledge development opportunities to the State staff involved with the System or deliverables.  Because the purpose of the Knowledge Transfer Management and Training Plan is to act as the skill and knowledge transfer roadmap, the Contractor and the State will use this plan to design and conduct learning activities.  The State and the Contractor will also use this plan to track and evaluate knowledge transfer progress and success.  
The plan must include, at a minimum, the following aspects of Knowledge Transfer Management:
· Introduction and overview; 
· Roles and responsibilities;
· Requirements for knowledge transfer with formal training, informal training, and on-the-job training;
· Curriculum plan for formal training including identification of the training curriculum; assigned resources for the courses; training duration; and method of delivery;
· Quality management and metrics;
· Schedules, timeline and milestones;
· Knowledge transfer management support and tools including system resources and tools to be used;
· Training on requirements management activities;
· Training on project technical components and solutions; and
· Describe methods to establish a skills baseline and validate the quality and effectiveness of knowledge transfer processes.
[bookmark: _Toc388984910][bookmark: _Toc410629676][bookmark: _Toc410826907][bookmark: _Toc438209434]D:12-1 knowledge transfer Tools and Training Materials
STD: CONTRACTOR FORMAT WITH STATE ACCEPTANCE 
The Contractor must develop and submit Knowledge Transfer Tools and Training Materials that provide the structure and repository for the available training materials associated with the Project’s Knowledge Transfer Management and Training Plan formal and informal training sessions.  It presents the approach and requirements for capturing the materials related to each training session, as well as the plan for augmenting the deliverable on an on-going basis.
This deliverable must include:
· Identification and location of all materials related to Knowledge Transfer Management and Training Plan deliverables;
· Resources required for training such as accommodations, hardware, materials and a list of personnel required to attend training by title and function;
· A listing of the instructors and their skill levels;
· A training schedule including training session title, trainer, location, date, time, and staff required;
· Curriculum outline; and
· Method of delivery (such as, web-based or classroom) and provisions for delivery of all training materials for each trainee.
[bookmark: _Toc388984911][bookmark: _Toc410629677][bookmark: _Toc410826908][bookmark: _Toc438209435]D:12-2 Final system acceptance criteria and plan
STD: CONTRACTOR FORMAT WITH STATE ACCEPTANCE
Prior to the State providing Acceptance of the System, the State must be able to validate that all required activities are complete, the system is fully operational, and that end-users are able to use the System successfully.  Therefore, the Contractor must develop and provide a Final System Acceptance Criteria and Plan that describes all processes, plans, Deliverables, Work Products, and Services that must be complete and accepted by the State in order to determine that the System is ready for Final System Acceptance (e.g., training; knowledge transfer; testing; operational plans; etc.).  In addition, the document must include system performance acceptance criteria that must be met to demonstrate to the State that the System is stable and operating as intended (e.g., the System must have no more than one Severity Level 1 defect within a one-month period of time and the defect must have been corrected in the required amount of time per the Service Level Agreement; the System meets all functional and technical requirements; the System meets availability criteria in the Service Level Agreement; etc.).  This document must be developed early on in the System development life cycle and agreed upon by both the State and the Contractor through the normal Deliverable acceptance process.  The agreed upon criteria will represent the project vision and view of the end stage product. 
[bookmark: _Toc410629678][bookmark: _Toc410826909][bookmark: _Toc438209436]D:12-1 Final System Acceptance Certification
At which time it can be determined that: 1) all items documented in the Final System Acceptance Criteria and Plan have been completed and accepted by the State, and 2) the Contractor believes the System is ready for Final System Acceptance, the Contractor may submit a document certifying the System is ready for final Acceptance.  The State will validate this claim against the approved DED, all criteria contained in the Final Acceptance Criteria and Plan, and provide approval of the certification if all acceptance criteria are met. State approval of the certification document is approval of this Milestone.
Upon State approval of this Milestone, the Contractor may bill for completion of this Deliverable (see Section 15.2 Payment.)
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Problems or issues shall normally be reported in regular status reports or in-person meetings.  The parties acknowledge and agree that certain problems or issues may arise that cannot be solved at the lowest level and therefore justify escalated reporting.  To this extent, the Contractor Contract Manager shall notify the State Project personnel at the first level.  The first level State Project personnel reviews the problem or issue to determine if it may be resolved or needs to be escalated.  The Project escalation levels are:
[image: ]
9. [bookmark: _Toc388984914][bookmark: _Toc410629680][bookmark: _Toc410826911][bookmark: _Toc438209438]Equipment and Software
9.1. [bookmark: _Toc388984917][bookmark: _Toc385186816][bookmark: _Toc410629682][bookmark: _Toc410826913][bookmark: _Toc438209439]Software Delivery  
Upon the terms and subject to the conditions of this Agreement, Contractor will deliver to the State the Software listed in the FPPC IFB # 8620-006 Cost Workbook, Tab 3, Software Costs.   
9.2. [bookmark: _Toc388984919][bookmark: _Toc385186818][bookmark: _Toc438209440]Compatibility
Notwithstanding anything in this Agreement to the contrary, Contractor will ensure that the software is upgradeable and upwardly compatible with future models, releases or versions of the Contractor selected equipment. 
9.3. [bookmark: _Toc385186819][bookmark: _Toc388984920][bookmark: _Toc438209441]Source Code
9.3.1. [bookmark: _Toc388984921][bookmark: _Toc410629683][bookmark: _Toc410633670][bookmark: _Toc438209442]Custom Software Source Code
[bookmark: _Toc388984922]Contractor will deliver to the State the source code for all the Custom Software, at no additional cost, on a media format acceptable to the State upon the occurrence of any of the following events:
· At the request of the State;
· Upon Final System Acceptance
· Upon completion of the Warranty Period; or 
· Upon the termination of the Operations and Maintenance period. 
The State may access and use the source code for Custom Software to correct, update, upgrade, modify, enhance, create derivative works of, and otherwise maintain the software for the purposes contemplated and permitted in this Agreement.
9.3.2. [bookmark: _Toc259103918][bookmark: _Toc259169746][bookmark: _Toc259170059][bookmark: _Toc259170363][bookmark: _Toc259170668][bookmark: _Toc259170913][bookmark: _Toc259103920][bookmark: _Toc259169748][bookmark: _Toc259170061][bookmark: _Toc259170365][bookmark: _Toc259170670][bookmark: _Toc259170915][bookmark: _Toc259103922][bookmark: _Toc259169750][bookmark: _Toc259170063][bookmark: _Toc259170367][bookmark: _Toc259170672][bookmark: _Toc259170917][bookmark: _Toc259103924][bookmark: _Toc259169752][bookmark: _Toc259170065][bookmark: _Toc259170369][bookmark: _Toc259170674][bookmark: _Toc259170919][bookmark: _Toc388984924][bookmark: _Toc410629686][bookmark: _Toc438209443]Reliance
Contractor represents that the System requires no hardware, software or services other than as provided or specified by the Contractor pursuant to this Agreement for the full operation and use of the System in accordance with the system requirements.  
10. [bookmark: _Toc410629687][bookmark: _Toc410826915][bookmark: _Toc438209444]Warranty Period
The warranties described in this section including subsections shall be in addition to those warranties contained in Section 18 entitled “Warranty” of the General Provisions, Information Technology (GSPD-401IT).
After Final System Acceptance, the State requires a one (1) year Warranty Period.  During the Warranty Period, the Contractor warrants to the State that: (a) the System will meet all criteria contained in the Final System Acceptance Criteria and Plan and perform all the functions and operate in accordance with this Agreement, including, but not limited to the System Requirements and Documentation; (b) the System will be fully operational and usable, free from all material defects in materials and workmanship, in accordance with the terms and conditions of this Agreement (Final System Acceptance Criteria and Plan); (c) the System and each module, component and function thereof will fully interoperate with the Interfacing Systems; (d) the System and the performance of the Services will comply with all Acceptance Criteria and State requirements set forth in the Statement of Work and be free of harmful code.  Without limiting the generality of the foregoing, if the State believes that harmful code may be present in any Commercial Software delivered hereunder, the Contractor will, upon the State’s request, provide a new or clean install of the Software.  The State’s approval of designs or specifications furnished by the Contractor shall not relieve the Contractor of its obligations under this warranty; (e) each item of Commercial Software will perform in accordance with its license and accompanying Documentation and will not infringe or violate any U.S. Intellectual Property Right; and (f) the Services will comply with the Service Requirements.  Contractor will promptly notify the State when it becomes aware of any material problems or difficulties concerning the System’s ability to meet the Final System Acceptance Criteria and Plan and the requirements of this Agreement.
10.1. [bookmark: _Toc410629689][bookmark: _Toc410826916][bookmark: _Toc438209445]Specific Warranties
Contractor represents and warrants that:
a. The System, upon delivery of each component thereof and at all times thereafter, will be free and clear of all liens, restrictions, claims, charges, security interests, or other encumbrances of any nature whatsoever which might materially and adversely impact State use of the Software hereunder;
b. No approval, authorization, consent, permission, or waiver to or from, or notice, filing, or recording to or with, any person, entity or governmental authority is necessary for the execution and delivery of this Agreement and the rights and licenses granted hereunder;
c. No claim, action, suit, proceeding, inquiry, hearing, arbitration, administrative proceeding, or investigation (collectively, “Litigation”) is pending or threatened against Contractor, its present or former directors, officers, or employees, adversely affecting, involving, or relating to the System or the Services; Contractor knows of no facts that could reasonably be expected to serve as the basis for Litigation against itself, its present or former directors, officers, or employees, affecting, involving, or relating to the System or the Services;
d. There is no outstanding or threatened order, writ, injunction, or decree of any court, governmental agency, or arbitration tribunal against the Contractor adversely affecting, involving, or relating to the System or the Services to be performed hereunder, and Contractor is not in violation of any applicable federal, state, or local law, regulation, ordinance, governmental restriction, order, judgment, or decree affecting, involving, or relating to the System or the Services;
e. The Documentation will at all times be complete, accurate and correct and will comport with generally accepted industry standards in describing the proper procedures for operating the System, and will provide sufficient information to enable State personnel to operate the System;
f. Neither the execution nor performance of this Agreement, nor the licenses granted hereunder, will conflict with or violate any other license, instrument, contract, agreement, or other commitment or arrangement to which the Contractor is a party or by which the Contractor is bound.
10.2. [bookmark: _Toc410629690][bookmark: _Toc410826917][bookmark: _Toc438209446]Remedies for Breach of Warranties 
For any breach of the warranties provided herein, the State’s exclusive remedy and Contractor’s sole obligation will be limited to:
a. Re-performance, repair, or replacement of the nonconforming Deliverable, Work Product (including without limitation an infringing Deliverable) or Service, and any Deliverable or Service that would require material correction as a result of such re-performance, repair or replacement of the non-conforming Deliverable, Work Product or Service in order for the System to conform to the warranties herein, at no additional charge to the State;
b. If Contractor cannot provide the remedies in Section 6.9.a above within a mutually agreed period of time not to exceed 60 calendar days, and subject to the State’s consent in its discretion, a refund of all amounts paid by the State for the nonconforming Deliverable, Work Product or Service, and payment to the State of any additional amounts necessary to equal its Cost to Cover with respect to the non-conforming Deliverable, Work Product or Service.
11. [bookmark: _Toc388984927][bookmark: _Toc410629691][bookmark: _Toc410826918][bookmark: _Toc438209447]Operations and Maintenance Period
The Contractor will provide Operations and Maintenance Services to the State, at no additional charge, during the Warranty Period, as provided in Section 10.2.  Thereafter, the Contractor will be paid to perform Operations and Maintenance Services according to monthly fees documented in FPPC IFB # 8620-006 Cost Workbook. Specifically, annual costs in the worksheets will be divided by twelve to obtain a monthly cost that may be charged for successful delivery of Services.  Contractor will maintain the System to be in compliance with the mutually agreed upon criteria contained in the Final Acceptance Criteria and Plan correct defects in materials and workmanship, and remedy any software failure or any other failure, malfunction, defect or nonconformity in the System, including failures to meet the System Requirements.  Contractor will not be responsible for the cost of remedying failures due solely to the negligence, errors or omissions of State personnel (unless acting on the instruction or recommendation of the Contractor), but Contractor will remedy such failures at the hourly rate listed in the FPPC IFB # 8620-006 Cost Worksheets, Unanticipated Tasks, Hourly Rate Sheet, if requested by the State in writing to do so.
12. [bookmark: _Toc388984928][bookmark: _Toc410629692][bookmark: _Toc438209448][bookmark: _Toc410826919]Software Updates and Enhancements  
As approved by the State, during the Warranty Period and as part of Operations and Maintenance Services, Contractor will provide to the State all software updates, including all documentation, for the Software, including the commercial software, as they are made generally available to the Contractor’s customers and the Contractor’s licensor’s customers.  Such software Updates will comply with the performance and Warranty requirements for the Software under this Agreement.  Contractor will provide to the State all Software Updates necessary to ensure that the software remains compatible with newly-released and generally available versions of the commercial software that the State uses in conjunction with the Software, compatible with future models, releases or versions of equipment proposed by the Contractor.  Such Software Updates will be accompanied by documentation describing their functionality and will at a minimum comply with the performance and Warranty requirements for the Software under this Agreement.  The State reserves the right to not have an update/upgrade performed. The State will not be more than three (3) updates/upgrades behind the most current version. Contractor will nonetheless continue to maintain and support the Software and documentation then being used by the State.  Contractor will ensure that no Software Update will materially degrade the functionality, capabilities or features of the Software at the time of release and is compatible with System Equipment in use by the State.  To the extent the Commercial Software is updated, Contractor will update all Software to reflect such updated Commercial Software, and if any Commercial Software is no longer available or supported, the Contractor will make such modifications to the remaining Software so as to provide the State with continued functionality of the System as described herein. 
Service Level Commitments and Deficiency Charges: The Contractor commits to meet the service level requirements specified in Section 5 of the IFB and agrees to pay the related deficiency charges specified in Section 5.1 Liquidated Damages—General of the IFB as long as the State’s version is not behind more than 3 upgrades.  
13. [bookmark: _Toc388984931][bookmark: _Toc410629693][bookmark: _Toc410826920][bookmark: _Toc438209449]Mitigation of Delays
The Schedule shall not change as a result of time required by the Contractor to correct Deficiencies, unless otherwise agreed beforehand in writing by the State.  However, the Schedule shall be extended on a day‑to‑day basis (or such other number of days as mutually agreed between the parties, pursuant to the process set forth in Section 3 Change Control Process, to the extent that the State’s review of a Deliverable/Work Product and review of corrections of Deficiencies in accordance with the Acceptance process is longer than described in the Schedule.  The Contractor shall continue to perform its obligations that are not affected by the State review and shall mitigate any impact on the Contractor from such delays caused by the State, e.g., redirecting its staff to perform other tasks, to the extent reasonably possible.  To the extent it cannot redirect staff and mitigate such impacts, then an adjustment to the Schedule will be made, if appropriate, based upon the State Project Manager’s reasonable consideration of all relevant circumstances, including but not limited to the Contractor’s opportunity and efforts to mitigate the effect of the impact and if the State’s failure to perform is not due to an event beyond the reasonable control of the State.
14. [bookmark: _Toc388984932][bookmark: _Toc410629694][bookmark: _Toc438209450][bookmark: _Toc370967733]Staffing
The staff of any provider of Services under this Contract shall be experienced and fully qualified to engage in the activities and perform the Services required under this Contract. 
Contractor’s Key Staff must be dedicated to this project during the contract period of performance, unless Contractor receives written approval in advance from the State.  The Contractor will not, without State’s prior written consent, reassign any Key Staff to perform other functions if doing so would require the alteration or reduction of such personnel’s contribution to, or involvement with, Contractor’s obligations under this Contract. 
14.1. [bookmark: _Toc388984933][bookmark: _Toc385073469][bookmark: _Toc379888295][bookmark: _Toc379883566][bookmark: _Toc410629695][bookmark: _Toc410826922][bookmark: _Toc438209451]Staff Replacement
The Contractor shall not reassign personnel assigned to this Contract during the term of the Contract without notification to the State SEFS Project Manager and prior written approval by the State Project Executive or designee. 
At the State’s request or if a Contractor’s staff becomes unable to perform duties due to illness, resignation, or other factors beyond the Contractor’s control, the Contractor shall make every reasonable effort to provide a substitute. 
The State may request, after consultation with the Contractor, that the Contractor remove any Contractor employees or Subcontractor employees who the State identifies as being unacceptable due to poor performance, disrupting the progress on the project, or in violation of applicable laws. If a Contractor employee or Subcontractor employee is removed from the project, the Contractor shall have up to thirty (30) calendar days to find a replacement for approval by the State and must follow the Staff Replacement procedure.
The Contractor’s request to replace Key and Additional Staff must be approved in writing prior to the replacement staff beginning work. The State will have ten (10) State business days to either accept or deny the staff replacement request. 
Replacement staff shall participate in an interview. Unless agreed to otherwise with the State Project Executive or designee, a staff position may not be vacant for more than 30 calendar days.  Any period longer than 30 calendar days may be considered a material breach of the Contract.  
The Contractor must submit the following for approval to replace a staff position:
· Revised Key and Additional Staff Roster;
· Contractor additional/substitute staff request in writing;
· A résumé for the proposed replacement staff;
The submission will be reviewed by the State Project Executive or designee to ensure replacement staff meet or exceed the submitted mandatory staff qualifications for the staff position they are replacing. The State Project Executive or designee will review the forms received and if the substitution is approved, will sign the FPPC Contractor Substitute Request Form.  Upon approval, the State Project Manager will return the signed request to the Contractor as formal approval.  Approval will not be unreasonably withheld.  The State reserves the right to disapprove the replacement staff.  The replacement staff may begin work upon the Contractor’s receipt of the State approved request. 
If the State Project Executive or designee rejects the proposed replacement staff, the Contractor must propose a new replacement staff and follow the same process and timeframe as stated above. 
The Contractor must use the hourly rates contained in the Contractor’s response to FPPC IFB # 8620-006 Cost Worksheets, Hourly Rate Sheet throughout the term of the contract for all Key and Additional Staff and their replacements if any when used to perform Unanticipated Tasks. 
Replacement of Key Staff must follow the procedure for all staff with the additional requirement that there must be a 10-day overlap of duties for both the incumbent and the replacement personnel to facilitate knowledge transfer and training.  This requirement may be waived by the State if it is determined the circumstances are reasonably beyond the control of the Contractor.  Any deviation from this requirement may be considered a material breach of the Contract.
15. [bookmark: _Toc388984934][bookmark: _Toc410629696][bookmark: _Toc410826923][bookmark: _Toc438209452]BUDGET DETAIL AND PAYMENT PROVISIONS
15.1. [bookmark: _Toc388984935][bookmark: _Toc385179882][bookmark: _Toc325620676][bookmark: _Toc292209907][bookmark: _Toc292208123][bookmark: _Toc292207801][bookmark: _Toc292207577][bookmark: _Toc410629697][bookmark: _Toc410826924][bookmark: _Toc438209453][bookmark: _Toc370967734][bookmark: _Toc360890578]Withhold
All Deliverables Payments will be subject to a ten (10) percent withhold which will be paid in full to the Contractor at Final System Acceptance. 
15.2. [bookmark: _Toc388984936][bookmark: _Toc385179883][bookmark: _Toc410629698][bookmark: _Toc410826925][bookmark: _Toc438209454]Payment
The Contract contains specific items which may be invoiced according to completion criteria.  Types of costs that can be invoiced include:
1. One-time costs for software licenses may be invoiced upon Acceptance by the State.  In order to achieve Acceptance, all hosting services must be implemented, functional and transferred to the State.  Software licenses must be fully described in a document, including type, function and number of licenses, and transferred to the State before Acceptance. 
1. Completion and State approval of those tasks designated as Deliverables in Section 7.  Upon receipt of written Deliverable Acceptance for each individual Deliverable, the Contractor may invoice immediately for each approved Deliverable.
Upon receiving State approval of each individual project Deliverable, the Contractor may invoice immediately for each approved Deliverable per the FPPC IFB # 8620-006 Cost Workbook, Tab 5, Implementation Costs. 
1. Unanticipated Tasks may be invoiced on a fixed price basis as documented on the approved Work Authorization upon completion and State acceptance of the Unanticipated Task.
1. Operations and Maintenance may be billed in arrears on a monthly basis per the FPPC IFB # 8620-006 Cost Workbook, Tab 6, Support Costs. Adjustments must be made for non-compliance with any and all Service Level Objectives in the Service Level Agreement. 
1. Annual Software and End-User License fees may be invoiced annually per the FPPC IFB # 8620-006 Cost Workbook, Tab 3, Software Costs at the anniversary date of license acquisition.
15.3. [bookmark: _Toc388984937][bookmark: _Toc410629699][bookmark: _Toc410826926][bookmark: _Toc438209455]Invoicing
1. For Deliverables approved by the State, and upon receipt and approval of the invoices, the State agrees to compensate the Contractor in accordance with the rates specified in FPPC IFB # 8620-006 Cost Workbook.  Incomplete or disputed invoices shall be returned to the Contractor, unpaid, for correction.
1. Invoices shall be itemized per FPPC IFB # 8620-006 Cost Workbook, shall include this Agreement Number, and shall be signed and submitted in triplicate not more frequently than monthly in arrears to:

Fair Political Practices Commission	
Attn: Jue Wang
428 J Street, Suite 620
Sacramento, CA 95814

1. Invoices shall include the following information:
1. Agreement number
1. Invoice number
1. Invoice date
1. Itemized invoice amount
1. State sales tax and/or use tax shall be itemized separately and added to each invoice as applicable.
1. A certification statement signed by a company official, attesting to the accuracy of the invoice data.
1. Product details (e.g., manufacturer, model, version, any unique identification number, serial number, date of delivery or installation, location, time period of warranty or maintenance agreement, shipping, and identification of any pre-installed software on Equipment including manufacturer, serial number, and/or version).
1. Training details (e.g., class name, number, location, staffing charges, non-staff charges).
1. A copy of the State’s Acceptance of the Deliverable
1. The State shall provide written approval of all Deliverables on all invoices.  
15.4. [bookmark: _Toc410629700][bookmark: _Toc410826927][bookmark: _Toc438209456][bookmark: _Toc388984938][bookmark: _Toc385179884][bookmark: _Toc370967736][bookmark: _Toc360890580]Budget Contingency Clause
It is mutually agreed that if the Budget Act of the current year and/or any subsequent years covered under this Agreement does not appropriate sufficient funds for the program, this Agreement shall be of no further force and effect.  In this event, the State shall have no liability to pay any funds whatsoever to Contractor or to furnish any other considerations under this Agreement and Contractor shall not be obligated to perform any provisions of this Agreement.
If funding for any fiscal year is reduced or deleted by the Budget Act for purposes of this program, the State shall have the option to either cancel this Agreement with no liability occurring to the State, or offer an agreement amendment to Contractor to reflect the reduced amount.
15.5. [bookmark: _Toc410629701][bookmark: _Toc410826928][bookmark: _Toc438209457]Prompt Payment Clause
Payment will be made in accordance with, and within the time specified in, Government Code Chapter 4.5, commencing with Section 927. 
15.6. [bookmark: _Toc388984939][bookmark: _Toc385179885][bookmark: _Toc370967737][bookmark: _Toc360890581][bookmark: _Toc410629702][bookmark: _Toc410826929][bookmark: _Toc438209458]Cost Limitation
Total amount of this Agreement shall not exceed the amount specified on the STD 213, Standard Agreement.
15.7. [bookmark: _Toc438209459][bookmark: _Toc360890583][bookmark: _Toc370967739][bookmark: _Toc385179887][bookmark: _Toc388984941][bookmark: _Toc410629703]Rate Escalation
Bidders proposed rates shall be fixed for the first three years of the contract.  The State recognizes that there may be an increase during the contract of software and maintenance rates at specified times, the estimated cost to the State of those increases will be added to the bid cost.  The escalated cost will be for the remaining optional three years and is not to exceed 3%.  The costs will be calculated as follows using the percentage of increase indicated on the cost worksheets by the Bidder. Example (1+_% of increase) x (previous year rate) x (no. of months).  This increase is a one-time only increase.  The Contractor must formally request this increase in writing to the State's designee.
15.8. [bookmark: _Toc410826930][bookmark: _Toc438209460]Travel and Per Diem
The State will not reimburse any firm, the Contractor, or persons for travel and/or per diem. Some travel may be required as per the bid to any or all of the locations listed in Section 1.6 (Location and Availability) and will be at the Contractor’s expense.  
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[bookmark: _Toc438209461]Appendix 1  Cloud Computing Services Special Provisions
(Software as a Service)
Please use the following link to obtain the Cloud Computing Services Special Provisions.
http://www.documents.dgs.ca.gov/pd/poliproc/CLOUDCOMPUTINGSERVICESSPECIALPROVISIONS_14_0903.docx
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[bookmark: _Toc438209462]Appendix 2 – Service Level Agreement for Hosting at Department of Technology, Office of Technology Services
1. [bookmark: _Toc69198753][bookmark: _Toc438209463]Service Levels
1.1. [bookmark: _Toc69198754][bookmark: _Toc438209464]Scope
The scope of these Service Levels is intended if the solution is hosted at the Department of Technology, Office of Technology Services (OTech).  This section of the IFB details FPPC’s Minimum Acceptable Service Levels required from its Contractor, as well as related Contractor responsibilities such as service level monitoring and reporting. 

This Service Level Agreement covers the following service categories:
Service level objectives
Service levels
SEFS system environment
Production system availability
Application support
Business operations support

For each service within scope, this Service Level Agreement describes specific services, performance targets and committed service levels that are to be used to monitor the overall effectiveness of the services provided by the Contractor.

1.2. [bookmark: _Toc69198755][bookmark: _Toc438209465]Service Level Roles and Responsibilities
As previously stated, FPPC intends the Contractor to work directly with the Department of Technology, Office of Technology Services (OTech) concerning OTech’s participation in the SEFS solution.  FPPC understands that OTech will have primary responsibility for several components of the SEFS solution, the Contractor will have primary responsibility for several components of the SEFS solution, and that OTech and the Contractor will have shared responsibility for several components of the SEFS solution.  FPPC desires these divisions of labor to be transparent, as much as is practical, to both end users and FPPC management.  Some of the primary responsibilities of OTech and the Contractor include: 
OTech (primary responsibility)
Billing and invoicing for OTech services directly to FPPC
Maintenance and operations of data center hardware, including refresh
Networks (WAN)
Backup and recovery
Disaster recovery
Contractor (primary responsibility)
· Billing and invoicing for Contractor services directly to FPPC
· Initial setup and deployment of solution within the data center
· Application and other SEFS software components maintenance and operations
· Database operations to include database administration
· Web pages operations and content (in coordination with FPPC)
· Performance management monitoring and reporting for total SEFS solution
· Integration of OTech and Contractor help desk services such that the Contractor is the FPPC’s single point of contact for help desk services.  
1.3. [bookmark: _Toc69198756][bookmark: _Toc438209466]Definitions
The following definitions, severity levels and service levels must be included in and supported by the Contractor’s Service Level Agreement with FPPC.
SEFS Service Level Agreement Definitions, Severity Levels and Service Levels
	Item
	Definition

	Abandonment
	Calls that enter the Help Desk queue and "hang up."

	Availability
	The percentage of time the service is fully operational. Availability represents a measure of the fraction of time during a defined period when the service provided is deemed to be better than the defined Quality of Service (QoS) threshold (Gold, Silver, and Bronze).
Availability (%) = 100% - Unavailability (%)
Where Unavailability is defined as:
        Outage Duration x 100%       
Schedule Time – Planned Outages (i.e. agreed maintenance)

	Business Days/Hours or Prime Time
	FPPC Staff:  From 8:00 a.m. through 5:00 p.m. during weekdays, Monday through Friday, except for State holidays
Participants:  From 6:00 a.m. through 7:00 p.m. Monday through Sunday, except for major holidays
Internet Customers:  Monday – Sunday; 24x7, except for planned outages
The filing season’s peak demand occurs February through May each year.

	Call Back
	Follow-up call to Authorized Users after trouble ticket is closed to determine level of Authorized User satisfaction.

	Escalation Process
	The process that FPPC or the Contractor can trigger in order to escalate the problem in the event that either the time to respond or the time to resolve is missed.

	Facility
	A distinct building or group of buildings served by a single network connection.

	First Contact
	Initial contact with a Call Center agent for a service request or problem.

	Frequency of FPPC Update
	The frequency with which the Contractor will communicate with FPPC during the problem resolution process, in addition to the update while the problem is being recorded.  The Severity Level will determine the frequency of updates.  Updates will be communicated when there is a change in problem status or if the problem persists, or at intervals agreed upon by FPPC and the Contractor. 

	Help Desk Self Help
	Authorized User accessible problem and call report, inquiry, and management Tools (e.g. web based trouble ticket tracking).

	Holiday Service Level Adjustment or Non-Prime Time
	During State holidays or Non-Prime Time that fall on typical business days, response and restoration service level times have been adjusted to reflect reduced criticality.

	IMAC
	An installation, move, add or change, of a user, device, or segment of the network.

	Impacted Service
	The extent of service disruption, as defined by Severity levels.

	Implementation
	Includes execution of any Change Management Request and begins with the rollout of service to the first (including beta) user.

	Incident
	A single support issue, typically denoted by a request for service or identification of a problem.

	Manned Support
	The hours during which personnel must be available to provide Call Center support to Authorized Users. Such support includes answering phone calls and e-mails, opening trouble tickets, first call problem resolution, and categorizing and routing trouble tickets.

	Measurement Interval
	The period of time performance will be calculated.  This takes into consideration the impact of continuous outage. For example, a monthly measurement interval for a 99% Minimum Performance for a 7x24 system with 8 hours of weekly planned downtime would allow 6.4 hours of continuous outage with no other outages during that month. A weekly interval would allow only 1.6 hours of a continuous outage.

	Minimum Performance
	The lowest level of acceptable service performance before Weighting Factor applies for non-performance during a monthly period.

	Minimum Target
	The lowest level of acceptable service before Weighting Factor applies for non-performance during the reporting interval.

	Outage Duration/Incident Resolution Time
	Outage duration/incident resolution time starts from the time the Service Contractor or the customer identifies the problem by opening a trouble ticket until the problem is fixed and the service is restored.

	Outage Reporting
	Upon detection of a service outage, the contractor will notify the designated FPPC contact within the specified time-to-notify interval.

	Remote Site
	An Authorized User or group of less than 500 Authorized Users located within a single facility.

	Repeat Calls for Service
	A recurring failure of the same device, or request for same service, within 30 days.

	Reporting Interval
	The covered time span of a performance report.

	Response Time
	Duration between when a request for service or problem resolution is reported to the help desk and a support technician or engineer provides initial feedback to the customer.

	Response Time (Networks)
	Response time is the round-trip transit delay across the network from one terminating device to another.  The service contractor may use agents or instrumentation that measures the delay between sending a request and receiving a response.

	Root Cause Analysis
	A method of determining primary causes of recurring problems.

	Schedule
	All references to schedule (e.g., 0730 hours) in the service level requirement tables are PST.

	Scheduled Outages
	Will be approved by FPPC prior to Contractor interruption to service, regardless of outage day or time.

	Target
	The desired level of service FPPC is seeking for that particular service level requirement.

	Time-to-Answer
	Elapsed time once ACD or IVR routes call to live agent.

	Time to Resolve
	The elapsed time between the first contact between FPPC and the Contractor and resolution of the problem and restoration of functionality.

	Time to Respond
	The elapsed time between the first contact between FPPC and the Contractor and initiation of remedial work by the Contractor.

	User Account (Install, move, add or change)
	Completion of one or more steps necessary to establish or modify an account for an Authorized User, to include: ((Re)set up Authorized User login environment ; (Re)set up home directory and shared directory access; (Re)set up e-mail access ;(Re)set up permissions).

	[bookmark: _Toc69198757]Weighting Factor
	An offset to adjust the service payments by FPPC for non-performance.



1.4. [bookmark: _Toc438209467]Problem Severity Levels
Severity Levels define the impact of a problem on the ability of SEFS System users to perform their business.  Severity Level is based on business impact, the number of affected users, and the type of user.  The Bidder shall complete the Escalation Procedures associated with each Severity Level as described in the tables below:
Severity Level 1
	Impact.
	Frequency of FPPC Update
	Escalation Procedure

	Severe problem affecting production, demanding immediate attention
Normal service has been disrupted
Major system component inoperative
Total FPPC site failure
Multiple FPPC groups impacted
Critical FPPC groups impacted
Potential for loss of revenue
A computer virus incident affecting 5 or more users in a period of less than 60 minutes
	FPPC receives a status report within first hour and every two hours thereafter until resolved.
	Timeframe for invoking Escalation Process:
· To be completed by the Bidder



Severity Level 2
	Impact
	Frequency of FPPC Update
	Escalation Procedure

	· Partial Loss of Critical Business Function during normal business hours
· System operating with severe limitation
· Business Unit unable to perform any function
· Entire FPPC group impacted
· Critical FPPC group impacted
· Partial loss of functionality
· Persistent service degradation (e.g., unacceptably slow response times)
· An unscheduled incident that causes a non-Critical System to be unavailable to one or more FPPC or Program Participant Users
	FPPC receives a status report within two hours, and every three hours thereafter until resolved
	Timeframe for invoking Escalation Process:
· To be completed by the Bidder


Severity Level 3
	Impact
	Frequency of FPPC Update
	Escalation Procedure

	· Problem has low to moderate impact
· Business Unit able to function with reduced capacity or function
· Non critical FPPC group impacted
· Minimal impact system availability to FPPC
· A incident affecting less than five users
	FPPC receives a status report with the four hours and each business day thereafter 
	Timeframe for invoking Escalation Process:
· To be completed by the Bidder



1.4.1. [bookmark: _Toc438209468]Review and Adjustment to Service Levels
On an annual basis, FPPC and the contractor will review and adjust service levels if needed, including the components and the weighting factors of the service level for any given service.
1.5. [bookmark: _Toc69198758][bookmark: _Toc438209469]System Environment Service Levels
The selected Contractor will be expected to:
Help Desk – provide telephone and Web-based support for problem reporting and resolution.  It also includes tools, procedures and resources for logging, managing, resolving, escalating and dispatching resources to resolve problems with the SEFS software and connectivity supplied by the Contractor to FPPC and Program Participants.
Data Network Support – monitor, in conjunction with OTech CalCloud staff, performance to ensure it is within the CalCloud service levels.  Lead the effort to isolate the cause of performance issues.  Deploy resources to resolve problems that impact FPPC, contractors and government agencies who connect to the SEFS System.
Administration and Security – ensure development, deployment, and monitoring of procedures governing user access to physical and information resources of the SEFS System; it also includes management of the infrastructure to ensure secure, reliable access to network and information resources; monitoring of compliance with overall State and FPPC security requirements.
Backup and Recovery – ensure regular backups occur, both onsite and offsite, of SEFS system data; including annual disaster recovery testing.
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1.5.1. [bookmark: _Toc438209470]Help Desk 
This Service Level Agreement between the Contractor and FPPC includes the provision and integration of Help Desk Services.  The following table describes all Contractor committed service levels, measurable event and target levels for Help Desk Services.  The Contractor will manage and coordinate with OTech or any other entity in performing their activities.  The following service levels are applicable to 1st level (Program Participants only) and 2nd level and higher support.  
Help Desk Service Levels
	Measurable Event
	Service Level Requirement
	Calculation
	Measurement Interval

	Help Desk Call Answer – Prime Time (FPPC staff and Program Participants)
	90% of calls will be answered < 60 seconds by live person (The Contractor shall use automated Help Desk software to track and manage Help Desk calls).
	Number of calls answered / total calls  = "Service Level Attained (Average)
	Measure = Monthly; Report Period = Quarterly 

	Help Desk Call Answer – Non-Prime Time
	85% of calls will be answered < 60 seconds.
	Number of calls answered / total calls  = "Service Level Attained (Average)
	Measure = Monthly; Report Period = Quarterly 

	First Contact Resolution Rate (Prime Time) 
	70% First Call Resolution Rate; excluding scheduled outages for maintenance and support
	Number of calls resolved on the first call / total calls = "Service Level Attained" (Average)
	Measure = Monthly; Report Period = Quarterly 

	No Help Desk Lines Available (Prime Time and Non-Prime Time combined)
	Zero occurrences 
	Number of occurrences. (Average)
	Measure = Monthly; Report Period = Quarterly 

	Incident Closure Notice (via e-mail) (Prime Time and Non-Prime Time combined)
	95% Functional SLA PLUS 30 minutes of closure
	Number of closures / number of closure notices within 30 minutes (Average)
	Measure = Monthly; Report Period = Quarterly 

	Root Cause Analysis
	Provide 100% monthly review of Severity Level 1, Severity Level 2, and recurring problem areas and resolutions within 30 days.
	Monthly Root Cause Analysis / 12 (Average)
	Measure = Monthly; Report Period = Quarterly 


1.5.2. 

1.5.3. [bookmark: _Toc438209471]Data Network Support 
This Service Level Agreement between the Contractor and FPPC includes the monitoring of Data Network Support Services.  Data Network Support includes response to network availability problems that result from disruption or degradation of WAN, MAN, VPN, CalCloud or other data networks that support the SEFS System.  The Contractor will manage and coordinate with OTech and other entities in performing their activities.  The following table describes all Contractor committed service levels, measurable event and target levels for Data Network Support Services. 
Data Network Support Service Levels
	Measurable Event
	Service Level Requirement
	Calculation
	Measurement Interval

	Data Networks – Monitor Performance of Data Network Support Services during Prime Time
	Response
Severity 1:  95% within 30 minutes
Severity 2:  95% within 1 hour
Severity 3:  95% within 2 hours

	Performance = Actual time to respond (Average)
	Measure = Monthly; Report Period = Quarterly 

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	Data Networks – Monitor Performance of Data Network Support Services during Non-Prime Time
	Response
Severity 1:  90% within 1 hours 
Severity 2:  90% within 3 hours 
Severity 3:  90% within 6 hours

	Performance = Actual time to respond (Average)
	Measure = Monthly; Report Period = Quarterly 

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	



1.5.4. [bookmark: _Toc438209472]
 Administration and Security
This Service Level Agreement between the Contractor and FPPC includes the provision of Administration and Security.  The Contractor will manage their activities.  The following table describes all Contractor committed service levels, measurable event and target levels for Administration and Security.  
Administration and Security Service Levels
	Measurable Event
	Service Level Requirement
	Calculation
	Measurement Interval

	Password Resets (Prime Time)
	95% within 30 minutes of such request
	Performance = Actual time to respond (Average)
	Measure = Monthly; Report Period = Quarterly

	New User Account Requests
	95% within 2 business days of request
	Performance = Actual time to respond (Average)
	Measure = Monthly; Report Period = Quarterly

	Privilege Changes Requests
	95% within 2 business days of request
	Performance = Actual time to respond (Average)
	Measure = Monthly; Report Period = Quarterly

	Disable/Delete User Account(s) (Prime Time)
	95% within 24 hours of request
	Performance = Actual time to respond
	Measure = Monthly; Report Period = Quarterly

	Report detection of unauthorized or accidental modification, destruction, disclosure, loss, or access to automated files and databases, as well as incidents involving loss, damage, or misuse of information assets.
	Complete Incident Report and submit copies to the FPPC SEFS Project Manager, within twenty-four (24) hours of the incident
	Per incident
	Per incident



1.5.5. [bookmark: _Toc438209473]
Backup and Recovery 
This Service Level Agreement between the Contractor and FPPC includes the monitoring of Backup and Recovery Services.  The Contractor will manage and coordinate with OTech in performing their activities.  


State of California		IFB 8620-006
Fair Political Practices Commission		Bidder Response
8.1.1 
153

1.6. [bookmark: _Toc69198759][bookmark: _Toc438209474]Production System Availability Service Levels
This Service Level Agreement includes monitoring of availability of the production systems.  The production operations service provided by the Contractor to FPPC to support these business objectives includes:
Production System Availability – monitor and report overall or aggregate availability of production systems and services, including data networks, software, hardware, facilities and other system critical components.
Web Services – monitor and report availability of web site services to FPPC and Program Participants to include content delivery and transaction-based features of the site. 
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1.6.1. [bookmark: _Toc438209475]Availability Service Levels 
This Service Level Agreement between the Contractor and FPPC includes the provision and integration of CalCloud Services.  The Contractor will manage and coordinate with OTech in performing their activities.  The following table describes all Contractor committed service levels, measurable event and target levels for CalCloud Services, in coordination with OTech.  
Availability Service Levels
	Measurable Event
	Service Level Requirement
	Calculation
	Measurement Interval

	Critical Production Systems – Monitor and Report Aggregate Availability 
	Prime Time
Target 98% 
Non-Prime Time
Target 95%
(In total, the cumulative duration of loss of any mission essential function caused by either hardware or software failures shall not exceed the specified value. A mission essential function is any function or feature whose loss requires unscheduled maintenance or intervention (e.g. server/ workstation reboot) in order to continue normal operations.
	Available hours = 7 days by 24 hours per day and 365 days per year, less scheduled outages as agreed by FPPC; Calculation = Total available hours divided by total hours in measurement period; excluding Acts of God and factors outside of the Contractor’s control 
	Measure = Monthly;
Report Period = Quarterly

	Web Site / Services – Monitor and Report Availability
	Target 99%
	Available hours = 7 days by 24 hours per day and 365 days per year, less scheduled outages as agreed by FPPC; Calculation = Total available hours divided by total hours in measurement period; excluding Acts of God and factors outside of the Contractor’s control
	Measure = Monthly;
Report Period = Quarterly
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1.7. [bookmark: _Toc69198760][bookmark: _Toc438209476]Application Support Service Levels
This Service Level Agreement includes application maintenance and support of the SEFS System application. It deals with responding to application problems, carrying out preventative measures so that application and performance problems are averted, and deployment of application change requests.  In this context application problems and change requests fall into two categories – minor (those that require less than 10 effort days) and major (those that require more than 10 effort days).

The Application Support service includes:
Corrective Application Maintenance – this includes the repair of defects to enable applications, which are in production, to provide the required functionality and meet service levels.
Application Modification and Upgrades – this involves ensuring that application routine software version upgrades, as well as specific custom modifications requested by FPPC, are proactively addressed by the Contractor.
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1.7.1. [bookmark: _Toc438209477]Corrective Application Maintenance
This Service Level Agreement between the Contractor and FPPC includes the provision of Corrective Application Maintenance.  The Contractor will manage and coordinate with OTech in performing their activities.  The following table describes all Contractor committed service levels, measurable event and target levels for Corrective Application Maintenance.  
Corrective Application Maintenance Service Levels
	Measurable Event
	Service Level Requirement
	Calculation
	Measurement Interval

	Timely Resolution of Application Problems and Maintenance Service Requests
	Prime Time
Severity  1:  90% within 4 hours
Severity  2:  90% within 8 hours
Severity  3:  85% within 24 hours
Non-Prime Time
Severity 1:  80% within 4 hours
Severity 2:  80% within 8 hours
Severity 3:  80% within 24 hours
	Performance = Number of Tickets Closed within severity level timeframe / Total number of Tickets Closed 
Severity Level 1 - Number of requests resolved within 4 business hours / total calls * 100% = "Service Level Attained"
Severity Level 2 – Number of requests resolved within eight business hours / total calls * 100% = "Service Level Attained"
Severity Level 3 – Number of requests resolved within remaining hours in current business day + the next eight business hours / total calls * 100% = "Service Level Attained"
	Measure = Monthly; Report Period = Quarterly



1.7.2. [bookmark: _Toc438209478]
Application Modifications and Upgrade
This Service Level Agreement between the Contractor and FPPC includes the provision of Application Modifications and Upgrade. The Contractor will manage and coordinate with OTech in performing their activities.  The following table describes all Contractor committed service levels, measurable event and target levels for Application Modifications and Upgrade.  
Application Modifications and Upgrade Service Levels
	Measurable Event
	Service Level Requirement
	Calculation
	Measurement Interval

	Timely Proposal Development of Application Change Management Requests (CMR)
	Contractor Concurrence with FPPC Major/Minor Designation: Reply with formal concurrence, including any required negotiation, within 5 business days from the time that the request is submitted by FPPC.
Major Requests: Provide proposal to FPPC for 95% of all approved change management requests within 15 working days of FPPC CMR submittal.
Minor Requests: Provide proposal to FPPC for 95% of all approved change management requests within 10 working days of FPPC CMR submittal.
Urgent Request: Respond to request within 1 business day; complete request within timeline mutually agreed to by FPPC and Contractor.
	Performance = Number of Proposals provided within timeframe/Total change management requests 
	Measure = Monthly; Report Period = Quarterly

	Timely Resolution of Application Change Management Requests
	Meet projected deadlines for 85% of all approved change management requests
	Performance = Number of approved CMRs within timeframe / Total number of approved CMRs
	Measure = Monthly; Report Period = Quarterly
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[bookmark: _Toc438209479][bookmark: _Toc69198762]Appendix 3 – Service Level Agreement for Commercial Cloud Hosting Services
2. [bookmark: _Toc438209480]Service Level Agreements
[bookmark: _Toc438209481]2.1	Scope
The Contractor will submit Service Level Agreement (SLA) compliance/variance reports to FPPC by the second week of each quarter for the previous quarter. The SLA and supporting measurement and performance reports will be reviewed on a quarterly basis with attendance from Contractor management staff.
The standing agenda items will be:
Review the previous quarter’s service level results
Review of the Monthly Status Reports
Review the service delivery process
Discuss improvements in the process
Review the status of outstanding complaints
Review commendable performance
Discuss possible improvements to the service level targets
Performance Reporting
Detailed measurement and performance reports will be prepared by the Contractor and submitted to the FPPC contract manager as follows:
Monthly Status Report - intended to allow FPPC to monitor and track performance and calculate fee reductions and corrective assessments.  Service reviews may be called by either party as needed to ensure service level fulfillment.
Quarterly Service Level Report - will be made available to all involved parties/support groups participating in the regularly scheduled quarterly Service Level Agreement performance review.
Annual Service Level Report - will be made available to all involved parties/support groups participating in the annual Service Level Agreement performance review.

Reports will include all information referred to in the service level tables below, including but not limited to the raw calculation data.  All reports will be accessible electronically as well as in hard copy format.  The State’s designated contract manager will confer with the Contractor following the Department’s assessment of fee reductions and allow the Contractor to respond.  However, the State will be solely responsible for final determination of the fee reduction assessment.




8. [bookmark: _Toc438209482]Service Levels
1.1. [bookmark: _Toc438209483]Scope
The scope of these Service Levels is intended if the solution is hosted at a commercial cloud hosting service.  This section of the IFB details FPPC’s Minimum Acceptable Service Levels required from its Contractor, as well as related Contractor responsibilities such as service level monitoring and reporting. 

This Service Level Agreement covers the following service categories:
Service level objectives
Service levels
SEFS system environment
Production system availability
Application support
Business operations support

For each service within scope, this Service Level Agreement describes specific services, performance targets and committed service levels that are to be used to monitor the overall effectiveness of the services provided by the Contractor.

1.2. [bookmark: _Toc438209484]Service Level Roles and Responsibilities
FPPC intends the Contractor to work directly with the commercial cloud hosting service concerning participation in the SEFS solution.  The Contractor will have primary responsibility for all components of the SEFS solution.  Some of the primary responsibilities of the Contractor include: 
Contractor (primary responsibility)
· Billing and invoicing for services directly to FPPC
· Initial setup and deployment of solution 
· Application and other SEFS software components maintenance and operations
· Database operations to include database administration and maintenance
· Operating system
· Networks (WAN)
· Backup and recovery
· Disaster recovery
· Web pages operations and content (in coordination with FPPC)
· Performance management monitoring and reporting for total SEFS solution
· Integration of Contractor help desk services such that the Contractor is the FPPC’s single point of contact for help desk services.  
1.3. [bookmark: _Toc438209485]Definitions
The following definitions, severity levels and service levels must be included in and supported by the Contractor’s Service Level Agreement with FPPC.
SEFS Service Level Agreement Definitions, Severity Levels and Service Levels
	Item
	Definition

	Abandonment
	Calls that enter the Help Desk queue and "hang up."

	Availability
	The percentage of time the service is fully operational. Availability represents a measure of the fraction of time during a defined period when the service provided is deemed to be better than the defined Quality of Service (QoS) threshold (Gold, Silver, and Bronze).
Availability (%) = 100% - Unavailability (%)
Where Unavailability is defined as:
        Outage Duration x 100%       
Schedule Time – Planned Outages (i.e. agreed maintenance)

	Business Days/Hours or Prime Time
	FPPC Staff:  From 7:00 a.m. through 5:00 p.m. during weekdays, Monday through Friday, except for State holidays
Participants:  From 6:00 a.m. through 7:00 p.m. Monday through Sunday, except for major holidays
Internet Customers:  Monday – Sunday; 24x7, except for planned outages

	Call Back
	Follow-up call to Authorized Users after trouble ticket is closed to determine level of Authorized User satisfaction.

	Escalation Process
	The process that FPPC or the Contractor can trigger in order to escalate the problem in the event that either the time to respond or the time to resolve is missed.

	Facility
	A distinct building or group of buildings served by a single network connection.

	First Contact
	Initial contact with a Call Center agent for a service request or problem.

	Frequency of FPPC Update
	The frequency with which the Contractor will communicate with FPPC during the problem resolution process, in addition to the update while the problem is being recorded.  The Severity Level will determine the frequency of updates.  Updates will be communicated when there is a change in problem status or if the problem persists, or at intervals agreed upon by FPPC and the Contractor. 

	Help Desk Self Help
	Authorized User accessible problem and call report, inquiry, and management Tools (e.g. web based trouble ticket tracking).

	Holiday Service Level Adjustment or Non-Prime Time
	During State holidays or Non-Prime Time that fall on typical business days, response and restoration service level times have been adjusted to reflect reduced criticality.

	IMAC
	An installation, move, add or change, of a user, device, or segment of the network.

	Impacted Service
	The extent of service disruption, as defined by Severity levels.

	Implementation
	Includes execution of any Change Management Request and begins with the rollout of service to the first (including beta) user.

	Incident
	A single support issue, typically denoted by a request for service or identification of a problem.

	Manned Support
	The hours during which personnel must be available to provide Call Center support to Authorized Users. Such support includes answering phone calls and e-mails, opening trouble tickets, first call problem resolution, and categorizing and routing trouble tickets.

	Measurement Interval
	The period of time performance will be calculated.  This takes into consideration the impact of continuous outage. For example, a monthly measurement interval for a 99% Minimum Performance for a 7x24 system with 8 hours of weekly planned downtime would allow 6.4 hours of continuous outage with no other outages during that month. A weekly interval would allow only 1.6 hours of a continuous outage.

	Minimum Performance
	The lowest level of acceptable service performance before Weighting Factor applies for non-performance during a monthly period.

	Minimum Target
	The lowest level of acceptable service before Weighting Factor applies for non-performance during the reporting interval.

	Outage Duration/Incident Resolution Time
	Outage duration/incident resolution time starts from the time the Service Contractor or the customer identifies the problem by opening a trouble ticket until the problem is fixed and the service is restored.

	Outage Reporting
	Upon detection of a service outage, the contractor will notify the designated FPPC contact within the specified time-to-notify interval.

	Remote Site
	An Authorized User or group of less than 500 Authorized Users located within a single facility.

	Repeat Calls for Service
	A recurring failure of the same device, or request for same service, within 30 days.

	Reporting Interval
	The covered time span of a performance report.

	Response Time
	Duration between when a request for service or problem resolution is reported to the help desk and a support technician or engineer provides initial feedback to the customer.

	Response Time (Networks)
	Response time is the round-trip transit delay across the network from one terminating device to another.  The service contractor may use agents or instrumentation that measures the delay between sending a request and receiving a response.

	Root Cause Analysis
	A method of determining primary causes of recurring problems.

	Schedule
	All references to schedule (e.g., 0730 hours) in the service level requirement tables are PST.

	Scheduled Outages
	Will be approved by FPPC prior to Contractor interruption to service, regardless of outage day or time.

	Target
	The desired level of service FPPC is seeking for that particular service level requirement.

	Time-to-Answer
	Elapsed time once ACD or IVR routes call to live agent.

	Time to Resolve
	The elapsed time between the first contact between FPPC and the Contractor and resolution of the problem and restoration of functionality.

	Time to Respond
	The elapsed time between the first contact between FPPC and the Contractor and initiation of remedial work by the Contractor.

	User Account (Install, move, add or change)
	Completion of one or more steps necessary to establish or modify an account for an Authorized User, to include: ((Re)set up Authorized User login environment ; (Re)set up home directory and shared directory access; (Re)set up e-mail access ;(Re)set up permissions).

	Weighting Factor
	An offset to adjust the service payments by FPPC for non-performance.



1.4. [bookmark: _Toc438209486]Problem Severity Levels
Severity Levels define the impact of a problem on the ability of SEFS System users to perform their business.  Severity Level is based on business impact, the number of affected users, and the type of user.  The Bidder shall complete the Escalation Procedures associated with each Severity Level as described in the tables below:
Severity Level 1
	Impact.
	Frequency of FPPC Update
	Escalation Procedure

	Severe problem affecting production, demanding immediate attention
Normal service has been disrupted
Major system component inoperative
Total FPPC site failure
Multiple FPPC groups impacted
Critical FPPC groups impacted
Potential for loss of revenue
A computer virus incident affecting 5 or more users in a period of less than 60 minutes
	FPPC receives a status report within first hour issue is known and every hour thereafter until resolved.
	Timeframe for invoking Escalation Process:
· To be completed by the Bidder



Severity Level 2
	Impact
	Frequency of FPPC Update
	Escalation Procedure

	· Partial Loss of Critical Business Function during normal business hours
· System operating with severe limitation
· Business Unit unable to perform any function
· Entire FPPC group impacted
· Critical FPPC group impacted
· Partial loss of functionality
· Persistent service degradation (e.g., unacceptably slow response times)
· An unscheduled incident that causes a non-Critical System to be unavailable to one or more FPPC or Program Participant Users
	FPPC receives a status report within two hours, and every three hours thereafter until resolved
	Timeframe for invoking Escalation Process:
· To be completed by the Bidder


Severity Level 3
	Impact
	Frequency of FPPC Update
	Escalation Procedure

	· Problem has low to moderate impact
· Business Unit able to function with reduced capacity or function
· Non critical FPPC group impacted
· Minimal impact system availability to FPPC
· A incident affecting less than five users
	FPPC receives a status report with the four hours and each business day thereafter 
	Timeframe for invoking Escalation Process:
· To be completed by the Bidder



1.4.1. [bookmark: _Toc438209487]Review and Adjustment to Service Levels
On an annual basis, FPPC and the contractor will review and adjust service levels if needed, including the components and the weighting factors of the service level for any given service.
1.5. [bookmark: _Toc438209488]System Environment Service Levels
The selected Contractor will be expected to provide or integrate:
Help Desk – telephone and Web-based support for problem reporting and resolution.  It also includes tools, procedures and resources for logging, managing, resolving, escalating and dispatching resources to resolve problems with the SEFS hardware, software and connectivity supplied by the Contractor to FPPC and Program Participants.
Data Network Support – deployment of resources to resolve problems that impact FPPC, contractors and government agencies who connect to the SEFS System.
Administration and Security –d evelopment, deployment, and monitoring of procedures governing user access to physical and information resources of the SEFS System; it also includes management of the infrastructure to ensure secure, reliable access to network and information resources; monitoring of compliance with overall State and FPPC security requirements.
Backup and Recovery – regular backups, both onsite and offsite, of SEFS system data; it also includes annual disaster recovery testing.
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1.5.1. [bookmark: _Toc438209489]Help Desk 
This Service Level Agreement between the Contractor and FPPC includes the provision and integration of Help Desk Services.  The following table describes all Contractor committed service levels, measurable event and target levels for Help Desk Services.  The Contractor will manage and coordinate with cloud hosting service provider in performing their activities.  The following service levels are applicable to 1st level (Program Participants only) and 2nd level and higher support.  
Help Desk Service Levels
	Measurable Event
	Service Level Requirement
	Calculation
	Measurement Interval

	Help Desk Call Answer – Prime Time (FPPC staff and Program Participants)
	90% of calls will be answered < 60 seconds by live person (The Contractor shall use automated Help Desk software to track and manage Help Desk calls).
	Number of calls answered / total calls  = "Service Level Attained (Average)
	Measure = Monthly; Report Period = Quarterly 

	Help Desk Call Answer – Non-Prime Time
	85% of calls will be answered < 60 seconds.
	Number of calls answered / total calls  = "Service Level Attained (Average)
	Measure = Monthly; Report Period = Quarterly 

	First Contact Resolution Rate (Prime Time) 
	70% First Call Resolution Rate; excluding scheduled outages for maintenance and support
	Number of calls resolved on the first call / total calls = "Service Level Attained" (Average)
	Measure = Monthly; Report Period = Quarterly 

	No Help Desk Lines Available (Prime Time and Non-Prime Time combined)
	Zero occurrences 
	Number of occurrences. (Average)
	Measure = Monthly; Report Period = Quarterly 

	Incident Closure Notice (via e-mail) (Prime Time and Non-Prime Time combined)
	95% Functional SLA PLUS 30 minutes of closure
	Number of closures / number of closure notices within 30 minutes (Average)
	Measure = Monthly; Report Period = Quarterly 

	Root Cause Analysis
	Provide 100% monthly review of Severity Level 1, Severity Level 2, and recurring problem areas and resolutions within 30 days.
	Monthly Root Cause Analysis / 12 (Average)
	Measure = Monthly; Report Period = Quarterly 


1.5.2. 

1.5.3. [bookmark: _Toc438209490]Data Network Support 
This Service Level Agreement between the Contractor and FPPC includes the integration of Data Network Support Services.  Data Network Support includes response to and resolution of network availability problems that result from disruption or degradation of WAN, MAN, VPN, data center or other data networks that support the SEFS System.  The Contractor will manage and coordinate with the cloud hosting service provider in performing their activities.  The following table describes all Contractor committed service levels, measurable event and target levels for Data Network Support Services.
Data Network Support Service Levels
	Measurable Event
	Service Level Requirement
	Calculation
	Measurement Interval

	Data Networks – Performance of Data Network Support Services during Prime Time
	Response
Severity 1:  95% within 30 minutes
Severity 2:  95% within 1 hour
Severity 3:  95% within 2 hours
Resolution
Severity 1:  90% within 4 hours
Severity 2:  90% within 8 hours
Severity 3:  85% within 24 hours
	Performance = Actual time to respond or resolve (Average)
	Measure = Monthly; Report Period = Quarterly 

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	Data Networks – Performance of Data Network Support Services during Non-Prime Time
	Response
Severity 1:  90% within 1 hours 
Severity 2:  90% within 3 hours 
Severity 3:  90% within 6 hours
Resolution
Severity 1:  85% within 4 hours
Severity 2:  85% within 8 hours
Severity 3:  80% within 24 hours
	Performance = Actual time to respond or resolve (Average)
	Measure = Monthly; Report Period = Quarterly 

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	



1.5.4. [bookmark: _Toc438209491]
 Administration and Security
This Service Level Agreement between the Contractor and FPPC includes the provision of Administration and Security.  The Contractor will manage and coordinate with the cloud hosting service provider in performing their activities.  The following table describes all Contractor committed service levels, measurable event and target levels for Administration and Security.  
Administration and Security Service Levels
	Measurable Event
	Service Level Requirement
	Calculation
	Measurement Interval

	Password Resets (Prime Time)
	95% within 30 minutes of such request
	Performance = Actual time to respond (Average)
	Measure = Monthly; Report Period = Quarterly

	New User Account Requests
	95% within 2 business days of request
	Performance = Actual time to respond (Average)
	Measure = Monthly; Report Period = Quarterly

	Privilege Changes Requests
	95% within 2 business days of request
	Performance = Actual time to respond (Average)
	Measure = Monthly; Report Period = Quarterly

	Disable/Delete User Account(s) (Prime Time)
	95% within 24 hours of request
	Performance = Actual time to respond
	Measure = Monthly; Report Period = Quarterly

	Report detection of unauthorized or accidental modification, destruction, disclosure, loss, or access to automated files and databases, as well as incidents involving loss, damage, or misuse of information assets.
	Complete Incident Report and submit copies to the FPPC SEFS Project Manager, within twenty-four (24) hours of the incident
	Per incident
	Per incident



1.5.5. [bookmark: _Toc438209492]
Backup and Recovery
This Service Level Agreement between the Contractor and FPPC includes the integration of Backup and Recovery Services.  The Contractor will manage and coordinate with the cloud hosting service provider in performing their activities.  The following table describes all Contractor committed service levels, measurable event and target levels for Backup and Recovery Services.
Backup and Recovery Service Levels
	Measurable Event
	Service Level Requirement
	Calculation
	Measurement Interval

	Backup Services - Daily
	100 % Daily incremental backups, stored onsite & offsite
	Number of daily backups / 365  = "Service Level Attained (Average)
	Measure = Monthly; Report = Annual 

	Backup Services – Weekly
	100 % Weekly full backups, stored onsite & offsite
	Number of weekly backups / 52  = "Service Level Attained (Average)
	Measure = Monthly; Report = Annual

	Backup Services – Monthly
	100 % Monthly full backups, stored offsite
	Number of monthly backups / 12  = "Service Level Attained (Average)
	Measure = Monthly; Report = Annual
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1.6. [bookmark: _Toc438209493]Production System Availability Service Levels
This Service Level Agreement includes availability of production systems.  The production operations service provided by the Contractor to FPPC to support these business objectives includes:
Production System Availability – overall or aggregate availability of production systems and services, including data networks, software, hardware, facilities and other system critical components.
Web Services – availability of web site services to FPPC and Program Participants to include content delivery and transaction-based features of the site. 
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1.6.1. [bookmark: _Toc438209494]Availability Service Levels
This Service Level Agreement between the Contractor and FPPC includes the provision and integration of CalCloud Services.  The Contractor will manage and coordinate with the cloud hosting service provider in performing their activities.  The following table describes all Contractor committed service levels, measurable event and target levels for cloud hosting services.  
Availability Service Levels
	Measurable Event
	Service Level Requirement
	Calculation
	Measurement Interval

	Critical Production Systems – Aggregate Availability 
	Prime Time
Target 98% 
Non-Prime Time
Target 95%
(In total, the cumulative duration of loss of any mission essential function caused by either hardware or software failures shall not exceed the specified value. A mission essential function is any function or feature whose loss requires unscheduled maintenance or intervention (e.g. server/ workstation reboot) in order to continue normal operations.
	Available hours = 7 days by 24 hours per day and 365 days per year, less scheduled outages as agreed by FPPC; Calculation = Total available hours divided by total hours in measurement period; excluding Acts of God and factors outside of the Contractor’s control 
	Measure = Monthly;
Report Period = Quarterly

	Web Site / Services Availability
	Target 99%
	Available hours = 7 days by 24 hours per day and 365 days per year, less scheduled outages as agreed by FPPC; Calculation = Total available hours divided by total hours in measurement period; excluding Acts of God and factors outside of the Contractor’s control
	Measure = Monthly;
Report Period = Quarterly
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1.7. [bookmark: _Toc438209495]Application Support Service Levels
This Service Level Agreement includes application maintenance and support of the SEFS System application.  It deals with responding to application problems, carrying out preventative measures so that application and performance problems are averted, and deployment of application change requests.  In this context application problems and change requests fall into two categories – minor (those that require less than 10 effort days) and major (those that require more than 10 effort days).

The Application Support service includes:
Corrective Application Maintenance – repair of defects to enable applications, which are in production, to provide the required functionality and meet service levels.
Application Modification and Upgrades – ensuring that application routine software version upgrades, as well as specific custom modifications requested by FPPC, are proactively addressed by the Contractor.
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1.7.1. [bookmark: _Toc438209496]Corrective Application Maintenance
This Service Level Agreement between the Contractor and FPPC includes the provision of Corrective Application Maintenance.  The Contractor will manage and coordinate with the cloud hosting service provider in performing their activities.  The following table describes all Contractor committed service levels, measurable event and target levels for Corrective Application Maintenance.  
Corrective Application Maintenance Service Levels
	Measurable Event
	Service Level Requirement
	Calculation
	Measurement Interval

	Timely Resolution of Application Problems and Maintenance Service Requests
	Prime Time
Severity  1:  90% within 4 hours
Severity  2:  90% within 8 hours
Severity  3:  85% within 24 hours
Non-Prime Time
Severity 1:  80% within 4 hours
Severity 2:  80% within 8 hours
Severity 3:  80% within 24 hours
	Performance = Number of Tickets Closed within severity level timeframe / Total number of Tickets Closed 
Severity Level 1 - Number of requests resolved within 4 business hours / total calls * 100% = "Service Level Attained"
Severity Level 2 – Number of requests resolved within eight business hours / total calls * 100% = "Service Level Attained"
Severity Level 3 – Number of requests resolved within remaining hours in current business day + the next eight business hours / total calls * 100% = "Service Level Attained"
	Measure = Monthly; Report Period = Quarterly



1.7.2. [bookmark: _Toc438209497]
Application Modifications and Upgrade
This Service Level Agreement between the Contractor and FPPC includes the provision of Application Modifications and Upgrade. The Contractor will manage and coordinate with the cloud hosting service provider in performing their activities.  The following table describes all Contractor committed service levels, measurable event and target levels for Application Modifications and Upgrade.  
Application Modifications and Upgrade Service Levels
	Measurable Event
	Service Level Requirement
	Calculation
	Measurement Interval

	Timely Proposal Development of Application Change Management Requests (CMR)
	Contractor Concurrence with FPPC Major/Minor Designation: Reply with formal concurrence, including any required negotiation, within 5 business days from the time that the request is submitted by FPPC.
Major Requests: Provide proposal to FPPC for 95% of all approved change management requests within 15 working days of FPPC CMR submittal.
Minor Requests: Provide proposal to FPPC for 95% of all approved change management requests within 10 working days of FPPC CMR submittal.
Urgent Request: Respond to request within 1 business day; complete request within timeline mutually agreed to by FPPC and Contractor.
	Performance = Number of Proposals provided within timeframe/Total change management requests 
	Measure = Monthly; Report Period = Quarterly

	Timely Resolution of Application Change Management Requests
	Meet projected deadlines for 85% of all approved change management requests
	Performance = Number of approved CMRs within timeframe / Total number of approved CMRs
	Measure = Monthly; Report Period = Quarterly
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4. [bookmark: _Toc438209498]Service Level Agreements
[bookmark: _Toc438209499]2.1	Scope
The Contractor will submit Service Level Agreement (SLA) compliance/variance reports to FPPC by the second week of each quarter for the previous quarter.  The SLA and supporting measurement and performance reports will be reviewed on a quarterly basis with attendance from Contractor management staff.
The standing agenda items will be:
Review the previous quarter’s service level results
Review of the Monthly Status Reports
Review the service delivery process
Discuss improvements in the process
Review the status of outstanding complaints
Review commendable performance
Discuss possible improvements to the service level targets
Performance Reporting
Detailed measurement and performance reports will be prepared by the Contractor and submitted to the FPPC contract manager as follows:
Monthly Status Report - to allow FPPC to monitor and track performance and calculate fee reductions and corrective assessments.  Service reviews may be called by either party as needed to ensure service level fulfillment.
Quarterly Service Level Report - will be made available to all involved parties/support groups participating in the regularly scheduled quarterly Service Level Agreement performance review.
Annual Service Level Report - will be made available to all involved parties/support groups participating in the annual Service Level Agreement performance review.

Reports will include all information referred to in the service level tables below, including but not limited to the raw calculation data.  All reports will be accessible electronically as well as in hard copy format.  The State’s designated contract manager will confer with the Contractor following the Department’s assessment of fee reductions and allow the Contractor to respond.  However, the State will be solely responsible for final determination of the fee reduction assessment.
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